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Copyright

Copyright (C) 2007 PLANET Technology Corp. All rights reserved.

The products and programs described in this User’'s Manual are licensed products of PLANET
Technology, This User’s Manual contains proprietary information protected by copyright, and this
User’'s Manual and all accompanying hardware, software, and documentation are copyrighted.

No part of this User’'s Manual may be copied, photocopied, reproduced, translated, or reduced to
any electronic medium or machine-readable form by any means by electronic or mechanical.
Including photocopying, recording, or information storage and retrieval systems, for any purpose
other than the purchaser's personal use, and without the prior express written permission of
PLANET Technology.

Disclaimer

PLANET Technology does not warrant that the hardware will work properly in all environments and
applications, and makes no warranty and representation, either implied or expressed, with respect
to the quality, performance, merchantability, or fithess for a particular purpose.

PLANET has made every effort to ensure that this User’'s Manual is accurate; PLANET disclaims
liability for any inaccuracies or omissions that may have occurred.

Information in this User’s Manual is subject to change without notice and does not represent a
commitment on the part of PLANET. PLANET assumes no responsibility for any inaccuracies that
may be contained in this User’s Manual. PLANET makes no commitment to update or keep current
the information in this User’s Manual, and reserves the right to make improvements to this User’s
Manual and/or to the products described in this User’'s Manual, at any time without notice.

If you find information in this manual that is incorrect, misleading, or incomplete, we would
appreciate your comments and suggestions.

FCC Warning

This equipment has been tested and found to comply with the limits for a Class A digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference when the equipment is operated in a commercial environment. This
equipment generates, uses, and can radiate radio frequency energy and, if not installed and used in
accordance with the Instruction manual, may cause harmful interference to radio communications.
Operation of this equipment in a residential area is likely to cause harmful interference in which
case the user will be required to correct the interference at his own expense.

CE mark Warning
The is a class A device, In a domestic environment, this product may cause radio interference, in
which case the user may be required to take adequate measures.

Trademarks

The PLANET logo is a trademark of PLANET Technology. This documentation may refer to
numerous hardware and software products by their trade names. In most, if not all cases, these
designations are claimed as trademarks or registered trademarks by their respective companies.

WEEE Warning
To avoid the potential effects on the environment and human health as a result of
the presence of hazardous substances in electrical and electronic equipment, end
users of electrical and electronic equipment should understand the meaning of the
crossed-out wheeled bin symbol. Do not dispose of WEEE as unsorted municipal
EEEEEE waste and have to collect such WEEE separately.
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1. Introduction

With built-in POTS splitter 24 / 48 ADSL/ADSL2/ADSL2+ Subscriber ports, the PLANET
IDL series are advanced IP based DSLAM which is designed for Network Service Provider
to offer excellent services to multiple subscribers. The replaceable 1000Base-T or
1000Base-LX uplink interfaces, and stackable support other units that provide the flexibility
of the network implementation.

The PLANET IDL series support local and remote management capabilities of CLI, SNMP
and Telnet via RS-232 CID and Ethernet MGNT ports, Microsoft Windows based GUI
Management system provides Network Service Provider a centrally management
capability.

The PLANET IP DSLAM provides many features such as QoS, VLAN, Bandwidth
Management, Traffic Prioritization, and Data Flow Security Control. The IDL series offer
Network Service Provider the most suitable solution and makes subscribers an efficient
way to meet triple play (data, voice, and video).

1.1 Package Contents

Please inspect your package. The following items should be included in the package:

IDL-2400/2401

® |DL-2400/2401 unitx 1

® AC Power Cord x 1

® CD (Containing User’'s Manual, QIG, IDL Manager) x 1
® Quick Installation Guide x 1

® RJ-45 Cable x 1

® RS-232 Cable x 1

® Telco-50 Cable x 1

IDL-4800/4801

® |DL-4800/4801 unitx 1

® AC Power Cord x 1

® CD (Containing User’'s Manual, QIG, IDL Manager) x 1
® Quick Installation Guide x 1

® RJ-45 Cable x 1

® RS-232 Cable x 1

® Telco-50 Cable x 2
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1.2 Features

e 24-Port or 48-Port ADSL/ADSL2/ADSL2+ subscriber interface with build-in POTS splitter
e DMT data rate: Downstream 32 kbps up to 25 Mbps / Upstream 32 kbps up to 1Mbps

e 1000Base-T (IDL-2400/IDL-4800) or 1000Base-LX (IDL-2401/IDL-4801) uplink interface
e Stackable support

e Microsoft Windows based GUI management

e Local RS-232 CLI and Ethernet SNMP/Telnet management

e Firmware upgradeable via FTP or TFTP

e 6K MAC address & 256 Multicast MAC address support

e Static VLAN and Port based VLAN

e VLAN / MAC / IP filtering

e Access Control List by MAC and IP address

e Traffic prioritization (802.1p)

¢ Traffic bandwidth management by MAC and IP address

1.3 Application

The PLANET IDL series offer the benefit of high performance to central office co-location
and MTU (Multi-Tenant Unit) / MDU (Multi-Dwelling Unit) markets. It provides broadband
data service over existing copper wires without affecting the conventional voice service by
24/48 subscriber ports with built-in POTS splitter. A PLANET IP DSLAM is the perfect
solution for NSP a cost-effective but high-value centrally management capability.
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1.4 Outlook

IDL-2400

IDL-4800

IDL-2401 / IDL-4801 with 1000Base-LX UPLINK

1 x 1000Base-LX UPLINK1
1 x 1000Base-T UPLINK2
1 x 1000Base-T MGNT

26
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1.4.1 Front Panel

The front panels of IDL series are shown below.

LED Definition

- (JPLANET
- 24-Port DSLAM Switch
IDL-2400
- A c . =[=]= : 24-Port DSLAM Switch
IDL-2401
- (JPLaneT
= AN e e e e 48-Port DSLAM ISE::H{
IDL-4800
- (JPLaneT
= AN e e e e 48-Port DSLAM :3;:1::".-:
IDL-4801

LED Color LED Description

POWER Green Lit when power on

MAINT Yellow Lit when maintenance commands were issued
ALARM Red Lit when MJ/MN events happen

MASTER Green

Lit when system was acted as management master for
stacking application  ( * Future feature )

Green
ﬁ\rDSL 1~24 Orange
_ No Light
ADSL 1~48 Red

Lit when ADSL link is in a active state

When the specified ADSL link is in connection training stat
When ADSL link is not in service

Lit when loss of signal occurs

1000/ACT Green

Blinking when information action is transmitted

100/ACT Green

Blinking when information is transmitted

Blinking when information is transmitted

GIGA Green | (+IDL-2401/4801 )
When uplink is activated
ACT Green (* IDL-2401/4801)
IP DSLAM
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1.4.2 Rear Panel

The rear panels of IDL series are shown below.

o 0 B e
‘o ‘ OD e ————
. o (m— |0 =

IDL-2400/2401

o (=] o . .
° — O

IDL-4800/4801

I

Port Definition

Port Port Description
ACIN AC Power cord in
POWER Power switch
PHONE 1 , o
24 port ADSL module with built-in POTS
LINE 1
PHONE 2 24 port ADSL module with built-in POTS
LINE 2 (*IDL-4800/4801 )
28 IDL series User Guide
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1.5 Technical Specifications

1.5.1 Hardware Specifications

LED Indicators

1 x ALARM LED

1 x MASTER LED
24 x ADSL LEDs

2 x 1000/ACT LEDs
3 x 100/ACT LEDs

Model IDL-2400 IDL-2401
Uplink 1 1 x RJ-45 (10/100/1000Base-T) (1 x SC (1000Base-LX)
Uplink 2 1 x RJ-45 (10/100/1000Base-T)
Ports MGNT 1 x RJ-45 (10/100/1000Base-T)
Console 1 x RS-232
Line 1 x Telco-50
Phone 1 x Telco-50
1 x POWER LED 1 x POWER LED
1 x MAINT LED 1 x MAINT LED

1 x ALARM LED

1 x MASTER LED
24 x ADSL LEDs

1 x 1000/ACT LEDs
2 x 100/ACT LEDs

LED Indicators

1 x ALARM LED

1 x MASTER LED
48 x ADSL LEDs

2 x 1000/ACT LEDs
3 x 100/ACT LEDs

1 x GIGALED
1 xACT LED
Model IDL-4800 IDL-4801
Uplink 1 1 x RJ-45 (10/100/1000Base-T) (1 x SC (1000Base-LX)
Uplink 2 1 x RJ-45 (10/100/1000Base-T)
Ports MGNT 1 x RJ-45 (10/100/1000Base-T)
Console 1 x RS-232
Line 2 x Telco-50
Phone 2 x Telco-50
1 x POWER LED 1 x POWER LED
1 x MAINT LED 1 x MAINT LED

1 x ALARM LED

1 x MASTER LED
48 x ADSL LEDs

1 x 1000/ACT LEDs
2 x 100/ACT LEDs
1 x GIGA LED

1 xACT LED

IP DSLAM
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1.5.2 Software Specifications

Compliant with ADSL standard

-ANSI T1.413 issue 2

- G.dmt (ITU G.992.1)

- Glite (ITU G.992.2)

Standard - G.hs (ITU G.994.1)

Capable of ADSL2 standard

- G.dmt.bis (ITU G.992.3)

Capable of ADSL2+ standard

- G.dmt.bisplus (ITU G.992.5)

STP

IGMP snooping

GMRP

GVRP

LACP

SNMP / UDP / IP | MAC / Ethernet

Up to 256 multicast addresses

IGMP v1, v2, v3

Multicast Multicast VLAN mapping: Independent VLAN multicast (IVM)
Multicast VLAN mapping: Shared VLAN Multicast (SVM)
Handle PPPoE Encapsulated IGMP packets

Subscriber interface with built-in POTS splitter
Downstream DMT data rate 32 kbps up to 25 Mbps
Upstream DMT data rate 32 kbps up to 1Mbps
Extended power management capabilities to optimize power

Protocol

consumption for each application

Distance up to 18 kit

1000Base-T / 1000Base-LX uplink interface via model
Stackable support

Centronic 50 pin connector for Telco line in and out
System 8 VCs per xDSL port

128 MAC address per x DSL port

6K MAC address

Ethernet Bridging: Broadcast, Flooding / Dropping
VLAN Bridging: 512 VLAN, Static VLAN, VLAN Stacking / Trunking
Packet size 64 byte to 1522byte

PPPoOE Intermediate Agent

DHCP Relay Agent

IPOA to IPOE Tunneling

PPPoA to PPPOE inter-working
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Input Rate Limiting (IRL) on a per-AAL5 interface

Output Rate Limiting (ORL) on a per ATM-port and Ethernet basis
Rate Limiting

Multiple mechanisms of prioritizing traffic

Security

VLAN filtering

MAC filtering

IP filtering

Access Control List by MAC address
Access Control List by IP address
Throttling Control

Sticky Bridge Ports

Management

Microsoft Windows based GUI management

Local RS-232 CLI, and Ethernet SNMP / Telnet management
Remote in-band SNMP / Telnet management

Firmware upgradeable via FTP or TFTP

SNMP v1, v2c

IP DSLAM
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2. Installation

The followings are instructions for setting up the IDL series IP DSLAM. Refer to the
illustration and follow the simple steps below to quickly install your IP DSLAM.

2.1 Safety Instruction

The following is the safety instructions for IP DSLAM before installing.

>> The maximum recommended operating temperature is 50°C. Care must be taken to
allow sufficient air circulation or space between units when the IP DSLAM is installed
inside a closed rack assembly and racks should safely support the combined weight of all
IP DSLAM.

>> The connections and equipment that supply power to the IP DSLAM should be capable
of operating safely with the maximum power requirements of the IP DSLAM. In the event
of a power overload, the supply circuits and supply wiring should not become hazardous.
>> The AC power cord must plug into the right supply voltage. Make sure that the supplied
AC voltage is correct and stable. If the input AC voltage is over 10% lower than the
standard may cause the IP DSLAM to malfunction.

>> Generally, when installed after the final configuration, the product must comply with the
applicable safety standards and regulatory requirements of the country in which it is
installed. If necessary, consult for technical support.

>> A rare condition can create a voltage potential between the earth grounds of two or
more buildings. If products installed in separate building are interconnected, the voltage
potential can cause a hazardous condition. Consult a qualified electrical consultant to
determine whether or not this phenomenon exists and, if necessary, implement corrective
action before interconnecting the products. If the equipment is to be used with
telecommunications circuit, take the following precautions:

- Never install telephone wiring during a lightning storm.

- Never install telephone jacks in wet location unless the jack is specially - designed for
wet location.

- Never touch uninsulated telephone wires or terminals unless the telephone line has
been disconnected at the network interface.

- Use caution when installing or modifying telephone lines (other than a cordless
telephone) during an electrical storm. There is a remote risk of electric shock from
lightning.

- Do not use a telephone or other equipment connected to telephone lines to report a
gas leak in the vicinity of the leak.
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2.2 Hardware Installation

The PLANET IDL series can be installed in a standard 19-inch rack by using the mounting
brackets provided. Mount the shelf on the rack using the large screws provided. The
procedure to connect and wire the system is as follows.

2.2.1 System Requirements

Workstation with Windows NT/2000/XP

RJ-45 cables

RJ-11 cables

Telco-50 cables

RS-232 cables

<Optional> MDF Patch Panel (Model No.: IDL-PAN-48).

2.2.2 Rear Panel Connection

The following figure shows the rear panel connection of IDL series:

Line

Step4d Step3| Step2

Step1 Patch
Panel —
(optional)

Patch

(optional)

Exange/

PABX PABX

ADSL2/2+ CPE ADSL2/2+ CPE

Step 1: Ground the IP DSLAM by connecting a grounded wire (Optional).

Step 2: Connect the ADSL line connector, a 50-pin centronic connector, of IP DSLAM to
CPE by using telco cable. Each line connector supports 24 ports of
ADSL/ADSL2/ADSL2+ for Data path from MDF (Main Distribution Frame).

IP DSLAM 33
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Step 3: Connect the Phone connector, a 50-pin centronic connector, of IP DSLAM to
Exchange/PBX by using telco cable. Phone connector is an optional module
supporting Voic path to Exchange/PBX; it must be along with Line Connector.

Note:
1. The MDF Patch panel is optional to standard package.

Step 4: Hook power cord and apply the power.

2.2.3 Front Panel Connection

The following figure shows the front panel connection of IDL series:

Connect to another IDL-series

UPLINK: Connect to Internet or downlink to the other IDL-series for stacking by RJ-45
cable.

MGNT: Connect to PC by RJ-45 cable in order to administer your IP DSLAM through IDL
Manager.

CID: Connect to PC by RS-232 cable in order to administer your IP DSLAM through CLI.
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2.3 IDL Manager Installation

This following shows how to prepare the system to perform basic communication functions
through IDL Manager.

2.3.1 System Requirements

Windows NT/2000/XP

CD-ROM

Ethernet card

2GB Hard disk with a minimum of 650MB of free space
Super VGA (800x600 resolution) or higher with 256 colors
Manual CD

[
[
[
[
[
[
2.3.2 Installing IDL Manager

Perform initial configuration procedures as follows:

1. Insert CD into CD-ROM.

2. From the autorun screen, click the “IDL Manager” hyperlink to download the file. And
then click “setup.exe” to start the installation process.

3. The welcome window appears. Click on “Next” to continue.

Welcome &l

‘wielcome to the IP DSLAM EMS Setup program.  This program
will inzgtall IP DSLAM EMS on your computer.

It iz strongly recommended that you exit all Windows programs
before running this Setup program.

Click Cancel ta quit Setup and then close any programs you have
unning.  Click Mext to continue with the Setup program.

WARMIMG: Thiz program iz protected by copyright law and
intemational treaties.

Unauthorized reproduction or distribution of this program, or any
portion of it, may result in severe civil and criminal penalties, and
will be progecuted to the maximum extent pozzible under law.

Cancel

IP DSLAM 35
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4. When the Start Copying Files window appears, you can confirm the current settings.
Click on “Next” to start copying files.

Start Copying Files X]

Setup has enough information to stat copying the program fes.
If you want ta review of change any setiings. click Back. If you
are satisfied with the settings, click Mext to begin copying files.

Current Settings:

Setup Type:
Complete

Target Folder
C:\Program Filest IDL Manager\EMS-TH1

User Information
Mame: Planest

Carnpany:

5. When Setup Process Status window appears, the installation process is now in
progress. This window display a bar indicating the percentage of completion for the
current installation. In addition, the names of the files being installed appear above the
bar until the installation is complete.

Decompressing Files In CiProgram FilestyCommon FilesiBorland
idapinst.dll

6. At the end of the installation process, the following Setup Complete window presents.
Simply click on “Finish” to complete setup. Now the installation of IDL Manager is
completed.

Setup Complete

Setup has finizhed copying files to your computer.
Setup will now launch the program. Select your option below.

Click Finigh to complete Setup.

| Finish |
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2.3.3 Starting IDL Manager
Perform basic communication functions through IDL Manager, procedures as follows:

1. Users can activate the IDL Manager either from Program manager or clicking the
shortcut icon on the desktop as below.

e

IDL Manager

2. Before starting to IDL Manager, it is necessary that your PC’s IP and IP DSLAM'’s IP
are in the same subnet.

Note:
Default IP address of Management port is 192.168.200.111.

3. To enable SNMP for accessing, one needs to issue commands below to IDL series by
Telnet to management port or connecting to console port (9600, N, 8,1) and then log in
with default username and password that both are “admin”.

a. “$create snmp comm community public rw”.
b. “$create snmp host ip 192.168.200. xxx community public”, where 192.168.200.xxx

is the IP of your PC.
c. “$create snmp traphost ip 192.168.200.xxx community public version v1”, where
192.168.200.xxx is the IP of your PC.

4. Launch the IDL Manager and then log in with the user name and password.

Click on “OK” to enter the IDL Manager system.

Account (S ERTEN

Password: |

ok Shutdown

Note:
Default Username is “Supervisor” and password is blank.

5. After launching IDL Manager and logging in, the main window appears as below.
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2.4 IDL Manager Functions

IDL Manager is divided into the task-oriented functional groups as follows.

2.4.1 Session

Allow you to start and to terminate a session as well as to shutdown the system.

2.4.1.1 Logout

To terminate the current session, choose Logout command from Session Menu. The
user account, then, is logged out and Login window prompts for a new login. Normally,
this is used when a user wants to re-login in order to gain a higher level of authority for
certain operations.

2.4.1.2 Exit

To terminate the system at any time, simply choose the Exit command from Session
Menu. The system then terminates.
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2.4.2 Tools

This chapter describes how to use tools in the IDL Manager, including Environmental
options, Territory manager, Agent manager, User Manager and Telnet, which are detailed
in the following sections.

2.4.2.1 Environment Options

Choose Environmental Options from Tools Menu, user can define SNMP, Desktop
and Surveillance respectively.

1. SNMP Confiquration

SHMF Desktop | Swrvellance |

Time-out Peniod — tecord:

K]
2 rll

=

Hatransmesion

ox |
The SNMP Time-out Period and Retransmission times can be configured as shown in
the following steps:

a. Click on the TabControl of “SNMP” that will bring SNMP dialogue box to front.

b. Click on =1 / =1 to change the Time-out Period seconds and Retransmission
times.

c. Clickon % | to submit your changes.

2. Desktop Configuration
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sHMp |Desdion || Survedlance |

Teritory. | = Lemicry Mansgs
Agerts. |
Mag | Losd |  Clear |

Hore

oK

The Desktop is user for setting the map of a required territory.

a. Click on the tab of “Desktop” that will bring Desktop dialogue box to front.

b. Click on __LevitayManager | 4, quick start territory manager in which users can
define a desired territory. Please refer to “Territory Manager Configuration” for
more details.

c. Click on ﬂ to load the map of a territory or click on % to clear a
loaded map.

Open El@

Lock i [ L] My Documents - Esm (847240 £y
IS0 dorumentn version 1.0 y x
LI5S0 donument in Engheh [N tapsi 3
LMy eBocks i

1141
My Music el
.J:.. .: X

Sty Pretures __
o ST

LA

Flenare  [FERE e |

Fies cltype: [ [" benp.” e wred] ] Concel |

Note:
The format of map is limited to *.bmp, *.emf and *.wmf.

d. Clickon % | to submit your setting, and then the map will apply to the
Mounted Agent.

3. Surveillance Configuration
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SHMP | Deskiop | 2urvedsncs ||
Peliorationt

P |i' —'-h-_.-:

Archene

T Save espeed 1econds

m;|

a. Click on the tab of “Surveillance” that will bring the Surveillance dialogue box to
front.

b. Click on =l or =l to change the monitor period.

c. Select the checkbox of Save expired records to save surveillance archive,
which can be browsed by clicking on the tab of Achieved in the Event Log
window as shown in the following figure.

[rntrcdeng | Dasedt [ Sochirad
" Happan Timn " Aaleswe i Agord  Grade DL Sin D

d. Clicking on _Bow=. | 45 choose the directory to record surveillance data and
press =l or =l to define expired period.

e.Clickon % | to submit your settings.
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2.4.2.2 Territory Manager

Territory manager help users to build up monitoring territories and agents could be
categorized into different territories by users. Territory manager can be activated
either from menu bar or from environmental options.

Territory Manager Window

Choose Territory Manager via Tools Menu, or Environmental option, and then the Territory
Management window appears.

Teritory Name

Tt
et s Tenito Name
Group Management
Select Terrtary Select Teritary
ALL - ALL h
IP Address Alias Name IP Address Alias Name
192168100176 Taipei 102 192168100176 Taipei 102
= |
_* |
LClose

If to add a territory to the system,

a. Click onliw=ad, the Territory Name fields then cleared to blank for entering
the data.

Apply

b. Enter Territory Name and then become enable.

c. Clickon __2P*% {5 apply the territory to the system. After that, you can proceed to

group management by Territory Management dialog box.

As the following figure shown, the agent, 192.168.100.176 is available in the territory named
ALL on the left. Users can shift the monitoring territory from ALL to Taipei simply by selecting
Taipei in the Drop-down list on the right.

Tenitory Name

Mew . Taipei
Teritory Mame
Q Taipei
Group Management
Select Teritary Select Termitary
ALL - ALL hd
IP Address Alias Hame

192168100176 Taipei 102
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d. Choose the agent, 192.168.100.176 on the left and then click on__™* ‘ The agent IP
will appear on the right and will be mornitored under the territory, Taipei.

Territory Hame

Hew . Taipei
Territom Mamme
o |
_ e |
Group Management
Select Temitory Select Territory
’m Taipei hd

IP Address Alias Hame IP Address Alias Hame ~

192168100176 Taipei 102

LClose

fid

e. If users want to move the agent IP from Taipei to other territory, select a desired agent
IP and click on __*__| to shift it to the left.

. Cl . . . o
f. Click on $ to exit the window or continue to perform other operations in the
same window.

Correspondently, the Agent Desktop displays that Agent IP 192.168.100.176 has been
monitored under the territory, Taipei.

LEZ)

-

<192 168100178 Tapei 102

& 0k @ adlom Chchad
@ Dizscormect W Demourt
Alerm Ony
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2.4.2.3 Agent Manager

All of the IP DSLAM agents that are to be managed by the IDL Manager must be
“registered” to the system. The “registration” process is to make the system aware of
agent’s IP address and alias name. Once an agent is registered, it is put into the

“‘demount” agent

pool, which is still “inactive” for the network monitor. You then have

to activate it if you want it to be monitored. An active agent can also be deactivated

from the monitor

for certain operational purpose when necessary. Agent Manager is

designed for you to perform these operations.

Agent Manager Window

Choose Agent Manager from Tools Menu, this window then appears.

S [ £ Jeriory Manager |
Demount: Mount:
IP Address Alias Name Lol IP Address Alias Name »
192168100176 Taipei 102
_= |
_* |
w ~
New
IF Address: R ) . Cornrnurity: |public
Modify
Hlias Name: | T aipei 102
4 Drescription: |
Delete
Cloze
Field Definition
|P Address *kk kkk kkk kkk
Alias name Name of IP DSLAM
Description Note

If to add an agent to the system,

a. Select a territory that a new agent belongs to. Click on

Territary Manager to

activate territory manager.

b. Click ong, the data fields then cleared to blank for entering the data.
Enter values in fields, IP Address, Alias Name and Description. The Apply

buttons to t

c. Click on

he left of these fields then become enable.

Apply | to apply the agent to the system.

d. If to activate (so-called “Mount”) the system’s monitoring of an agent, click on

the required agent entry in the Demount agent list, then click on =* | The
agent will appear on the Mount agent list on the right.

e. Click on & to exit the window or continue to perform other operations.

44

IDL series User Guide
Download from Www.Somanuals.com. All Manuals Search And Download.



If to remove an agent to the system,

a. Click the required agent in the Demount agent list, and then click on LR

The agent will disappear.

. Cl . . . .
b. Click on g to exit the window or continue to perform other operations
in the same window.

If to change the information of an agent,

a. Select the required agent in the Demount agent list. The information of the
selected agent will then presented on the data fields.

b. Click on Modiy | to Change IP, Alias Name, and Description and then

Apply becomes enable.

Apply | to apply the change to the system.

. I . .
d. Click on ﬁ to exit the window.

c. Click on

Note:
User can only change alias and description of the agent in the Mount agent list and
changing IP is prohibited.

If to activate the system’s monitoring of an agent,

a. Select the required agent in the Demount agent list, and then click on the Mount
button ™ . The agent will appear on the Mount agent list.

b. Click on ﬂ to exit the window or continue to perform other operations
in the same window.

If to de-activate the system’s monitoring of an agent,

a. Select the required agent in the Mount agent list, and then click on the Demount

button___*=__|, The agent will then disappears from the Mount agent list and
appears on the Demount agent list on the left.

b. Click on ﬂ to exit the window.
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2.4.2.4 Telnet

Users can use the Telnet to connect to a specific IP DSLAM, and then monitor and

interact with the system.

How to activate Telnet from Agent Desktop?

Temitary  |P Address  Alias Refresh

= Tainsi
Function List

Fing

176 Taipe 102

ok @ Alam Checked
Disconnect & Demount

Mo Defect

a. Select an agent IP on the Agent desktop.

b. Click on the right button of mouse and then select Telnet or choose Telnet from
tool menu in the IDL Manager window’s menu bar. Then Telnet screen will

come up immediately.

oW Telnet 192.168.100.176 -0 ﬂ
[ |

Welcome to IP DSLAM .
S R e

Software Release: COLZ.6.1.8.848412 — 1.A4.840%86.ADSL2+ Date: Sep 6 28084
<C0-8B01EBABBFEFF >

login: admin
password:
Login Successful

C. Enter user name and password to access the CID screen.

Note:
The default login and password are admin.
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2.4.2.5 PING

Ping is a command used to determine whether a particular IP DSLAM is currently
connected to the agent. It works by sending a packet to the specific IP address and
waiting for reply.

How to activate PING from Agent Desktop?

Furction Lisk
Telnet m

ok @ Alam Checked

Dizconnect & Demount

Alarm On

a. Select an agent IP on the Agent desktop.

b. Click on the right button of mouse and then select Ping or choose it from tool
menu in the IDL Manager window’s menu bar. Ping screen will come up
immediately and then starts to send packets to check the connection with the IP
DSLAM.

= C:\WINDOWS\system32\ping.EXE

Pinging 192.168.188.176 with 32 bytes of data:

Reply from 192.168.1808.176: hytes=32 time=Bms TTL=64
Reply from 192 .168.10A.176: hytes=32 time=1ims TTL=64
Reply from 192.168_.108.176: bytes=32 time=9mz TTL=64

c. After showing the connection status, the screen will be closed automatically.
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2.4.2.6 User Manager

The IDL Manager uses user accounts, password as well as power level (system
privileges) to control access and log in. There are three types of privileges, Supervisor,
Constructor and Tester.

Supervisor:
The highest level user with this privilege can access ANY functions and data.

Constructor:
User can set and modify the configuration of network equipments.

Tester:
User can run maintenance test, such as loop back function.
To perform user manager, proceed as follows,
Choose User Manager from Tools Menu to access this window. From the following

window, User Manager, you can add and remove users as well as change passwords,
which are used to control the login.

B add | E Delete | 5 Modiy | FL Close |

Uszer Account Uszer Name Description -

Administrator
Guest Guest
Supervisor

Power Level Description
User i ctor and tester and can do a jperation.
Constructar User can set and modify the configuration of netwark equipments.
Tester User can iin maintenance test, such as loopback function.

Field Definition
User Account an ID to be used for login
User Name The full name of a user
Description Remarks for note purpose
Power Level Privileges; Administrator and Tester
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If to add a User Account to the system,

a Clickon & 299 | the Security window then prompts.

b. Enter the account information as described in Security window below.

c. Click on _ HL L= | 1o exit the window or continue to perform other operations.

If to remove a User Account from the system,

a. Select a user account by clicking on the desired entry in User Account selection
list. After selection, the designated one will be highlighted.

b. Click on % Delle (0 qelete it.

c. Click on _ HLEPs= | 1o exit the window or continue to perform other operations.

If to change User Account information,

a. Select a user account by clicking on the desired entry in User Account selection
list. After selection, the designated one will be highlighted.

b. Click on (R Modty button, the Security window then prompts.

c. Change the account information as described in Security window below.

d. Click on _ HLEP= | pytton to exit the window or continue to perform other
operations. Or click on & Add button, the Security window then prompts.

Account

Uszer Account: |

Uszer Marme:

Deszcription: |

xxxxx

Pazsword: |

xxxxx

Werify Password: |

[~ Tochange pazsword when user log in nest time.

[ Account suzpended,

Power Level

Demount; b ount:

Constructor Supervisor
Tester

i
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Field Definition

User Account An ID to be used for login

User Name The full name of a user

Description Remark for note purpose

Password Any character string, including blank

Verify Password Re-enter the password as a confirmation

To change password |If this is checked, the associated user needs to change
when next login their password at the next login.

Account Suspended [Suspend the account.

Power Level Privileges; Administrator and tester

This window is a daughter window of User Manager Window, and is used when
adding a user account or changing account information.

a.

b.

f.

g.

Either R4 | or & Medy | jg selected, this window appears.

Enter data in the fields, User Account, User Name, Description, and Password
as required. Re-enter the password in field, Verify Password, for purpose of
verification.

. If to force the user to change their password at the next login, click on the

checkbox to the left of the field, To Change Password When Login Next Time.

. If to suspend a user account, click on the checkbox to the left of the field,

Account Suspended.

. If to assign a new Power Level to the user, click on the desired entry in the

Demount list, then click on the Mount button, =» || The selected Power
Level entry will then be added to the Mount list on the right.

If to remove a Power Level from the user, click on the desired entry in the Mount

list on the right, then click on the Demount button, __* | The selected
Power Level entry will then be removed.
Clickon 2 1o complete the operation or £ | to abort the

change. Either one is selected; the window is exited to User Manager Window.
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2.4.3 Windows

Users may open many daughter windows in the IDL Manager. To benefit user’'s viewing
every Window, Commands of the Windows menu is designed to arrange daughter windows.
Those commands will be introduced separately.

2.4.3.1 Cascade

Choose Cascade from Windows menu in the IDL Manager menu bar. The cascade
command can cascade those opened windows as follows. User can select a window
to perform operations or view status simply by clicking on a specified window.

2.4.3.2 Next Window

Next Window helps user to view next window so that it will bring the window in the
second layer to front.

2.4.3.3 Previous Window

Previous Window command can help user to bring the previous window to front.
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2.4.3.4 Arrange Icons

By selecting Arrange Icons of Windows Menu in the menu bar, it will locate those
minimized daughter windows in the bottom left of IDL Manager Window as the
following figure shown. User can select a required icon to perform IDL Manager
Management.

[Tenitory Mame

Tiambory Hosme

|
|

Group Management
St Tonboty Srdect Tonbory

rm Bl rm =l
(P Addvess Alias v (1P Acbiimes Alins Wams
VGRS agpie |13 IRR 1005 appie

e

2.4.4 Help

Allow users to view the software version.
2.4.4.1 About

To view the version of IDL Manager, choose “About” command via Help menu, as
shown in the following figure. Click on L 1 to exit the window.

@ PLANET

© metwerdng & Crrimunicetion

IDIL. Manager

WVersion 4.35
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3. IDL Manager Management

After successfully setting up the environment of IDL Manager, you can manage different IP
DSLAM via your IDL Manager remotely. This chapter will tell you how to interact with a
specified IP DSLAM.

3.1 Agent Desktop

Agent Desktop is the main window for the network administrators in performing their
day-to-day network monitoring jobs. Like the standard desktop of MS Windows, Agent
Desktop appears once the system is started. First appears on the Agent Desktop is the
status of agents by an array of colors. By which you may monitor the status of agents, and
judge if they are normal or in situations of alarms. You may then double click on the
required agent IP to activate the event log window. Similarly, the Mounted Agents Desktop
can be started up by double clicking on the icon of territory.

3.1.1 Agent Desktop Window

In the Agents Desktop, press _Refiesh| 10 refresh the status of all agents.

Temitory [P Addiess  Aliaz Refresh

-»192.168.100.176 Taipei 102

Gray icon indicates that the agent is disconnected.

. Green icon indicates that the agent is in normal condition.

Red icon indicates that “Major Alarm” is occurred to the

agent and requires network administrator’s attention.
. Network administrator pays attention to alarms by looking
into the alarms using Event Log — Outstanding.

The red icon will turn into a yellow icon after the network
administrator has looked into the alarms. However, this
does not mean the situation is released. If any new alarm

happens, yellow will turn red.
0k @ dlam Checked

® Disconnect @ Demaunt . Black icon indicated that the agent is demounted.

Alarm On

IP DSLAM 53
Download from Www.Somanuals.com. All Manuals Search And Download.



3.1.2 Mounted Agent Desktop

Mounted agent desktop provides users with flexibility in viewing your network using
graphical presentation of network elements. Mounted agent desktop can be easily activated
by double clicking the icon of territory in the agent desktop and appears promptly as shown
in the following figure. By the mounted agent desktop, the location of agents and overall
network status of a specific territory is presented.

Mounted Agents Desktop - Taipei

]
Yuanshat &
o -—
? Mfinrs W R 2] L]
E: % Chunghan 5
= & Middle Schoal
S = o
Ny B AR a
. sl
5 g
s W Rl é ‘3
7 W5 = 3
,E % BT Y §
e L] Nanking EN& E
Chungshan E, : 7 Brgﬁlner 1 z
= ES Changan E/¥¥ RT. & Fann o z 8
2 R )
(= a T ] Chungsiac
Flhsing =4
Tip““é-;s'-‘é‘"“ - O Chungineas £/ WLRD. -
2
MNTW Haspital E‘ Jeaal A8 Ksiagalsn Bk -
]
2 g
£ Ta-An ;
Hsinyi R 2

color also changes with the status of the agent. For example, the icon in red means that
alarm is occurred to the agent and requires network administrator’s attention.
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3.2 Active Function Management Windows

Via IDL Manager, users can remotely monitor the current status of a specified IP DSLAM,
and then proceeding advanced configuration. To activate the function management
windows, choose a specified agent that you want to manage, and then double click the
agent. After that, the function management windows, including Function window and Front
panel status window, will prompt as shown in the following figure.

#0c & dan Chackad

L W Dok

Ho Datect

The Function management windows include Function List Window and Front Panel Status
Window which are provided to monitor the status in real time and configure related settings.

3.2.1 Function List Window

Dedsadl el
Samrern Irda
Cumrverd Event

Samhere
Corerdl and Rsbeot
YLAK

S8 From the Function List Window, users can activate a specified function

immediately by double clicking a specified item.

IP DSLAM
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3.2.2 Front Panel Status Window

After choosing a specified agent, the Front Panel Status Window, together with the
Function Window, will come out immediately to present the current status of front panel of
the IP DSLAM.

POWER

13

UPLINK 1 LinkiACT UPLINK 2 Link/ACT ~ MGNT LinkacT MAINT I [

R A R

3.3 Default Setting

This section describes how to get the information of the default setting of the IP DSLAM.
Click on “Default Setting” from the Function List window. The window appears as follows.

[ oeiun e —
|

-

| Mask 255 255, 265.0 ‘ Batewayr192168.100.1

P
i” | IP:192.162.100.111

Systen ADSL Port

’7 | Bridge-made | Part-bazed VVLAN:Enable ‘ ’7 "up' for all parts ‘
i YL connection
|( | 876 [vpitvai) for all ports ‘ 8/82{vpitver for all potts

+ - DSL Line Profile

Named:"DEFALULT"

Line Type "Intersave"

Tx mode:AdaptiSiatup

ATU-C side:

ATU-R side:

‘ 1) Target St Margin:''50dB"

| 1) Target Srr Margin:''G0dE"

‘ 2] Interleave Delay:"63ms"

| 2] Interleave Delay:"16ms"

3) Min T Rate:"'32Kbps"

3) Min T Rate:"'32Kbps"

4] Max Tx Rate:"32Mbps"

Max T Rate:'1Mbps"'

Dawn Ghift SNR Margin:"0dB"

5) Davin Shift SMR b argin:"30d8"

6] Up Shift SMR Margir:'120d8"

)
K
T
[
| B) Up Shift SMR Margin:''90dB"

7] Interleave Conection LIP:"125us"

)
)
)
5)
)
)
)

8] Interleave Comection Down:' Tms"

9) Prefened Standard:"adsl2Plusfuta"

‘ 10) e T ype: "adsi2"

[~ Alarm Profile

Named:"DEFALULT"

ATU-C side:

ATU-R side:

| Thesh 15MinLofs 0 sec

| Thiesh 15inLafs-0sec

Initial failure trap:Disable ‘ Thresh 15MinLoss- 0 sec

‘ Thresh 15MinLoss- 0 sec

‘ Thresh 15MinLols- 0 sec

‘ Thresh 15MinLprs- O sec

‘ Thresh 15MinLprs- 0 sec

Thresh 15MinE ss- 0 sec

‘ Thresh 15MinEss- 0 sec

Close |

I« |

In the default setting window, the status of, IP, System, VCC connection, DSL line profile
and Alarm profile are displayed clearly. How to modify them will be introduced in the
following sections.
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3.4 System Information

This section describes how to get and input the information of the IP DSLAM. Double Click
on “System Information” from the Function List Window. The window appears as follows.

System Information

(=13

Description: UpTime: 0:21:16

Name: HwWersion: ADSLA.0

Location: [t CPSwVersion: COL28.20041122
Contact: [ DPSwVersion: DP_E02 08_07_05
Yendor: | Log Threshold: I_U (the value is 0-4)
Object ID:  Enterpriss 10456.4.30 Time Zone: [GiT
DST: false - Current Time: |

Apply Close

Field Definition

Name Alias name of the IP DSLAM

Location Location of the IP DSLAM

Contact The contact person of the IP DSLAM

Vendor The vendor of the IP DSLAM

Object ID Vendor ID

DST Daylight Savings Time has been enabled or not.

UpTime System up time

HwVersion Hardware version of the IP DSLAM.

CPSwVersion Control plant version
The severity level of the trap equal to or lower than that shall be logged.

Log Threshold 0 represents log threshold is disabled. 1 is the lowest and represents critical
traps. Valid values: 0-4
Valid values: Given below, are the valid values, followed by their descriptions.
IDLW - International Date Line West EET - Eastern Europe, Russia Zone 1
NT - Nome IST - Israeli Standard
HST - Hawaii Standard BT - Baghdad, Russia Zone 2
CAT - Central Alaska IT - Iran
AHST- Alaska-Hawaii Standard ZP4 - "Russia Zone 3"
YST - Yukon Standard ZP5 - "Russia Zone 4"
PST- US Pacific Standard INST - "Indian Standard"
MST- US Mountain Standard ZP6 - "Russia Zone 5"
CST- US Central Standard NST - "North Sumatra"
EST- US Eastern Standard WAST - West Australian Standard
AST- Atlantic Standard SSMT - South Sumatra, Russia Zone 6

Time Zone NFST- Newfoundland Standard JT- Java
NFT- Newfoundland CCT - China Coast, Russia Zone 7
BRST-Brazil Standard ROK - Korean Standard
AT- Azores KST - Korean Standard
WAT - West Africa JST - Japan Standard, Russia Zone 8
GMT - Greenwich Mean CAST - Central Australian Standard
UTC - Universal (Coordinated) EAST - Eastern Australian Standard
WET - Western European GST - Guam Standard, Russia Zone 9
CET - Central European IDLE - International Date Line East
FWT - French Winter NZST - New Zealand Standard
MET - Middle European NZT - New Zealand
MEWT - Middle European Winter Example: IDLW , that stands for
SWT - Swedish Winter International Date Line West

Current Time The current time.
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3.5 Current Event

Describes the facility for the network administrators to track and trace the history of events
happened and released. Current Event window can be activated from Function List Window.
There are three daughter windows provided to accomplish above tasks.

3.5.1 Outstanding Event

Allow you to view the outstanding events or status and system information. If to view the
event log of a specific agent, click “Current Event” from Function List Window. The Event
Log window appears as follow.

Closed ] Archived ]

Happen Time Agent Grade D
9/21/2004 3:42:37 &M Taipei 102 I
9/21/2004 3:42:37 &M Taipei 102 .
9/21/2004 3:42:38 4 Taipei 102 I

SL Site Description A
1 co Mo Peer &tu Present
2 co Mo Peer &b Present
£ co Mo Peer &tu Present

9421/2004 9:42:38 AM T aipei 102 td 4 co Ma Peer Atu Present
5
5
7
g

942172004 94238 AM  Taipei 102 tdJ co Mo Peer Atu Present
9421/2004 3:42.38 AM T aipei 102 bdd co Mo Peer Atu Present
942172004 94238 AM  Taipei 102 tdJ co Mo Peer Atu Present
9421/2004 3:42.38 AM T aipei 102 bdd co Mo Peer Atu Present

=
@
=
@
=
@
=
@
& 9/71/2004 34238 AW  Taipei 102 tdJ 9 co Mo Peer Atu Present
@
=
@
=
@
—
@
e
£

942172004 3:42:38 M Taipei 102 bdd 10 co Mo Peer Atu Present
9421/2004 34239 AM T aipei 102 kdJ 11 co Mo Peer Atu Present
942172004 3:42:39 4M  Taipei 102 bdd 12 co Mo Peer Atu Present
9421/2004 34239 AM T aipei 102 kdJ 13 co Mo Peer Atu Present
942172004 3:42:39 4M  Taipei 102 bdd 14 co Mo Peer Atu Present
9/21/2004 9:42:39 AM T aipei 102 kdJ 15 co Ma Peer Atu Present
942172004 3:42:39 8M  Taipei 102 bdd 16 co Mo Peer Atu Present
9/21/2004 9:42:39 AM T aipei 102 kdJ 17 co Ma Peer Atu Present
>
Cloze
Field Description
Happen Time The date/time when the event is occurred.
Agent The IP address of the agent associated
Grade Severity level of event or status.
DSL DSL Port
Site Down stream or upstream
Description The description of the event or status.
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3.5.2 Closed Event

This window allows you to browse the closed alarms and events of specified agents. Click
on the tab of “Closed”, that will bring the closed screen to front as the following figure

shown. Click on _ Cea | to clear all records or ﬂ to exit the window.

Event Log E]@
Outstanding _ Qrchwed]
F Happen Time Release Time Agent Grade DSL Site Description
=
&) >
LCloze Clear
Field Description
Happen Time The date/time when the event is occurred.

Release Time

The date/time when the event is closed.

Agent The IP address of the agent associated
Grade Severity level of event or status.

DSL DSL Port

Site Down stream or upstream

Description The description of the event or status.

IP DSLAM
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3.5.3 Archived

This window allows you to browse the expired records, which can be configured in the
Environment window. Click on the tab of “Archived”, that will bring the archived screen to

front as the following figure shown. Click on ﬂ to clear all records or ﬂ to

exit the window.

Event Log l E]@

Quistanding | Closed [Arshivad]
}B Happen Time Release Time Agent __Grade _DSL___ Site _ Description
] >
Field Description
Happen Time The date/time when the event is occurred.
Release Time The date/time when the event is closed.
Agent The IP address of the agent associated
Grade Severity level of event or status.
DSL DSL Port
Site Down stream or upstream
Description The description of the event or status.
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3.6 System

This section allows users to perform commit and reboot that will be introduced as follows.

3.6.1 Commit and Reboot

This section describes how to commit the current configuration to flash or reboot the IP
DSLAM. Double Click on “Commit and Reboot” from the Function List Window. The
System Information screen appears as follows.

System Configuration g@

Commit

Commit

Reboot

Reboot

a. If to commit the active configuration to the flash, click on _ Commit |

b. If to reboot the system and to set the boot configuration, click on _Reboot |

c. Click on __€ese_| {5 close the window.
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3.7 Configuration

This section describes how to configure the IP DSLAM by selecting Configuration from

Function List window.

3.7.1 VLAN

Allow user to view and modify VLAN configuration. Double Click on “VLAN” from the

Function List Window. The VLAN configuration window appears as follows.

VLAN Configuration g@
WLAM 101 - WLARN Name: |Default-lan
DSL Ports Egress PYLC |L|ntagged FwC | s
1 |‘| j True =
2 1 True
3 2 True
4 4 True
5 g True
E 7 True
7 g True
g True

[f=)

True

—
=

True

—
—

Tiue

—
)

True

—
(%)

True

—_
=

True

—_
o

True

—
o

True

—_
=

True

—
==

True

—
o

True

[
=

True

o
—=

True

l
E

T E N EEEIEI e

£

§ s

Apply Cloge

Field

Definition

VLAN ID

The VLAN id for this VLAN. In devices supporting
"Shared Vlan for multicast" capability, the information for
a multicast mac addr is shared across vlans hence vlan id
is an optional parameter. In devices supporting
"Independent Vlan for multicast" capability each vlan can
have its own information for a multicast mac addr hence
vlanid is a mandatory parameter in all the commands
other than - get. For No Vlan case vlan id is not required.

VLAN Name

Name of the VLAN

Egress PVC

The set of ports, which are permanently assigned to the
egress list for this VLAN by management.

Untagged PVC

The set of ports, which should transmit egress packets for
this VLAN, as untagged.
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a. Select the VLAN to view or modify by using the VLAN ID drop-down list.

b. Use Egress PVC and Untagged PVC drop-down list to set the specified DSL port’s
Egress PVC and Untagged PVC.

c. Clickon _*#* | to submit your settings or click on L

Configuration window.

3.7.2 Ethernet

| to close the VLAN

Allow user to view and modify Ethernet configuration. Double Click on “Ethernet” from the
Function List Window. The Ethernet Configuration window appears as follows.

Ethernet Configuration @lil@

Select Ethernet

DHCF: ~ = IP Address: |-|92 163 100 58

Type: & & Mask: |55 285 25 0

Admin Status: o -~ Gateway: |

Operation Status: | = ~ b gmt Wlan [ndes:

Create | Delete | Cloze |

Field Definition
DHCP DHCP client enabled or disabled
Type Uplink or Downlink

Admin Status

The desired state of UPLINK (enable/disable)

Operation Status

System is enabled or not.

IP address IP address of the UPLINK
Mask The network mask of the UPLINK.
Gateway Gateway IP

Mgmt Vlan Index

VLAN for management traffic on this interface. Nonzero value
of this field is valid only if either 'ip' field is non-zero or 'usedhcp’
field is true. If no Management Vlanid is specified (in the create
operation) or its value is set to zero (either in create or modify
operation) then the system shall use the value of ‘portvlanid'
associated with the bridge port created on this interface as the
Management Vlan Index. In case the management vian (i.e.
'mgmtvianid’ or the associated 'portvianid’, if ‘'mgmtvlanid’ is
zero) doesn't exist on the system then management shall not
happen on this interface till the corresponding VLAN is created
with the Net side port as its member.

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

63



a. To view the Ethernet Configuration of UPLINK1, UPLINK2, or MGNT by using the
Select Ethernet drop-down list.

b. If to modify the Ethernet Configuration, click on

T odify

advanced configurations as shown in the following figure.

Ethernet Configuration

Select Ethemet

DHCF:

Type:

Admin Status:

Operation Status:

[UPLINK |

" Enabled ¥ Dizabled

o Uplink ¢ Downlink
f* Enabled ¢ Digabled

o) i

Apply

IPAddress: (497 188 100 58

Mask: |5 25 285 O

Gateway: |

tomt Wlan Indes: [

Create | Delete | LClose |

c. If to create a new Ethernet configuration, click on

Create

‘ first and then proceeding

and then select a new

Ethernet configuration by using Select Ethernet drop-down list. After that, users can
set related parameters as follows.

Ethernet Confi

Select Ethernet

DHCF:

Tupe:

Adrnit 5tatus:

QOperation Statusz:

guration
[UPLINKZ |
MGNT
i i
" Uplink " Downlink
i i
= =
Apply |

IP Address: |

Mask: |

Gateway: |

hgmt %lan Indesx:

LClose |

d. Clickon 2% | to submit your settings or click on _ %= | to close the Ethernet

Configuration window.
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3.8 DSL

This section describes how to configure DSL settings by selecting DSL from Function List
Window.

3.8.1 Profile

Allow users to configure Line Profile and Alarm Profile.

3.8.1.1 Line Profile

If to configure Line Profile, double click on “Line Profile” from the Function List
Window. The Line Profile configuration window appears.

Line Profile Configuration, g@
DSL Name Line Type: Transmit Rate Mode
| j " Fast " Intereave " Fized " AdaptAtStartup
0 ATU_L [Down Stream)
Target SN (dB/10) (0-310) Interleave Delay(ms) (0-255)

Min Tx Rate(bps): [ (32000-32730000MexTxRate(ops: [ (32000-32736000)
Down ShitSNR@BAO[ (0-310) UpShit SNR@BADE [ (0-310)

IntCarrectionlp - IntCarrectionDown -
Preferred Standard, - Annex Type -

RT ATU_R [Up Stream}

Target SNR(dBAD): (0-310) Intetleave Delay(ms): (0-255)

Win Tx Fate(bps): [ (32000-1088000) MexTxRete(onst [ (32000-1088000)
Down ShitSNR@EAD: [ (@310 UpShit SNR@BADE [ @-310)

Apphy Close
Field Definition
Line Type The ADSL line type, Fast or Interleaved.
Transmit Rate Mode Defines what form of transmitting rate, Fixed or adaptAtStartup.
Target SNR (dB/10) Target Signal / Noise Margin. (0-310).
Min Tx Rate(bps) The minimum transmitting rate of ATU-C side or ATU-R side.

Configured Signal/ Noise Margin for rate downshift. If the noise margin
Down Shift SNR (dB/10) | falls below this level, the modem should attempt to decrease its transmit
rate. In the case that RADSL mode is not present, the value will be 0.
Sets the correction time for the upstream interleaved buffer. RS can also

IntCorrectionUP be disabled.
Preferred standard compliance. Outcome is dependent
Preferred Standard upon standard support of the remote unit. GlobespanVirata High Speed

ADSL DMT (ADSL+) applications only.
Maximum Transmit Rate | The maximum transmitting rate of ATU-C side or ATU-R side.

Interleave Delay (ms) The value of Interleave Delay for this channel.
Configured Signal/ Noise Margin for rate upshift. If the noise margin rises
UP Shift SNR (dB/10) above this level, the modem should attempt to increase its transmit rate.

In the case that RADSL is not present, the value will be 0.
This parameter sets the correction time for the downstream interleaved

IntCorrectionDown buffer. RS can also be disabled.
Annex Tvpe This parameter is set as per Annex compliance of the code release.
yp GlobespanVirata High Speed ADSL DMT (ADSL+) applications only.
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a. To create up a new line profile, click the DSL Name drop-down list and then
select the blank.

Line Profile Configuration ‘;”Elg‘

DSL Mame Line Type Transmit Rate Mode

| j (o * [ [

M

TargetSMREBAD: [0 (0310) Interleave Delay(ms)[- (0-255)

Win T Reate(aps): [ (32000-32735000)Mex Tx Rete(ops): [z (32000-32736000)
Down Shift SNR(@BA0R[T (0-310) Up Shit SMR@BAD: [0 (0310
IntCorrectionUp [profieestntablelZBs =] IntCorrectionDawn:  [ooiecantiein: -]

Preferred Standard [sgszPisiuts 7] Annex Type EE |

AT ATU_R (Up Stream]

Target SMNRHB10); (0-310) Interleave Delay(ms): (0-255)
Min Tx Rete(bps): (32000-1038000) Max Tx Rate(bps) (32000-1083000)
Down Shift SNR(BAD) 70 (0310 Up shit SNR@B/10) o0 (0310

Close

b. After that, the fields become enable. Input the values in those fields and then
name the new line profile.

c. Clickon ™ | to submit your setting or click on D= | {0 delete a line
profile.

3.8.1.2 Alarm Profile

If to configure Alarm Profile, double click on “Alarm Profile” from the Function List
Window. The Alarm Profile Configuration window appears.

Alarm Profile Configuration

DEL Mame Failure Trap
DEFALLT ﬂ - o

COATU_C [Down Stream]
Loss of frarme within 15 minutes:

[0~300] zeconds

Loss of signal within 15 minutes: [0300) seconds

|
|
Loss of link within 15 minutes: | [07~300) seconds
|
|

Loss of power within 15 minutes: [0300) seconds

Errored seconds: [0°~300) zeconds

RT ATU_R [Down Stream]
Loss of frarme within 15 minutes:

[0~300] zeconds

Loss of signal within 15 minutes: (0~300) seconds

Loss of powerwithin 15 minutes: | [0~300) seconds

Errored seconds: (0™300] seconds

| | Close
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Field Definition

The threshold of the number of “Loss of Frame Seconds”
within 15 minutes performance data collection period.

Loss of frame within 15 minutes

The threshold of the number of “Loss of Signal Seconds”
within 15 minutes performance data collection period.

The threshold of the number of “Loss of Link Seconds”
Loss of link within 15 minutes within 15 minutes performance data collection period.
(But only ATU-C side)

The threshold of the number of “Loss of Power Seconds”
within 15 minutes performance data collection period.

Loss of signal within 15 minutes

Loss of power within 15 minutes

The threshold of the number of “Errored Seconds” within

Errored seconds 15 minutes performance data collection period.

a. To create a new alarm profile, click the DSL Name drop-down list and then
select the blank.

b. After that, the fields become enable. Input the values in those fields and then
name the new alarm profile.

c. Click on %" | to submit or click on 2= | to delete a alarm profile.

3.8.1.3 All Line Profile

Display all the Line Profile Configuration.

3.8.2 Port Config

Allow users to configure port configuration. Double Click on “Port Config” from the
Function List Window. The Port Configuration window appears.

Port Configuration g@
Admin Statusg: Operation Status:
DSL Port: [ - & Up ¢ Down ~
Line Profile Mame: ‘DEFAULT ﬂJ Alarm Profile Mame: [pEFALLT jJ
‘F’V’ClVPI ‘VCI |Admim Status| Leaming SlaluslSlicky Slaluslpvidlhccapled Frame Type  [Ingress Fi\lerlPliUrily |
ﬂ 1 i 81 enabled enabled digabled 1/ admitall falze ]
Apply Create Delete e
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Field Definition

DSL Port Port No. of the IP DSLAM
\VPI Virtual Path ldentifier
\VCI Virtual Channel Identifier

The state of learning on this bridge port. The value enable (1)
indicates that unicast Mac address learning is enabled and the
value disable indicates that unicast Mac address learning is
disabled on this bridge port.

Learning Status

Indicates if the port has been set as sticky. The value enable (1)
indicates that the entries learned on this port will not be aged out.
It also indicates that the entries learned on this port shall not be
learned on any other port. The entries learned on this port can
only be removed by management action or by making the value
as disable (2), so that the entries can be aged out.

Pvid Port VID
Accepted Frame Type Used to up/down connection.

Sticky Status

When this is true, the device will discard incoming frames for
Ingress Filter VLANSs, which do not include this Port in its Member set. When
false, the port will accept all incoming frames.

Priority Optional Connection priority. No VLAN tag, no priority.

a. Choose the port to configure from the DSL Port drop-down list.
b. Configure the Administration status as “Up” or “Down”.

c. Choose a Line Profile from the Line Profile Name drop-down list. If to configure a

Line Profile, Click on Ll to activate the Line Profile Configuration window.

d. Choose an Alarm Profile from the Alarm Profile Name drop-down list. If to configure

an Alarm Profile, Click on i to activate the Alarm Profile Configuration window.

If necessary, modify values of specified PVC, including VPI, VCI, Admin Status, Learning
Status, Sticky Status, Pvid, Accepted Frame Type and Ingress Filter, and priority.

e. Clickon | to submit or click on __®=_| to close the fmBridgeport window.

Create

f. If to create new PVC, click on and then PVC2 appears and then users can

set perimeters via PVC2. after that, click on M to submit your setting.
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Admin Status: Operation Status:
Pl

DSL Port: [4 - & Up ~ Down

Line Profile Mame: ‘DEFAULT jJ Alarm Profile Mame: [DEFALLT jJ
PVClVP\ |VCI |Adm\n Statuz|Learning StatuslSticky Status‘ PvidlAccepted Frame Type  |Ingress Filter ‘ Priority |

111 El 81 enabled enabled dizabled 1 admitall false 1}

M 2z g enabled disabled 1 admitall false a

Applp Create Dielete Cloze

|2

E4]
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3.9 DSL PM

This section describes how to utilize DSL Performance Management by selecting “DSL
PM” from Function List window.

3.9.1 Physical Layer Info

Allow users to view the physical layer information of a specified DSL port from the IP
DSLAM. Double Click on “Physical Layer Info” from the Function List Window. The
Physical Layer Info window appears.

Physical Layer Info @@

DSL Port: |1 ﬂ

[tems Co RT
SMA Margin 1]
Atteruation 0 a
Status noPeerttuPresent roDefect
Output Power 0 0
Altainable R ate I a
ActualStandard 11413

Bert Errar 0

Tt CeflCt a0

Rt CellCt I

Start Progress 128

Idle Bert Error 0

Idel Bert Cells 0

Bert Sync bertoutafzync

Select Information ' alid naotconnected

Select Loop Lenath ]

Select Loop End unknown

Select Loop Gauge unknownamg

Field

Definition

SNR margin

Noise margin value. (dB)

Attenuation

Difference in the total power transmitted and the total power received by the peer
atu. (db)

Status

Current status of the ATU line.

output power

Total output power transmitted by atu. (dBm)

attainable rate

The maximum currently attainable data rate by the atu. (kbps)

Actual standard used for connection, based on the outcome of the negotiation

ActualStandard with the Remote Unit.

Bert Error Provides the number of bit errors detected during BERT.
TxAtm CellCt Provides Tx ATM cell counter.

RxAtm CellCt Provides Rx ATM cell counter.

Start Progress

Defines the current detailed start up state of Xcvr.

0x0 — startup not in progress; 0x0 — OXOFFF Handshake/Training/ Profile
Management/ Fast Retrain in progress; 0x8000 — Ox8FFF DSP firmware Down-
Load in progress; 0xFO00 — OxFFFF illegal Parameter

Idle Bert Error

Number of bit errors.

Idle Bert Cells

Number of idle cells.
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Bert Sync Indicates whether the Signal is in Sync or not.

Select Information Valid |Indicates the information validity for the SELT operation conducted on the Xcvr.
Indicates the LOOP Length in Feet once when the SELT information is valid on
the Xcvr.

Indicates whether the loop is short or open once when the SELT information is
valid on the Xcuvr.

Indicates the LOOP wire gauge information once, when the SELT information is
valid on the Xcvr.

Select Loop Length

Select Loop End

Select Loop Gauge

Select the port ID from the DSL Port drop-down list to view a specified DSL'’s physical Layer
Info. Click on __%=_| to close the window.

3.9.2 Channel Layer Info
Allow users to view the Channel layer information of a specified DSL port from the IP

DSLAM. Double Click on “Channel Layer Info” from the Function List Window. The
Channel Layer Info window appears.

Channel Layer Info g@

DSL Port |EY -
Items Co RT
Interleave Delay a
Previous T4 Rate 10E56000 1088000
Current Tx Rate 10784000 1088000
CRC Elock Length i} i
Curent &tm Status nioatrmdefect noatmdefect
Gz Symbolz i} 4
Gz Depth B4 2
G5 Redundant [ 16

Cloze

Field Definition

Interleave delay Interleave delay for this channel. (milli-seconds)

Previous TX rate Previous actual transmit rate on this channel if ADSL loop retain. (kbps)
Current TX rate Actual transmit rate on this channel. (kbps)

CRC block length The length of the channel data-block on which the CRC operates.

Current Atm Status |Indicates the current ATM Status.
Indicates the number of DMT symbols per Reed-Solomon code word (S),
in the downstream direction.

Rs Depth Indicates interleaving depth (D), in the downstream direction.

Indicates the number of redundant bytes (R), per Reed-Solomon code in
the downstream direction

Rs Symbols

Rs Redundency

Select the port ID from the DSL Port drop-down list view a specified DSL’s channel Layer
Info. Click on __%=_| to close the window.
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4. Application Note

4.1 Basic Configuration

The IP DSLAM provides multiple services to users according to the demand of application
scenarios. To reduce time consuming in deployment, this document provides simple and
easy configuration procedure according different applications.

4.1.1 Create a new user

Users can create a root user whose user name and password are “admin” as follow.

$create user name admin passwd admin root

Entry Created

Privilege UserName

admin admin
Verbose Mode Off

Entry Created

$

4.1.2 FD.cfg Configuration

Fd.cfg is a useful tool that contains a set of default configuration commands for IP DSLAM.
Using FD.cfg, you can do as follow.

Restore the default configuration
Modify FD.cfg

Upload FD.cfg

Create new services
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4.1.2.1 Contents of FD.cfg

Use WordPad or Word to open FD.cfg. (See the following figure)

o

File Edit “iew Insert Format Help
D/=(E] SR al 4Ble] o] B
verbose off ﬂ

create user nawe admin passwd admin root

create dsl system

create ethernet intf ifnsme eth-0 ip 192.165.100.111 mas|k 255.255.255.
create bridge port intf portid 385 ifname eth-0 status enable
wodify bridge mode enable

create ati port ifnawme atm-0 lowif dsl-0

create ati vo intf ifname aalS-0 lowif atm-0 vpi § woi 81

create eoda intf ifnawme eos-0 lowif aal5-0

create bridge port intf ifname eos-0 portid 1 learning enable status

create atm port ifname atm-1 lowif dsl-1

create atm vc intf ifname aalS5-1 lowif atm-1 vpi 8 wvoci 81 =
< - B I _>|J
For Help, press F1 CAP A

The default configuration in FD.cfg summarized as follows.

Default IP: 192.168.100.111

SNTP: disable

RFC-1483 Bridge mode only

One PVC (8/81) for each ADSL port

Bridge port numbering 1 to 48 mapping to PVC 8/81 for ADSL portl to port 48/24
VLAN feature Disable

EthO enable (for uplink), its bridge port number is 385

Ethl disable (for downlink)

MGMT interface disable

Note:
To view the detailed contents, please refer to the Appendix A.
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4.1.2.2 Download procedure

This section describes how to upload FD.cfg to IP DSLAM by tftp server. The
configuration procedure is shown as follows.

Step 1:

Prepare FD.cfg and tftp server. (Including file_id.diz, tftpd32.exe; TFTPD32.HLP
and uninst.exe)

Step 2:
Put the “FD.cfg” and “tftpd32” at the same folder on your PC.

Step 3:
Activate tftpd32 and then tftp32 window appears.

. Titpd32 by Ph. Jounin E@E]

Current Directary |D:\tftp Browse
Server interface |182.188.1DD.55 L] Show Dir
Thp Sermver I Thtp Client  DHCF server l Suzlog server I
IP pool starting address (192 16810050
Size of pool 2 5
Bt File [fd cfd a
WINS/DNS Server 0.0.0.0 k4
Default router 0.0.00 5
tazk 255,265, 255.0
Domain Name |
About | Settings Help
Step 4.
Click on —2#= | o set the current directory where FD.cfg located.
Titpd 32 by Ph. Jomdn =10 =|
Curtent Ditectoty [D:iitp Biowiza ||
Serves inteiface [132 16610055 > showDi |

Step 5:
Click Sever interface drop-down list to select the DHCP Server's IP.
Titpd 32 by Fh, Joussn 5 [=] .
Cuntent Divectoty [D:Mip Biowna I
[Fevemeace Jiso 16 10055 ]| _Stompi |

Tiin Gervnr | Tén Chent  DHCP 2erve | Susinn seaver |
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Step 6:
Assign an IP pool starting address.

Ttp Server ] Titp Client  DHCF server | Suslog server ]

IIF' pool starting address (152 162,100,580

aize of pool [2 e
Step 7:
Rename the boot file as FD.cfg.
Size of pool 2
- 5
Fu:u:ut File: |fd.cfg I a
WIMNSDMNS Server (0oon Y
D efault rauter [0.0.0.0 Z
Step 8:
Input the mask
o I LIS D BT Il:l noo a
Lol poste [oon L
| Mk [255 255 2650 '
I
Additional Option o [ |
Step 9:
Save the configuration.
IF poal starting address 192 165.100.50
Size of pool 2 c
Boat File Ifd. cfg =
WINS/DMS Server 0000 W
Crefault rauter nono E
b azk | 255,255, 255.0
Domain M ame |

Step 10:
If needed, click the settings button to re-configure your setting.

[ oo ] [_sowe ] teo |

Step 11:
Activate Telnet and login IP DSLAM.
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Step 12:
Input ‘list’ to show the path and s/w information

$list
Name Ver Time Size

Acc State

/nvram/bin/bootptftp/

TftpBootp.bin 1 Wed Jun 30 14:12:36 2004 111064 RO active
/nvram/bin/control/

CP.bin.gz 1 Wed Jun 30 14:12:36 2004 1280744 RW active
/nvram/bin/dataplane/

DP.bin.gz 1 Wed Jun 30 14:12:36 2004 231572 RW active
/nvram/bin/decompressor/

Decompressor.bin 1 Wed Jun 30 14:12:36 2004 81928 RO active
/nvram/bin/dslphy/

gsv_dsl_AD_DM_3C00000C.bin.gz 1 Wed Jun 30 14:12:36 2004 155220 RW active
Invram/cfg/factorydef/
FD.cfg 1 Wed Jun 30 14:12:36 2004 19136 RW active

$

Step 13:
Input ‘remove fname /nvram/cfg/factorydef/FD.cfg version 1’ to remove the
obsolete FD.cfqg file.

$remove fname /nvram/cfg/factorydef/FD.cfg version 1

FLASH program starts at ADDR 20008
File Removed

$

Step 14:
Input ‘download src FD.cfg dest /nvram/cfg/factorydef/FD.cfg ip 192.168.100.66’ to
download config file “fd.cfg” from Server PC to IP DSLAM.

Note:
The file name to download could be different from FD.cfg but do not change the path.
dest /nvram/cfg/factorydef/FD.cfg is the path of firmware file located on IP DSLAM.
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$download src FD.cfg dest /nvram/cfg/factorydef/FD.cfg ip 192.168.100.66

Downloading the File...
Block 1 erase in progress

........ Flash block 1 erase successful...

FLASH program starts at ADDR 20000

SRR R

Step 15:
Input ‘upgrade fname /nvram/cfg/factorydef/FD.cfg’ to upgrade and activate the
access state.

$upgrade fname /nvram/cfg/factorydef/FD.cfg version 2
FLASH program starts at ADDR 2000c

$

Step 16:
Input ‘commit’ to store your new configuration before rebooting.

$commit

Step 17:
Input ‘reboot config default’ to let your new configuration take effect.

$reboot config default

IP DSLAM
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4.1.3 How to create myconfig.cfg

myconfig.cfg is a txt file that ensures all commands be executed at once.

4.1.3.3 shows the format of myconfig.cfg.

If there are many configurations you would like to execute then you can write all
commands into myconfig.cfg and then execute it at once.

Be note to save ($commit) to IP DSLAM if this would be executed after rebooting.
Required of equipment: TFTP Server (Tftpd32).

4.1.3.1 TFTP Server Configuration

Step |Image Usage
. 1. Click “Browse” bottom to indicate current
1 132 By P o T mj - >
T 22 by Eh. S =B directory of firmware.
Cuneni Dhstlug@-‘jmp A Baoweia
@ 2. Click down-arrow bottom to indicate IP of
Setves nlerlace 752 168.100.55 > _showDv | DHCP Server.
Titp Sever | Thp Clent  DHCF serves | Sysog sever | ) )
1P podl stiing sddesi s 3. Assign starting address for IP pool.
Size of peal E|
Boct Fil — . 4. Input subnet mask
WMSANG Server [T a .
Dkl iradia = i 5. Save input parameters.
ermnomn — \ °
:ﬁk. A 6. Press “Setting” bottom to configure more
: ; details
Additional O o & .
pron 0 FE— (option)
sl
2 7. After assigned this parameter and reboot
=l Tftpd32 that “Current Directory” at previous
aps boay . .
[oare = step will follow it.
— Global Senings I— Syslog seever
~ TFTP S = log S
P IETP Gt I CHEP B | | L. > = Sftlog iisssnge:
™ SHTP seoven I Fle |
- 'Ef_'l’P‘Sec.—tu-— — TFTP carfgueation ————————————————
Sucye: Timaout feacords)
i it::j“ M an Retramamd -::
 Road Onk - T b pork =]
Advanced TETF Options
= Option negotiation I Hide Window al starbup
I FPE Compatibility I Creats "di.bd'" files
 Shoe Pragress bar ™ Beep for long tranfer
™ Transiate Uni file names [19z1E8 7m0 55 =]
= Use Thad32 only on this mtesiace
™ Use anticipation windows af Hytes
I &Bow ™' s virhual rock
Help | Cancel |
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4.1.3.2 myconfig.cfg Configuration

Step

Image

Usage

1

Enable TFTP server (tftpd32)

1. Enable TFTP Server
and direct the

myconfig.cfg path for it.

$list
Name
Acc State

Ver Time Size

/nvram/bin/bootptftp/
TftpBootp.bin 1
RO active

/nvram/bin/control/

CP.bin.gz 1
RW active
/nvram/bin/dataplane/

DP.bin.gz 1
RW active
/nvram/bin/decompressor/
Decompressor.bin 1
RO active

/nvram/bin/dslphy/
gsv_dsl_AD_DM_3C00000C.bin.gz1

Fri Oct 08 09:46:22 2004 111064

Fri Oct 08 09:46:22 2004 1293028

Fri Oct 08 09:46:22 2004 231572

Fri Oct 08 09:46:22 2004 81928

Fri Oct 08 09:46:22 2004 155220

2. List the table and verify
that myconfig.cfg had not

created.

RW active
/nvram/cfg/factorydef/
FD.cfg 1 Fri Oct 08 09:46:22 2004 18973
RW active
3 $download src myconfig.cfg dest /nvram/user/myconfig.cfg ip 3. Download mvconfia.cfa to
192.168.100.188 yeontig-clg
Downloading the File... NVRAM.
Block 30 erase in progress 4.192.168.100.188 is the
........ Flash block 30 erase successful... PC of TETP Server..
FLASH program starts at ADDR 3c0000
T
FLASH program starts at ADDR 3c0000
Download session Completed,Bytes received 18180...
$
4 $apply fname /nvram/user/myconfig.cfg 5. Apply to execute the
$create atm vc intf ifname aal5-71 lowif atm-23 vpi 8 vci 82 commands step by step.
Entry Created
$create eoa intf ifname eoa-71 lowif aal5-71
$create atm vc intf ifname aal5-145 lowif atm-47 vpi 8 vci 83
Entry Created
$create eoa intf ifname eoa-145 lowif aal5-145
Entry Created
$create bridge port intf ifname eoa-145 portid 146 learning enable status
enable
Entry Created
$
5 $commit 6. If this myconfig.cfg will be
running after
7. It will be disappear after
“reboot config default”.
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4.1.3.3 Format of myconfig.cfg

verbose off

create atm vc intf ifname aal5-48 lowif atm-0 vpi 8 vci 82
create eoa intf ifname eoa-48 lowif aal5-48

create bridge port intf ifname eoa-48 portid 49 learning enable status enable

create atm vc intf ifname aal5-49 lowif atm-1 vpi 8 vci 82
create eoa intf ifname eoa-49 lowif aal5-49

create bridge port intf ifname eoa-49 portid 50 learning enable status enable

create atm vc intf ifname aal5-94 lowif atm-46 vpi 8 vci 82
create eoa intf ifname eoa-94 lowif aal5-94

create bridge port intf ifname eoa-94 portid 95 learning enable status enable

create atm vc intf ifname aal5-95 lowif atm-47 vpi 8 vci 82
create eoa intf ifname eoa-95 lowif aal5-95

create bridge port intf ifname eoa-95 portid 96 learning enable status enable

create atm vc intf ifname aal5-96 lowif atm-0 vpi 8 vci 83
create eoa intf ifname eoa-96 lowif aal5-96

create bridge port intf ifname eoa-96 portid 97 learning enable status enable

create atm vc intf ifname aal5-97 lowif atm-1 vpi 8 vci 83
create eoa intf ifname eoa-97 lowif aal5-97

create bridge port intf ifname eoa-97 portid 98 learning enable status enable

create atm vc intf ifname aal5-145 lowif atm-47 vpi 8 vci 83
create eoa intf ifname eoa-145 lowif aal5-145

create bridge port intf ifname eoa-145 portid 146 learning enable status enable

80
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4.1.4 Line Rate Configuration

This section describes how to configure the transmission rate manually via CLI. Before
configuration, see follows.

1. Input the line rate by using hexadecimal values. Following tables shows the
hexadecimal values that are frequently used.

Hexadecimal | 0x1f38300 | Ox177000 | 0x109a00 0x7d000 0x1f400 0Oxfa00 0x7d00

Decimal 32M 1.5M 1M 512K 128K 64K 32K

2. Be noted that GsStandard, GsTxPowerAtten and GsAnnexType must be modified
at the same time.

3. Frequently used commands are listed below for your reference:

® aturintimaxtxrate Ox7d000 atucgsannextype adsl2 atucgsstandard adsl2plus
atucgstxpoweratten 0 atucmaxintidelay 1

® atucfastmintxrate Oxfa00 aturfastmintxrate 0x7d00 atucgsannextype annexa
atucgsstandard glite atucgstxpoweratten 0 type fastonly atucrateadaptation fixed

RATE type Standard Annex type

ATUC | Fixed/ Adaptive Interleaved / fast Adsl2+ / G.dmt/ AdsI2 / annex A
only Glite / T1.413

ATUR | Fixed/ Adaptive Interleaved / fast Adsl2+ / G.dmt/ Adsl2 / annex A
only Glite / T1.413

IP DSLAM
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4.1.4.1 Configuration

Step 1:

Disable the DSL port that you want to re-configure its transmission rate.

$modify adsl line intf ifname dsl-0 disable

IfName : dsl-0

Line Type :interleavedOnly Coding Type cdmt

GsUtopia L2TxAddr :0 GsUtopia L2RxAddr : 0

Gs Clock Type : oscillator Gs Action : startup

Admin Status :Up Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped q9921PotsOverlapped q9921IsdnNonOverlapped

g9921isdnOverlapped q9922potsOverlapped q9923Readsl|2PotsNonQOverlapped
9925AdsI2PlusPotsNonOverlapped q9925AdsI2PlusPotsOverlapped q9923AdsI2P
otsNonOverlapped

Trans Atuc Actual -

Trans Atuc Config : q9921PotsNonOverlapped q9925AdsI2PlusPotsNonOverlapped
9923Adsl|2PotsNonOverlapped

GsDmtTrellis : trellisOn

Trans Atur Cap :ansit1413 q9921PotsOverlapped
9923Readsl2PotsNonOverlapped q9925AdsI2PlusPotsNonOverlappedq9925Adsi2PlusPotsOverlapped
9923Adsl|2PotsNonOverlapped

PM Conf PMSF i -

Line DELT Conf LDSF : inhibit

Set Done

IfName : dsl-0

Line Type :interleavedOnly Coding Type s dmt

GsUtopia L2TxAddr :0 GsUtopia L2RxAddr : 0

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Down Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped q9921PotsOverlapped q9921IsdnNonOverlapped

g9921isdnOverlapped q9922potsOverlapped q9923Readsl|2PotsNonQOverlapped
9925AdsI2PlusPotsNonOverlapped q9925AdsI2PlusPotsOverlapped q9923AdsI2P
otsNonOverlapped

Trans Atuc Actual -

Trans Atuc Config : q9921PotsNonOverlapped q9925AdsI2PlusPotsNonOverlapped
9923Adsl|2PotsNonOverlapped

GsDmtTrellis : trellisOn

Trans Atur Cap D -
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PM Conf PMSF -
Line DELT Conf LDSF : inhibit
$

Thu Jan 01 00:01:49 1970 : STATUS ALARM : ADSL ATUC Up : Interface - dsl-1

Step 2:

Set the line rate you need.

$modify adsl line profile ifname dsl-0 atucintimaxtxrate 0x177000 aturintlmaxtxrate 0x7d000 atucgsannextype

annexa atucgsstandard glite atucgstxpoweratten 0 atucmaxintldelay 1

IfName . dsl-0

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10) : 60 Max Snr Margin(dB/10) 1310
GsRsIntCorrectionUp 1 125us Dnshift SnrMargin(dB/10) : 0

Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) 10

Min Dnshift Time(sec) 10 Fast Min Tx Rate(bps) 1 0x7d00

Intl Min Tx Rate(bps) 1 0x7d00 Fast Max Tx Rate(bps) 1 0x1f38300

Intl Max Tx Rate(bps) 1 0x1f38300 Max Intl Delay(ms) 163
GsTxStartBin : Ox6 GsTxEndBin : Ox 1ff
GsRxStartBin 1 Ox6 GsRxEndBin : Ox1f
GsMaxBitsPerBin 115 GsMaxDCo : 256
GsRxBinAdjust : Disable GsEraseProfiles : Disable
GsAdi2x : standard GsStandard : adsl2PlusAuto
Gslnitiate :- GsTxPowerAtten 10
GsCodingGain : Auto GsRsFastOvrhdDown : Disable
GsRsIntCorrectionDown : 1Ms GsRsFastOvrhdUp : Disable
GsDrStby : Disable GsExpandedExchange : Expanded
GsEscapeFastRetrain : Disable GsFastRetrain : Disable
GsBitSwap : Enable GsNtr : LocalOcs
GsAnnexType :adsl2 GsAlctlUsVer : Unknown
GsUseCustomBin : Disable GsFullRetrain : Enable
GsPsdMaskType : AdsI2NonovipFlatDmtConfMode : ecMode
GsExtRsMemory : notpresent ParamHybridLossTestStart : 0x2
GsParamHybridLossTestEnd : 0x40 GsDmtTrellis :on

GsAdvertisedCapabilities : AnnexA
GsITriggerMode : Disable

Type : interleavedOnly
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GsDnBinUsage

: OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

ParametricTestinputFile : -

Data Boost : Enable
Conf PM Mode

Conf PMLO Time(sec) 1180
Conf PML2 Time(sec) 1 60

Conf PML2 Min Rate(bps) : 0xfa000
MSG Min Ds : 4000
FrontEnd H/W Design . EI1508
H/W Pwr Reduction : Disable
GsUsBitSwap : Enable
PML2 Entry Thresh Rate : 0x3e800

PML2 Entry Rate Min Time : 1800

ADSL ATUR Configuration :

Target Snr Margin(dB/10) : 60

Upshift SnrMargin(dB/10) : 90

Min Dnshift Time(sec) 130

Intl Min Tx Rate(bps) 1 0x7d00
Intl Max Tx Rate(bps) 1 0x109a00
MSG Min Us : 4000

Maximum Snr Margin(dB/10) : 310

Upstream PSD

Conf PML2 ATPR (dB/10)

Minimum Snr Margin(dB/10) : 0

Minimum INP

PML2 Exit Thresh Rate

Dnshift SnrMargin(dB/10)
Min Upshift Time(sec)
Fast Min Tx Rate(bps)
Fast Max Tx Rate(bps)

Max Intl Delay(ms)

Minimum Snr Margin(dB/10) : 310

. Standard

: 30

. InpAuto

1 0x7d000

130

130

: 0x7d00

1 0x109a00

116

Set Done

IfName 1 dsl-0

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10) : 60
GsRsIntCorrectionUp 1 125us

Upshift SnrMargin(dB/10) : 120

Min Dnshift Time(sec) 10

Intl Min Tx Rate(bps) 1 0x7d00
Intl Max Tx Rate(bps) 1 0x177000
GsTxStartBin : Ox6
GsRxStartBin 1 Ox6
GsMaxBitsPerBin 115
GsRxBinAdjust : Disable

Max Snr Margin(dB/10)

Dnshift SnrMargin(dB/10) : 0

Min Upshift Time(sec)
Fast Min Tx Rate(bps)
Fast Max Tx Rate(bps)
Max Intl Delay(ms)
GsTxEndBin
GsRxEndBin
GsMaxDCo

GsEraseProfiles

: 310

10

: 0x7d00

: 0x1f38300

01

. Ox1ff

: Ox1f

. 256

: Disable

84

IDL series User Guide

Download from Www.Somanuals.com. All Manuals Search And Download.



GsAdi2x

Gslnitiate
GsCodingGain
GsRsiIntCorrectionDown
GsDrStby
GsEscapeFastRetrain
GsBitSwap
GsAnnexType
GsUseCustomBin
GsPsdMaskType

GsExtRsMemory

GsAdvertisedCapabilities
GslTriggerMode
Type

GsDnBinUsage

GsParamHybridLossTestEnd

. standard

: Auto

: 1Ms

: Disable

: Disable

. Enable

: AnnexA

: Disable

GsStandard
GsTxPowerAtten
GsRsFastOvrhdDown
GsRsFastOvrhdUp

GsExpandedExchange
GsFastRetrain

GsNtr

GsAlctlUsVer

GsFullRetrain

: AdsI2NonovipFlatDmtConfMode

> notpresent

: 0x40

: AnnexA

: Disable

. gLite
10
: Disable
: Disable
: Expanded
: Disable
: LocalOcs
: Unknown
: Enable

. ecMode

ParamHybridLossTestStart : 0x2

GsDmtTrellis

: interleavedOnly

-on

: OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

ParametricTestInputFile
Data Boost

Conf PM Mode

Conf PMLO Time(sec)
Conf PML2 Time(sec)
Conf PML2 Min Rate(bps)
MSG Min Ds

FrontEnd H/W Design
H/W Pwr Reduction
GsUsBitSwap

PML2 Entry Thresh Rate

PML2 Entry Rate Min Time

Target Snr Margin(dB/10)
Upshift SnrMargin(dB/10)
Min Dnshift Time(sec)
Intl Min Tx Rate(bps)

Intl Max Tx Rate(bps)

MSG Min Us

ADSL ATUR Configuration :

: Enable

1180

1 60

. 0xfa000

: 4000

: EI1508

: Disable

: Enable

: 0x3e800

: 1800

1 60

190

130

: 0x7d00

1 0x7d000

: 4000

Maximum Snr Margin(dB/10) : 310

Upstream PSD

Conf PML2 ATPR (dB/10)

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

. Standard

: 30

Minimum Snr Margin(dB/10) : 0

Minimum INP

PML2 Exit Thresh Rate

Dnshift SnrMargin(dB/10)
Min Upshift Time(sec)
Fast Min Tx Rate(bps)
Fast Max Tx Rate(bps)

Max Intl Delay(ms)

: InpAuto

1 0x7d000

130

130

: 0x7d00

1 0x109a00

116

Minimum Snr Margin(dB/10) : 310
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Step 3:

Enable the port

$modify adsl line intf ifname dsl-0 enable

IfName : dsl-0

Line Type : interleavedOnly Coding Type s dmt

GsUtopia L2TxAddr :0 GsUtopia L2RxAddr : 0

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Down Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped q9921PotsOverlapped q9921lsdnNonOverlapped

g9921isdnOverlapped q9922potsOverlapped q9923Readsl|2PotsNonOverlapped
09925AdsI2PlusPotsNonOverlapped q9925AdsI2PlusPotsOverlapped q9923AdsI2P
otsNonOverlapped

Trans Atuc Actual  : -

Trans Atuc Config : gq9921PotsNonOverlapped q9925AdsI2PlusPotsOverlapped
GsDmtTrellis s trellisOn

Trans Atur Cap D-

PM Conf PMSF D -

Line DELT Conf LDSF : inhibit

Set Done

IfName : dsl-0

Line Type : interleavedOnly Coding Type s dmt

GsUtopia L2TxAddr :0 GsUtopia L2RxAddr : 0

Gs Clock Type : oscillator Gs Action : startup

Admin Status :Up Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped q9921PotsOverlapped q9921lsdnNonOverlapped

g9921isdnOverlapped q9922potsOverlapped q9923Readsl|2PotsNonOverlapped
09925AdsI2PlusPotsNonOverlapped q9925AdsI2PlusPotsOverlapped q9923Ads|2P
otsNonOverlapped

Trans Atuc Actual  : -

Trans Atuc Config : g9921PotsNonOverlapped q9925AdsI2PlusPotsOverlapped
GsDmtTrellis s trellisOff

Trans Atur Cap D-

PM Conf PMSF D -

Line DELT Conf LDSF : inhibit
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4.1.5 Set System Time

IDL series support SNTP (Simple Network Time Protocol), used to synchronize its clocks in
the Internet. IP DSLAM will get the system time via SNTP server while a SNTP sever is
created.

4.1.5.1 Configuration

Follow the steps below to set the SNTP server.

Note:
System time will lost while the system is powered off.

Step 1:
Set the IP DSLAM as the SNTP client

$create sntp?

Command Description

servaddr SNTP Server address

$create sntp servaddr 192.168.100.253

Entry Created

Server Addr : 192.168.100.253 Status : active

Step 2:
Enable SNTP client

$modify sntp cfg enable

Status : Disable

Set Done

Status : Enable

$
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Step 3:
Confirm the status of SNTP client

$get sntp stats

Requests count 01 Response count 11
Invalid Response count : 0 Lost Response count : 0

Last Time Stamp [MM/DD/YYYY::HH:MM:SS] : Thu Apr 29 10:24:36 2004

Option 2: Set up the system time manually.

Step 1:
View the system information

$get system info

Description

Name

Location

Contact

Vendor

LogThreshold 10

Object-id 0 1.3.6.1.4.1.3278.1.12

Up Time(HH:MM:SS) : 0:4:46

HwVersion : ADSL-1.0
CPLDVersion 114
CPSwVersion : COL2.6.1.0.040412

CPSw\Version(Build) : 1.00.040407-ADSL

DPSwVersion : DP_B02_06_22_05

System Time : Thu Jan 01 00:04:46 1970

Time Zone : GMT

DST : off

Services : physical datalink internet end-to-end end-to-end end-to-end applications
$
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Step 2:
Get SNTP parameter definitions

$modify system info?

Parameter Description

[ contact "<name>" ] Identification of the contact person

[ name "<name>" ] Name of the system

[ location "<name>" ] The physical location of this node

[ vendor "<name>" ] Vendor-specific information

[ logthresh <decvalue> ] The severity level of trap

[ systime "<sys-time>" ] SysTime in format mon dd hh:mm:ss year
[ dst <on | off>] Daylight Saving Time

[ timezone "<timezone>" ] Time Zone

Valid System Time Zone : IDLW|NT|HST|CAT|AHST|YST|PST|MST|CST|EST|ASTINFST|
NFT|BRST|AT|WAT|GMT|UTC|WET|CET|FWT|MET|MEWT|SWT]|
EET|IST|BT|IT|ZP4|ZP5|INST|ZP6|NST|WAST|SSMT|JT|

CCT|ROK|KST|JST|CAST|EAST|GST|IDLE|NZSTINZT

Step 3:
Set up system time and time zone

$modify system info systime " May 10 10:17:00 2004" timezone "CCT"

Description

Name

Location

Contact

Vendor

LogThreshold :0

Object-id :1.3.6.1.4.1.3278.1.12

Up Time(HH:MM:SS) : 0:13:18

HwVersion : ADSL-1.0
CPLDVersion 114
CPSwVersion : COL2.6.1.0.040412

CPSw\Version(Build): 1.00.040407-ADSL

DPSwVersion : DP_B02_06_22_05

System Time : Mon May 10 10:17:23 2004

Time Zone : GMT

DST : off

Services : physical datalink internet end-to-end end-to-end end-to-end applications
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Set Done

Description

Name

Location

Contact

Vendor

LogThreshold 10

Object-id :1.3.6.1.4.1.3278.1.12

Up Time(HH:MM:SS) : 0:13:18

HwVersion . ADSL-1.0
CPLDVersion 1 1.4
CPSwVersion : COL2.6.1.0.040412

CPSwVersion(Build) :1.00.040407-ADSL

DPSwVersion : DP_B02_06_22 05
System Time : Mon May 10 10:17:00 2004
Time Zone :CCT

DST . off

Services : physical datalink internet end-to-end end-to-end end-to-end applications
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4.1.6 VLAN Configuration

IP series support port-based VLAN, and Group VLAN. This section describes how to create

two VLAN groups (VLAN ID = 2, and 3). ADSL ports 1 & 2 (PVC 8/81) will join in VLAN

group 2, and create new PVC (8/82) for ADSL1, and assign this PVC to VLAN group 3.
Besides, uplink interface ETH-0 will join VLAN group 2 & 3 as trunk interface.

4.1.6.1 Configuration

Step 1:

Create a VLAN group No.2, and assign to Bridge port 1(ADSL port 1 PVC 8/81),

and 385(Eth-0)

$create vlan static vlanname vlan2 vlanid 2 egressports 1 385 untaggedports 1

Entry Created

VLAN Name :vlan2

VLAN Index 12

Egress ports 01 385
Forbidden Egress Ports : None
Untagged Ports 01
Bridging Mode : Residential
Flood support Status : enable
Broadcast support Status : enable

$

Step 2:
Set Bridge port 1(ADSL port 1 PVC 8/81) as PVID 2

$modify gvrp port info portid 1 portvlanid 2 acceptframetypes all ingressfilteri ng true

Port Id 01

Port VLAN Index 01 Accept Frame Types: All

Ingress Filtering : False Gvrp Status : Disable

Failed Registrations 10 Last Pdu Origin : 00:00:00:00:00:00
Restricted Vlan Registration : False

Set Done

Port Id 01

Port VLAN Index 12 Accept Frame Types: All

IP DSLAM
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Ingress Filtering : True Gvrp Status : Disable

Failed Registrations 10 Last Pdu Origin  : 00:00:00:00:00:00
Restricted Vlan Registration : False

$

Step 3:

Show current VLAN status

$get vlan curr info

VLAN Index 01
VLAN Status : Other
Egress ports 01 2 3 4 5 6 7 8 9 10

14 15 16 17 18 19 20 21 22 23 24 25 26

31 32 33 34 35 36 37 38 39 40 41 42 43

4

7 48 385

Untagged Ports 01 2 3 4 5 6 7 8 9 10

14 15 16 17 18 19 20 21 22 23 24 25 26

31 32 33 34 35 36 37 38 39 40 41 42 43

4
7 48 385
Bridging Mode : Residential
Flood support Status : enable

Broadcast support Status : enable

VLAN Index 12

VLAN Status : permanent
Egress ports 01 385
Untagged Ports 01
Bridging Mode : Residential
Flood support Status : enable

Broadcast support Status : enable

VLAN Index 13

VLAN Status : permanent
Egress ports 12 385
Untagged Ports 12
Bridging Mode : Residential
Flood support Status : enable

Broadcast support Status : enable

11 12 13

27 28 29 30

44 45 46

11 12 13

27 28 29 30

44 45 46
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Step 4:
Create new PVC (8/82) in ADSL port 1
® Create atm vc and aal5 interface

$create atm vc intf ifname aal5-48 lowif atm-0 vpi 8 vci 82

Entry Created

VC IfName : aal5-48 Low IfName :atm-0

VPI 18 VCI 1 82

Admin Status : Up Oper Status :Up

Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AALS AALS Encap : LLC Mux
Channel . Interleaved Last Change (sec) 10
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point

® Create eoa interface

$create eoa intf ifname eoa-48 lowif aal5-48

Entry Created

IfName : eoa-48 LowlfName : aal5-48
FCS : False

Pkt Type T ALL

Oper Status :Up Admin Status : Up
Step 5:

Create a new bridge port 49, and maps to new created PVC 8/82 in ADSL port 1.

$create bridge port intf ifname eoa-48 portid 49 learning enable status enable

Entry Created

Port Id 149 IfName : eoa-48

Max Unicast Addresses : 16 Learning Status : Enable
Port Oper Status : Enable Port Admin Status: Enable
Sticky Status : Disable FDB Modify : Enable

Acl Global Deny Apply : Enable

Acl Global Track Apply: Enable
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Step 6:

Create a new VLAN group No.3, and assign to Bridge port 49(ADSL port 1 PVC

8/82), and 385(Eth-0)

$create vlan static vlanname vlan3 vlanid 3 egressports 49 385 untaggedports 49

Entry Created

VLAN Name :vlan3

VLAN Index 13

Egress ports 149 385
Forbidden Egress Ports : None
Untagged Ports 149
Bridging Mode : Residential
Flood support Status : enable
Broadcast support Status : enable
Step 7:

Set Bridge port 49(ADSL port 1 PVC 8/82) as PVID 3

$modify gvrp port info portid 49 portvlanid 3 acceptframetypes all ingressfiltering true

Port Id 149
Port VLAN Index 01
Ingress Filtering : False
Failed Registrations :0

Restricted Vlan Registration: False

Set Done

Port Id 149

Port VLAN Index 03

Ingress Filtering : True
Failed Registrations :0

Restricted Vlan Registration: False

Accept Frame Types: All
Gvrp Status : Disable

Last Pdu Origin  : 00:00:00:00:00:00

Accept Frame Types: All
Gvrp Status : Disable

Last Pdu Origin  : 00:00:00:00:00:00
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Step 8:
Modify the VLAN group 2, and add Bridge port 2 (ADSL port 2 PVC 8/81)

$modify vlan static vlanname vlan2 egressports 1 2 385 untaggedports 1 2

VLAN Name :vlan2
VLAN Index 12

Egress ports 01 385
Forbidden Egress Ports : None
Untagged Ports 01
Bridging Mode : Residential
Flood support Status . enable
Broadcast support Status : enable
Set Done

VLAN Name :vlan2
VLAN Index 12

Egress ports

01 2 385

Forbidden Egress Ports : None
Untagged Ports 1 2
Bridging Mode : Residential
Flood support Status : enable
Broadcast support Status : enable

Step 9:

Add port3 to vlan2 use vlanid index

$modify vlan static vlanid 2 egressports 1 2 3 385 untaggedports 12 3

VLAN Name
VLAN Index

Egress ports

s vlan2

Forbidden Egress Ports : None
Untagged Ports 1 2
Bridging Mode : Residential
Flood support Status : enable
Broadcast support Status : enable
Set Done

VLAN Name s vlan2
VLAN Index 12
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Egress ports
Forbidden Egress Ports
Untagged Ports
Bridging Mode

Flood support Status

Broadcast support Status

01 2 3 385

. Residential
. enable

: enable

Step 10:

Modify the VLAN from 8/81 to 0/35
® Set the AALS strat numberis O

$modify atm vc intf ifname aal5-1 disable

VC IfName :aal5-1 Low IfName ratm-1

VPI 18 VCI 181

Admin Status : Up Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size 1 1536

AAL Type : AAL5 AALS Encap : LLC Mux
Channel : Interleaved Last Change (sec) 10
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point
Set Done

VC IfName :aal5-1 Low IfName satm-1

VPI 18 VCI 181

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AAL5 AAL5 Encap : LLC Mux
Channel : Interleaved Last Change (sec) :0
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point
® (SetVPI/VCl is0/35)

$modify atm vc intf ifname aal5-1 vpi 0 vci 35

VC IfName :aal5-1 Low IfName T atm-1
VPI 18 VCI 181

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536
AAL Type T AALS AALS Encap : LLC Mux
Channel : Interleaved Last Change (sec) 10
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MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point
Set Done

VC IfName :aal5-1 Low IfName satm-1

VPI 10 VCI 135

Admin Status : Down Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type : AALS AALS Encap : LLC Mux
Channel . Interleaved Last Change (sec) 10
MgmtMode : Data Row Status : active

VC Type :PVC VC Topology : Point to Point
Step 11:

Set AALS as enable

$modify atm vc intf ifname aal5-1 enable

VC IfName
VPI

Admin Status
Aal5 Tx Size
AAL Type
Channel
MgmtMode

VC Type

Set Done

VC IfName
VPI

Admin Status
Aal5 Tx Size
AAL Type
Channel
MgmtMode

VC Type

:aal5-1

10

: Down

1 1536

:AALS

: Interleaved

: Data

. PVC

:aal5-1

:Up

1 1536

:AALS

: Interleaved

: Data

. PVC

Low IfName
VCI
Oper Status
Aal5 Rx Size

AALS5 Encap

ratm-1

035

: Down

1 1536

: LLC Mux

Last Change (sec) :0

Row Status

VC Topology

Low IfName
VCI
Oper Status
Aal5 Rx Size

AALS5 Encap

: active

: Point to Point

ratm-1

135

. Down

1 1536

: LLC Mux

Last Change (sec) :0

Row Status

VC Topology

: active

: Pointto P
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4.1.7 Modify the Downstream/Upstream Rate

4.1.7.1 Configuration

Step 1:
Set ADSL portl12 disable

$modify adsl line intf disable ifname dsl-11

IfName :dsl-11

Line Type : interleavedOnly Coding Type s dmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Up Oper Status : Up

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped q9921isdnOverlapped

g9922potsOverlapped g9922Ads|2PlusPotsNonOverlappedq9922Ads

I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped

Trans Atuc Actual : q9922Adsl|2PlusPotsNonOverlapped

GsDmtTrellis s trellisOn

Trans Atur Cap : q9922Ads|2PlusPotsNonOverlappedq9922Adsi2PlusPotsOverlappe
d g9922Adsl2PotsNonOverlapped

PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit

Set Done

Thu Jan 01 07:19:36 1970 : MAJOR ALARM : ADSL ATUC Down : Interface - dsl-11

IfName :dsl-11

Line Type : interleavedOnly Coding Type cdmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status : Down Oper Status : Down

Trans Atuc Cap : ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped q9921isdnOverlapped

g9922potsOverlapped 09922Adsl2PlusPotsNonOverlappedq9922Ads

I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual i-

GsDmtTrellis s trellisOn

Trans Atur Cap -

PM Conf PMSF :idleop
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Line DELT Conf LDSF : inhibit

Step 2:
Set ADSL port 12 interleave mode Downstream 512K. The value is hex so you
must conversion to decimal.

$modify adsl line profile atucintimaxtxrate 0x7d000 ifname dsl-11

IfName 1 dsl-11
ADSL ATUC Configuration :
Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10) : 60 Max Snr Margin(dB/10) : 310

GsRslIntCorrectionUp 1 125us Dnshift SnrMargin(dB/10): 0

Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00

Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x1f38300
Intl Max Tx Rate(bps) : 0x1f38300 Max Intl Delay(ms) 10
GsTxStartBin 1 0x20 GsTxEndBin : Ox 1ff
GsRxStartBin : Ox6 GsRxEndBin : Ox1f
GsMaxBitsPerBin 115 GsMaxDCo : 256
GsRxBinAdjust : Disable GsEraseProfiles : Disable
GsAdi2x : standard GsStandard : adsl2Plus
Gslnitiate - GsTxPowerAtten -
GsCodingGain : Auto GsRsFastOvrhdDown 01
GsRslIntCorrectionDown  : 1Ms GsRsFastOvrhdUp 01
GsDrStby : Disable GsExpandedExchange : Expanded
GsEscapeFastRetrain : Disable GsFastRetrain : Disable
GsBitSwap : Enable GsNtr : LocalOcs
GsAnnexType :adsl2 GsAlctlUsVer : Unknown
GsUseCustomBin : Disable GsFullRetrain : Enable
GsPsdMaskType - DmtConfMode : fdmMode
GsExtRsMemory : notpresent ParamHybridLossTestStart  : 0x2
GsParamHybridLossTestEnd : 0x40 GsDmtTrellis :on
GsAdvertisedCapabilities : AnnexA

GsITriggerMode : Disable

Type

GsDnBinUsage

. interleavedOnly

: OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

ParametricTestInputFile
Data Boost

Conf PM Mode

: Enable

Upstream PSD

: pmstatel3enable pmstatel2enable

: Standard
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GsRsIntCorrectionUp

Min Dnshift Time(sec)
Intl Min Tx Rate(bps)
Intl Max Tx Rate(bps)
GsTxStartBin
GsRxStartBin
GsMaxBitsPerBin
GsRxBinAdjust
GsAdi2x

Gslnitiate
GsCodingGain
GsRsintCorrectionDown
GsDrStby
GsEscapeFastRetrain
GsBitSwap
GsAnnexType
GsUseCustomBin
GsPsdMaskType

GsExtRsMemory

1 125us

Upshift SnrMargin(dB/10): 120

10

1 0x7d00

: 0x7d000

1 0x20

. 0x6

115

: Disable

: standard

: Auto

1 1Ms

: Disable

: Disable

. Enable

:adsl2

: Disable

: notpresent

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30
Conf PML2 Rate(bps) 1 0x10000

Conf GSREADSL2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10): 60 Dnshift SnrMargin(dB/10): 0
Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x109a00
Intl Max Tx Rate(bps) 0x109a00 Max Intl Delay(ms) 116

Set Done

IfName 1dsl-11

ADSL ATUC Configuration :

Rate Adaptation . adaptAtStartup

Target Snr Margin(dB/10): 60 Max Snr Margin(dB/10) : 310

Dnshift SnrMargin(dB/10) : 0

Min Upshift Time(sec)
Fast Min Tx Rate(bps)
Fast Max Tx Rate(bps)
Max Intl Delay(ms)
GsTxEndBin
GsRxEndBin
GsMaxDCo
GsEraseProfiles
GsStandard
GsTxPowerAtten
GsRsFastOvrhdDown
GsRsFastOvrhdUp
GsExpandedExchange
GsFastRetrain
GsNtr
GsAlctlUsVer
GsFullRetrain

DmtConfMode

10

1 0x7d00

: 0x1f38300
10
: Ox1ff
: Ox1f
: 256
: Disable

: adsl2Plus

01
01
: Expanded
: Disable
: LocalOcs
: Unknown
: Enable

: fdmMode

ParamHybridLossTestStart  : 0x2
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GsParamHybridLossTestEnd : 0x40 GsDmtTrellis :on

GsAdvertisedCapabilities : AnnexA

GsITriggerMode : Disable
Type . interleavedOnly
GsDnBinUsage : OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

ParametricTestInputFile : -

Data Boost : Enable Upstream PSD : Standard
Conf PM Mode . pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30

Conf PML2 Rate(bps) 1 0x10000

Conf GSREADSL?2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10) : 60 Dnshift SnrMargin(dB/10) : 0
Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) :0x109a00
Intl Max Tx Rate(bps) :0x109a00 Max Intl Delay(ms) 116
Step 3:

Set ADSL port12 interleave mode upstream 512K. The value is hex so you must

conversion to decimal.

$modify adsl line profile aturintimaxtxrate 0x7d000 ifname dsl-11

IfName s dsl-11

ADSL ATUC Configuration :

Rate Adaptation : adaptAtStartup

Target Snr Margin(dB/10) : 60 Max Snr Margin(dB/10) : 310
GsRslIntCorrectionUp 1 125us Dnshift SnrMargin(dB/10) : 0
Upshift SnrMargin(dB/10) : 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x1f38300
Intl Max Tx Rate(bps) : 0x1f38300 Max Intl Delay(ms) :0
GsTxStartBin 1 0x20 GsTxEndBin : Ox 1ff
GsRxStartBin : Ox6 GsRxEndBin : Ox1f
GsMaxBitsPerBin 115 GsMaxDCo : 256
GsRxBinAdjust : Disable GsEraseProfiles : Disable
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GsAdi2x : standard GsStandard : adsl2Plus
Gslnitiate - GsTxPowerAtten -
GsCodingGain : Auto GsRsFastOvrhdDown 01
GsRsIntCorrectionDown  : 1Ms GsRsFastOvrhdUp 01
GsDrStby : Disable GsExpandedExchange : Expanded
GsEscapeFastRetrain : Disable GsFastRetrain : Disable
GsBitSwap : Enable GsNtr : LocalOcs
GsAnnexType :adsl2 GsAlctlUsVer : Unknown
GsUseCustomBin : Disable GsFullRetrain : Enable
GsPsdMaskType - DmtConfMode : fdmMode
GsExtRsMemory : notpresent ParamHybridLossTestStart  : 0x2
GsParamHybridLossTestEnd : 0x40 GsDmtTrellis :on
GsAdvertisedCapabilities : AnnexA

GslTriggerMode : Disable

Type : interleavedOnly

GsDnBinUsage : OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFEFFFF
ParametricTestInputFile : -

Data Boost : Enable Upstream PSD : Standard

Conf PM Mode . pmstatel3enable pmstatel2enable

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180 Conf PML2 ATPR (dB/10) : 30
Conf PML2 Rate(bps) 1 0x10000

Conf GSREADSL2 Enable : disable

ADSL ATUR Configuration :

Target Snr Margin(dB/10): 60 Dnshift SnrMargin(dB/10): 0

Upshift SnrMargin(dB/10): 120 Min Upshift Time(sec) :0

Min Dnshift Time(sec) :0 Fast Min Tx Rate(bps) : 0x7d00
Intl Min Tx Rate(bps) : 0x7d00 Fast Max Tx Rate(bps) : 0x109a00
Intl Max Tx Rate(bps) : 0x109a00 Max Intl Delay(ms) 116
Set Done
IfName 1dsl-11
ADSL ATUC Configuration :
Rate Adaptation : adaptAtStartup
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Target Snr Margin(dB/10): 60
GsRsIntCorrectionUp 1 125us
Upshift SnrMargin(dB/10): 120

Min Dnshift Time(sec) :0

Intl Min Tx Rate(bps) : 0x7d00

Intl Max Tx Rate(bps) : 0x1f38300
GsTxStartBin 1 0x20
GsRxStartBin : Ox6
GsMaxBitsPerBin 115
GsRxBinAdjust : Disable
GsAdi2x : standard
Gslnitiate t-
GsCodingGain : Auto

GsRsIntCorrectionDown  : 1Ms

GsDrStby : Disable
GsEscapeFastRetrain : Disable
GsBitSwap : Enable
GsAnnexType :adsl2
GsUseCustomBin : Disable
GsPsdMaskType D -
GsExtRsMemory : notpresent

GsParamHybridLossTestEnd: 0x40
GsAdvertisedCapabilities: AnnexA

GsITriggerMode : Disable

Max Snr Margin(dB/10)

: 310

Dnshift SnrMargin(dB/10): 0

Min Upshift Time(sec)
Fast Min Tx Rate(bps)
Fast Max Tx Rate(bps)
Max Intl Delay(ms)
GsTxEndBin
GsRxEndBin
GsMaxDCo
GsEraseProfiles
GsStandard
GsTxPowerAtten
GsRsFastOvrhdDown
GsRsFastOvrhdUp
GsExpandedExchange
GsFastRetrain
GsNtr
GsAlctlUsVer
GsFullRetrain

DmtConfMode

: 0x7d00

: 0x1f38300

: Ox1ff
: Ox1f
1 256
: Disable

: adsl2Plus

01
01
: Expanded
: Disable
: LocalOcs
: Unknown
: Enable

. fdmMode

ParamHybridLossTestStart: 0x2

GsDmtTrellis

Type : interleavedOnly

- on

GsDnBinUsage

: OXFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

FFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFFF

ParametricTestInputFile : -
Data Boost : Enable

Conf PM Mode

Conf PMLO Time(sec) 1180

Conf PML2 Time(sec) 1180

Conf PML2 Rate(bps) 1 0x10000
Conf GSREADSL2 Enable : disable

ADSL ATUR Configuration :
Target Snr Margin(dB/10): 60
Upshift SnrMargin(dB/10): 120
Min Dnshift Time(sec) :0

Intl Min Tx Rate(bps) : 0x7d00

Upstream PSD

. pmstatel3enable pmstatel2enable

Conf PML2 ATPR (dB/10)

Dnshift SnrMargin(dB/10): 0

Min Upshift Time(sec)
Fast Min Tx Rate(bps)

Fast Max Tx Rate(bps)

. Standard

. 30

: 0x7d00

1 0x109a00
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Intl Max Tx Rate(bps) : 0x7d000 Max Intl Delay(ms) 116

Step 4.
Set ADSL portl2 enable.

$modify adsl line intf enable ifname dsl-11

IfName :dsl-11

Line Type : interleavedOnly Coding Type cdmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status . Down Oper Status : Down

Trans Atuc Cap :ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped q9921isdnOverlapped

g9922potsOverlapped 09922Adsl2PlusPotsNonOverlappedq9922Ads

I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual : -

GsDmtTrellis :trellisOn

Trans Atur Cap -

PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit

Set Done

IfName :dsl-11

Line Type : interleavedOnly Coding Type cdmt

GsUtopia L2TxAddr: 26 GsUtopia L2RxAddr : 26

Gs Clock Type : oscillator Gs Action : startup

Admin Status :Up Oper Status : Down

Trans Atuc Cap :ansit1413 q9921PotsNonOverlapped
g9921PotsOverlapped q9921IsdnNonOQverlapped q9921isdnOverlapped

g9922potsOverlapped 09922Adsl2PlusPotsNonOverlappedq9922Ads
I2PlusPotsOverlapped q9922Adsl2PotsNonOverlapped
Trans Atuc Actual : -
GsDmtTrellis s trellisOn
Trans Atur Cap -
PM Conf PMSF :idleop

Line DELT Conf LDSF : inhibit
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4.1.8 Enable SNMP Function

4.1.8.1 Configuration

Step 1:
Create SNMP community

$create snmp comm community public rw

Entry Created

Community Access
public RW
Setp 2:

Create SNMP host

$create snmp host ip 192.168.100.55 community public

Entry Created

Host Address Community
192.168.100.55 public

$

Setp 3:

Create SNMP traphost

$create snmp traphost ip 192.168.100.55 community public

Entry Created

Ip Address : 192.168.100.55

Community : public

Port 1162 Version : v2c

IP DSLAM
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5. System Administration with CLI

5.1 About CLI Administration

Command Line Interface (CLI) is the primary user interface to administrate the system. CLI
can be accessed either from the CID port or telnet session. All CLI commands are simple
strings designed for the Administrator to manage your IP DSLAM easily.

5.1.1 Notation Conventions

Keywords in a command that you must enter exactly as shown are presented in bold.
User specified values in a command are presented in regular typeface, i.e., not bold or
italic.

Parameter values enclosed in < > must be specified.

Parameters enclosed in [ ] are optional. All modify parameters are shown as optional in
CLI commands even if there exists only a single parameter.

Parameter values are separated by a vertical bar i|T only when one of the specified
values can be used.

Parameter values are enclosed in { } when you must use one of the values specified.
Parameters are enclosed in [ ] + when you can specify the parameter one or more
times, in the command line.

5.1.2 Command Structure

CLI commands conform to the following structure except for some basic service
com-mands such as ping, traceroute etc.

<Action>:

This is the first keyword of a CLI command. It indicates the type of operation to be
performed. "create" is an example of this keyword. However, if no action is specified it
will mean imodifyi. For example, modify bridge port intf portid portid status enable and
bridge port intf portid portid status enable i mean the same.

<Group>:
This is the second keyword of a CLI command. It indicates the group of a CLI
command. "Bridge" is an example of this keyword.

106

IDL series User Guide
Download from Www.Somanuals.com. All Manuals Search And Download.



<Sub group>:
This is the third keyword of a CLI command. It indicates the sub group of a CLI
command. "Port" is an example of this keyword.

<Sub sub group>:
This is the fourth keyword of a CLI command. It indicates the sub group of a CLI
command. "intf" is an example of this keyword.

<tagl valuel> <tagN valueN>:

These are <tag value> pairs and can vary from O to N. They indicate the parameter
values passed to a CLI command. "ifname aal5-0", "portid 20", are examples of tag
value pairs.

5.1.3 Glossary of Terms and Acronyms

This section contains a brief list of selected acronyms.

Download from Www.Somanuals.com. All Manuals Search And Download.

Abbreviation Description

AALS ATM Adaptation Layer 5

ACL Access Control list

ADSL Asymmetric Digital Subscriber Line

Attribute An element of an MO

ATM Asynchronous Transmission Mode

CLI Command Line Interface

CP Control Plane

DHCP Dynamic Host Configuration Protocol

DP Data Plane

DRA DHCP Relay Agent

DSL Digital Subscriber Line

EOA Ethernet over ATM

GARP Generic Attribute Registration Protocol

GMRP GARP Multicast Registration Protocol

GVRP GARP VLAN Regenration Protocol

IGMP InternetGroup Management Protocol

Index An element of a tabular MO that uniquely identifies an entry

IP Internet protocol

IRL Input Rate Limiting

VL Individual VLAN Learning

IVM Individual VLAN for Multicast

LACP Link Aggregation Control Protocol

LAN Local Area Network

ME - Management Entity | The entity, modified, controlled and monitored through MOs.
A unigue number that identifies an MO. Interpretation of the

MO ID - MO Identifier information passed to GenAg for an MO depends upon this
identifier
Logical unit of manageable information. It is similar to a MIB. An ME

MO - Managed Object is visible to the outside world in the form of one or more MOs that
constitute it.

. GAG supports five operations - Create, Delete, Modify, Get,
Operations Get-Next
ORL Output Rate Limiting
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OAM Operations Administration and Management
PIA PPPoE Intermediate Agent

RMON Remote Monitoring

STP Spanning Tree Protocol

SNTP Simple Network Time Protocol

SVL Shared VLAN Learning

SVM Shared VLAN for Multicast

Specific Agent Entities that use GenAg interfaces to manage the system
TEA Target Engine Agent

VC Virtual Channel

VLAN Virtual LAN

5.1.4 CLI Command Brief Description

CLI Command - Action List

<action> Description

alias Used to create an alias for any CLI command.

apply Used to apply a configuration file stored on the system

climode Modes of cli/Prio change of CLI task

commit Used to commit the active configuration to the flash.

Create Used to create configuration of objects corresponding to the identifier and parameters.

delete Used to delete c_:onfigurati_on of objects cqrresppnding to the id_entifier and parameters.
If the delete action is confirmed, the configuration of objects will no longer exist.

defragment |Defragment the compact blocks in flash

download Used to download a binary, configuration or user specific file from theremote host.

get Used to view information of the selected identifier and parameters.

help Used to view the detailed usage of CLI commands.

list Used to list the Configuration or binary files stored on the unit

logout Used to terminate the CLI.

memset Specify the length of memory set

modify Used to set or modify existing configuration of objects corresponding to the identifier
and parameters.

passwd Used to change the password associated with a user login.

permission  [Use this command to change the permission of the files stored on flash

Ping Used to send one or more ICMP messages to another host for a reply.

prompt Used to set the new CLI prompt.

rdf Used to read Flash

rdm Used to read Memory

reboot Used to restart the system.

remove Used to remove a configuration or binary file stored on the unit

reset Used to reset a port of system.

save Used to save the configuration to Flash RAM.

Sync Used to Sync

traceroute Used to trace the route to the specified destination.

unalias Used to delete an alias.

upgrade Used to upgrade a configuration or binary file stored on the system.

verbose Using t_his command, a user can view the status of entries before and after the
execution of a command (create, delete, modify, get).

wrm Used to write Memory
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5.1.5 Categories of the CLI commands

Command Implemented by | Recommend for end-users

802.1p Commands

Bridge port accessprio Commands Conexant Yes

Bridge port prioinfo Commands Conexant Yes

Bridge port trfclassmap Commands Conexant Yes

Bridge port priomap commands Conexant Yes

ABOND

ABOND group intf Commands Conexant Yes, but this is a legacy
command and you should
contact KEYMILE support
personal when you plan to
use.

ABOND group stats Commands Conexant Yes

Abond link entry Commands Conexant Yes

Abond link stats Commands Conexant Yes

Aggregation Commands

Active Standby aggr info Commands Conexant Yes

Aggr intf Commands Conexant Yes

LACP Aggr Commands Conexant Yes

LACP AGGRPort Info Commands Conexant Yes

LACP AGGRPort List Command Conexant Yes

LACP AGGRPort Stats Commands Conexant Yes

Redundancy aggr info Commands Conexant Yes

Redundancy aggrport list Commands Conexant Yes

Redundancy aggr stats Commands Conexant Yes

ATM Commands

AAL5 VC Statistics Commands Conexant Yes

ATM OAM CC Commands Conexant Yes

ATM OAM Loopback Commands Conexant Yes

ATM Port Commands Conexant Yes

ATM VC Commands Conexant Yes

ATM VC Statistics Commands Conexant Yes

Bridging Commands

Bridge forwarding Commands Conexant Yes

Bridge Mode Commands Conexant Yes

Bridge Port Cap Commands Conexant Yes

Bridge port forwarding Commands Conexant Yes

Bridge Port Map Commands Conexant Yes

Bridge Port Stats Table Commands Conexant Yes

Bridge Port Table Commands Conexant Yes

Bridge static mcast Commands Conexant Yes

Bridge static ucast Commands Conexant Yes

Bridge tbg traps Commands Conexant Yes

GARP Port Info Commands Conexant Yes

STP Group Commands Conexant Yes

STP Port Commands Conexant Yes

Transparent Bridging Table Commands | Conexant Yes

Bridge Multicast Commands

Bridge mcast forwarding Commands Conexant Yes

Bridge mcast forwarding Commands Conexant Yes

Bridge mcast fwdunreg Commands Conexant Yes

Bridge Static Multicast Commands Conexant Yes

DHCP Commands

DHCP Client Commands | Conexant [ Yes

DSL Commands

ADSL Alarm Profile Commands Conexant Yes

ADSL Alarm Profilext Commands Conexant Yes

ADSL ATUC Channel Commands Conexant Yes
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ADSL ATUC Chanperf Commands Conexant Yes
ADSL ATUC Chanlintvl Commands Conexant Yes
ADSL ATUC Interval Commands Conexant Yes
ADSL ATUC Perf Commands Conexant Yes
ADSL ATUC Physical Commands Conexant Yes
ADSL ATUC Trap Commands Conexant Yes
ADSL ATUC Trapsext Commands Conexant Yes
ADSL ATUR Chanlntrvl Commands Conexant Yes
ADSL ATUR Channel Commands Conexant Yes
ADSL ATUR Chanperf Commands Conexant Yes
ADSL ATUR Interval Commands Conexant Yes
Adsl atur intervalext Commands Conexant Yes
ADSL ATUR Perf Commands Conexant Yes
Adsl atur perfext Commands Conexant Yes
ADSL ATUR Physical Commands Conexant Yes
ADSL ATUR Traps Commands Conexant Yes
DSL ATUR Trapsext Commands Conexant Yes
ADSL Cap Commands Conexant Yes
ADSL Line Intf Commands Conexant Yes
ADSL Line Profile Commands Conexant Yes
Dsl chip Commands Conexant Yes
Dsl dsp chip Commands Conexant Yes
Dsl dsp port Commands Conexant Yes
Dsl system Commands Conexant Yes
EHDLC Commands

Ehdlc intf Commands | Conexant Yes
Ethernet Commands

Dot3 stats Commands Conexant Yes
Ethernet Commands Conexant Yes
Filtering Commands

ACL Global Macentry Commands Conexant Yes
Clfr list genentry commands Conexant Yes
ACL Port Macentry Commands Conexant Yes
Clfr namedlist genentry Commands Conexant Yes
Clfr namedlist info Commands Conexant Yes
Clfr namedlist map Commands Conexant Yes
Clfr profile branch Commands Conexant Yes
Clfr profile info Commands Conexant Yes
Clfr profile node Commands Conexant Yes
Clfr tree branch Commands Conexant Yes
Clfr tree info Commands Conexant Yes
Clfr tree map Commands Conexant Yes
Clfr tree node Commands Conexant Yes
Clfr tree profile Commands Conexant Yes
Filter expr entry Commands Conexant Yes
Filter list genentry Commands Conexant Yes
Filter namedlist genentry Commands Conexant Yes
Filter namedlist info Commands Conexant Yes
Clfr tree node Commands Conexant Yes
Clfr tree profile Commands Conexant Yes
Filter expr entry Commands Conexant Yes
Filter list genentry Commands Conexant Yes
Filter namedlist genentry Commands Conexant Yes
Filter namedlist info Commands Conexant Yes
Filter namedlist map Commands Conexant Yes
Create filter namedlist map Conexant Yes
Filter rule actionmap Commands Conexant Yes
Filter rule entry Commands Conexant Yes
Filter rule map Commands Conexant Yes
Filter rule stats Commands Conexant Yes
Filter seq entry Commands Conexant Yes
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Filter seq info Commands Conexant Yes
Filter subrule arp Commands Conexant Yes
Filter subrule clfrtree Commands Conexant Yes
Filter subrule ether Commands Conexant Yes
Filter subrule generic Commands Conexant Yes
Filter subrule ICMP Commands Conexant Yes
Filter subrule IGMP Commands Conexant Yes
Filter subrule IP Commands Conexant Yes
Filter subrule PPP Commands Conexant Yes
Filter subrule TCP Commands Conexant Yes
Filter subrule UDP Commands Conexant Yes
EOA Commands
EOA Commands | Conexant [ Yes
IGMP Commands
Igmpsnoop cfg info Commands Conexant Yes
Igmpsnoop cfg info Commands Conexant Yes
Igmpsnoop mvlan config Commands Conexant Yes
Igmpsnoop port info Commands Conexant Yes
Igmpsnoop port stats Commands Conexant Yes
Igmpsnoop querier info Commands Conexant Yes
Interface Commands
Interface Commands | Conexant [ Yes
IP Commands
IP Net to Media Table Commands Conexant Yes
IP Route Commands Conexant Yes
Ipoa intf Commands Conexant Yes
ipoe intf Commands Conexant Yes
Rid static Commands Conexant Yes
MacProfile Commands
Macprofile global Commands Conexant Yes
Resvdmac profile info Commands Conexant Yes
Resvdmac profile param Commands Conexant Yes
Management Traffic Commands
Ctlpkt group info Commands Conexant Yes
Ctlpkt instance info Commands Conexant Yes
Ctlpkt profile info Commands Conexant Yes
PPPoE Tunneling Commands
PPPoE Global ACprofile Commands
PPPoE Global Config Commands
PPPoE Global Serviceprofile Commands
PPPoOE Global Stats Commands
Pppoe intf Commands
PPPOE Session Stats Commands
PPPR Interface Commands
IA (Intermeida Agent) Commands
Dra global stats Commands
Dra instance entry Commands
Dra stats entry Commands
Dra global config Commands
la profile entry Commands
Pia instance entry Commands
Pia stats entry Commands
Pia global config Commands
QoS Commands
IRL Map Commands
IRL Profile Commands
IRL Stats Commands
Bridge rlinstance map Commands
RI actionprofile info Commands
Rl instance info Commands
RI profile info Commands
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Scheduling profile class Commands

Scheduling profile info Commands

Trfclass profile class Commands

Trfclass profile info Commands

Trfclass stats Commands

RMON Commands

RMON Statistics Group Commands

RMON Task Info Commands

RMON Memory Pool info Commands

RMON Queue info Commands

RMON Net buffers info Commands

RMON Semaphore info Commands

RMON Event Group info Commands

SNMP Commands

SNMP Comm Commands

SNMP Host Commands

SNMP Stats Commands

SNMP Traphost Commands

SNTP Commands

SNTP Cfg Commands

SNTP servaddr Commands

SNTP Stats Commands

System Commands

Chbuftrace cfg Commands

System Configuration Save and Restore
Commands

System Control Table Commands

System crash info commands

System Info Commands

System manuf info Commands

System reboot info command

Nbize Commands

System Stats Commands

System Traps Commands

System Trap Log Table Commands

System version commands

Trace Log Configuration Commands

Trace Log Statistics Commands

VC Aggregation Commands

Atm vcaggr intf Commands

Atm vcaggr map Commands

VLAN Commands

GVRP Info Commands

GVRP Port Info Commands

GVRP Port Stats Commands

Vlan curr info Commands

VLAN mapprofile info Commands

Vlan mapprofile param Commands

VLAN Static Commands

Miscelleneous Commands

File Commands

Other Commands

PLANET CLI Commands

System ADSL Port Operation Status
Commands

System Alarm Commands

System Control Commands

System Hardware Inventory Commands

System ivmconfig Commands

System SFP Commands

System Version Commands

System Debug Commands
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Configuration FD Commands

Configuration USER Commands

Temperature Configuration Commands

Temperature State Commands

Temperature Supervision Commands

Temperature Configuration Commands
Temperature State Commands

Temperature Supervision Commands

System Commands

System Hardware Inventory Commands | PLANET Yes
System ivmconfig Commands PLANET Yes
System Debug Commands PLANET No, for KEYMILE and

PLANET support personal
only

IP DSLAM
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5.2 802.1p commands

5.2.1 Bridge port accessprio Commands

5.2.1.1 Get bridge port accessprio

Description:
Use this command to get.

Command Syntax:
get bridge port accessprio [portid <portid-val>] [regenprio <regenprio-val >]

Parameters:
Name Description
portid <portid-val > Port number of the port for which this entry contains bridge
management information.
Type : Get-—Optional
Valid values: 1-386
regenprio <regenprio-val > Regenerated user priority from which the access priority is
mapped.
Type: Get—Optional
Valid values: 0 -7
Example:

$ get bridge port accessprio portid 1 regenPrio 1

Output:
Portld 01 regenPrio : 1
AcessPriority : 0

Output field:
Field Description
Portld Port number of the port for which this entry contains bridge
management information.
regenPrio Regenerated user priority from which the access priority is mapped.
AcessPriority The Outbound Access Priority the received frame is mapped to.
References:

Bridge port commands
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5.2.2 Bridge port prioinfo Commands

5.2.2.1 Get bridge port prioinfo

Description:
Use this command to get.

Command Syntax:
get bridge port prioinfo [portid <portid-val >]

5.2.2.2 Modify bridge port prioinfo

Description:
Use this command to modify.

Command Syntax:
modify bridge port prioinfo portid portid [defprio <defprio-val>] [numtrfclass
<numtrfclass-val>] [defsvprio <defsvprio-val>]

Parameters:
Name Description
portid <portid> Port number of the port for which this entry contains bridge
management information.
Type: Modify -- Mandatory
Get -- Optional
Valid values: 1 - 386
defprio <defprio-val> The default ingress User Priority which can be configured by
the user.
Type: Modify — Optional
Valid values: 0-7
numtrfclass The number of egress traffic classes supported on this port.
<numtrfclass-val> Type: Modify — Optional
Valid values: 1-8
defsvprio Not supported
<defsvprio-val> Type: Modify Optional
Valid values: 0-7
Example:

$ get bridge port prioinfo portid 1
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Output:

Portld 1

DefaultPriority : 1 NumTrafficClass : 3
DefaultSVPriority : 1

Output field:

Field Description

Portld Port number of the port for which this entry contains bridge

management information.

DefaultPriority The default ingress User Priority which can be configured
by the user. The default value of this attribute can be 0 or 0
depending on interface over which the bridge port is
created. The default value is 0 for bridge port created over
ethernet or aggregator interface. And the default value is 0
if the interface over which the bridge port has been created

is one of EOA, PPPoE and IPoE.

NumTrafficClass The number of egress traffic classes supported on this
port. It depends on whether bridge port is over EOA, in
which case, the max number of queues is value of
maxnumeoaprioQs in gsvSystemsSizingGroup and default
value is also value of maxnumeoaprioQs in nbsize or over
Ethernet / aggregated interface, in which case, the max
number of queues is value of MaxNumEthPrioQs in nbsize
and default value is also value of MaxNumEthPrioQs in
nbsize. It is modifiable only when the bridge port is in

disabled state.

DefaultSVPriority Not supported

References:
Bridge port commands
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5.2.3 Bridge port trfclassmap Commands

5.2.3.1 Get bridge port trfclassmap

Description:
Use this command to get.

Command Syntax:
get bridge port trfclassmap [portid <portid-val >] [regenprio <regenprio-val >]

5.2.3.2 Modify bridge port trfclassmap

Description:
Use this command to modify.

Command Syntax:
modify bridge port trfclassmap portid <portid-val > regenprio <regenprio-val >

[trfclass <trfclass-val>]

Parameters:

Name Description

portid <portid-val > Port number of the port for which this entry contains
bridge management information.
Type: Modify — Mandatory
Get — Optional
Valid values: 1-386

regenprio The Priority value evaluated for the received frame. In
<regenprio-val > our case, it is the regenerated user priority. This
regenerated priority is mapped from user priority
determined by a) packet classifier rule indicating user
priority for that port b) user priority received in the tag
header and c) default source priority of the port, in that
order. It lies in the range 0-7
Type: Modify — Mandatory

Get — Optional

Valid values: 0-7

trfclass <trfclass-val > The Traffic Class the received frame is mapped to. The
maximum value of trafficClass is defined by numTrfClass
parameter of Bridge Port Priolnfo. The default value of
this field shall be determined according to table 7-2

described in ANSI/IEEE Std 802.1d 1998 Edition
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Document. This mapping is modifiable only when the
bridge port is in disabled state.

Type: Modify — Optional

Example:
$ get bridge port trfclassmap portid 1 regenPrio 1

Output:
Portld 01 regenPrio : 1
TrafficClass : 2

Output field:

Field Description

Portld Port number of the port for which this entry contains

bridge management information.

regenPrio The Priority value evaluated for the received frame. In
our case, it is the regenerated user priority. This
regenerated priority is mapped from user priority
determined by a) packet classifier rule indicating user
priority for that port b) user priority received in the tag
header and c) default source priority of the port, in that

order. It lies in the range 0-7

TrafficClass The Traffic Class the received frame is mapped to. The
maximum value of trafficClass is defined by
numTrfClass parameter of Bridge Port Priolnfo. The
default value of this field shall be determined according to
table 7-2 described in ANSI/IEEE Std 802.1d 1998 Edition

Document. This mapping is modifiable only when the

bridge port is in disabled state.

References:
Bridge port commands
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5.2.4 Bridge port priomap Commands

5.2.4.1 Get bridge port priomap

Description:

Use this command to get.

Command Syntax:

get bridge port priomap [portid <portid-val >] [usrprio <usrprio-val >]

5.2.4.2 Modify bridge port priomap

Description:

Use this command to modify.

Command Syntax:

modify bridge port priomap portid <portid-val > usrprio <usrprio-val>

[regenprio <regenprio-val >]

Parameters:

Name

Description

portid <portid-val >

Port number of the port for which this entry contains bridge
management information.
Type: Modify -- Mandatory
Get --Optional
Valid values: 1-386

usrprio <usrprio-val >

The User Priority for a frame received on this port. Since it
can arrive in a tag header, it can have range 0-7.
Type: Modify -- Mandatory

Get --Optional

Valid values: 0 -7

regenprio

<regenprio-val >

The priority to which the incoming User priority is mapped
for this port.
Type: Modify --Optional

alid values: 0-7

Example:

$ get bridge port priomap portid 1 usrPrio 1
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Output:
Portld 01 UserPriority : 1
RegenUserPrio : 1

Output field:
Field Description

Port number of the port for which this entry contains bridge
Portld

management information.

The User Priority for a frame received on this port. Since it can arrive in
UserPriority
a tag header, it can have range 0-7.

RegenUserPrio The priority to which the incoming User priority is mapped for this port.

References:
Bridge port commands
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5.3 ABOND Commands

5.3.1 ABOND group intf Commands

5.3.1.1 Get abond group intf

Description:
Use this command to get.

Command Syntax:
get abond group intf [ifname <interface-name>]

5.3.1.2 Create abond group intf

Description:
Use this command to create.

Command Syntax:

create abond group intf ifname<interface-name> groupid <groupid-val>

[ minaggrrateupstrm <minaggrrateupstrm-val> ] [ minaggrratednstrm
<minaggrratednstrm-val> ] [ diffdelaytolupstrm <diffdelaytolupstrm-val> ]

[ diffdelaytoldnstrm <diffdelaytoldnstrm-val> ] [ asmprotocol Enable | Disable ]
[ sidformat EightBitSid | TwelveBitSid ] [ maxrxbitrateratio
<maxrxbitrateratio-val> ] [ linkhecthrshld <linkhecthrshld-val> ]

[ numoflinksupforgrpup One | All ] [ asmirlthreshold <asmirlthreshold-val> ]

[ maxatmportusrate <maxatmportusrate-val> |

5.3.1.3 Delete abond group intf

Description:
Use this command to delete.

Command Syntax:
delete abond group intf ifname <interface-name>
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5.3.1.4 Modify abond group intf

Description:
Use this command to modify.

Command Syntax:

modify abond group intf ifname <interface-name> [ groupid <groupid-val> ]

[ minaggrrateupstrm <minaggrrateupstrm-val> ] [ minaggrratednstrm
<minaggrratednstrm-val> ] [ diffdelaytolupstrm <diffdelaytolupstrm-val> ]

[ diffdelaytoldnstrm <diffdelaytoldnstrm-val> ] [ asmprotocol Enable | Disable ]
[ sidformat EightBitSid | TwelveBitSid ] [ maxrxbitrateratio
<maxrxbitrateratio-val> ] [ linkhecthrshld <linkhecthrshld-val> ]

[ numoflinksupforgrpup One | All ] [ asmirlthreshold <asmirlthreshold-val> ]

[ maxatmportusrate <maxatmportusrate-val> | [ enable | disable ]

Parameters:
Name Description
ifname This specifies the interface index used for the ATM Based Multi pair Bonding
<interface-name> type of interfaces. Valid Value is abond-X. Modification and deletion is not

possible if interface is enabled

Type: Create— Mandatory
Delete --—Mandatory
Modify — Mandatory
Get — Optional

Valid values: 0 - 31

groupid <groupid-val> This specifies the group id configured for this interface. This field is
configured statically when the bonded group is provisioned and must not be
changed while the group is in service. These fields may be used by an
operator to help identify mis-configuration or to assist in management or
debugging of the link.
Type: Create — Mandatory

Modify — Optional

minaggrrateupstrm Minimum Aggregate Data Rate in bits per second in Upstream direction.
<minaggrrateupstrm-val> | Type: Create — Optional
Modify — Optional

Default value: 0

minaggrratednstrm Minimum Aggregate Data Rate in bits per second in Downstream
<minaggrratednstrm-val> | direction.
Type: Create — Optional

Modify — Optional

Default value: 0
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diffdelaytolupstrm

<diffdelaytolupstrm-val>

The maximum differential delay among member links in a bonding group in
Upstream direction. Type: Create — Optional

Modify — Optional
Valid values: 0 -4

Default value: 4

diffdelaytoldnstrm

<diffdelaytoldnstrm-val>

The maximum differential delay among member links in a bonding group in
downstream direction. Type: Create — Optional

Modify — Optional
Valid values: 0 -24

Default value: 4

asmprotocol Enable

|Disable

This parameter specifies whether Autonomous Status Messages will be
exchanged between CO and CPE. If it is disabled then the group would be
bonded statically and CO would assume CPE to know all the configuration
parameters like SID format, number of links in the bonded group and the
links participating in bonding. If it is enabled then CO would inform all these
parameters to CPE using Autonomous Status Messages.
Type: Create — Optional

Modify — Optional

Default value: enable

sidformat EightBitSid
|TwelveBitSid

SID Format: 8 hit or 12 bit SID. Only 8 bit format is being supported
Type: Create — Optional
Modify — Optional

Default value: 1

maxrxbitrateratio

<maxrxbitrateratio-val>

The maximum bit rate ratio among member links in a bonding group in
upstream direction.
Type: Create — Optional
Modify — Optional
Valid values: 1 -4

Default value: 4

linkhecthrshld

<linkhecthrshld-val>

HEC Error percentage of the link upstream rate which will act as Threshold
for link to be part of group in Rx direction
Type: Create — Optional
Modify — Optional
Valid values: 1 -10

Default value: 2

numoflinksupforgrpup

This field specifies the number of links required to be up for bonding to start

One | All ASM protocol
Type: Create — Optional
Modify — Optional
Default value: 0
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asmirlthreshold

<asmirlthreshold-val>

IRL Threshold for ASM messages

Type: Create — Optional
Modify — Optional

Valid values: 1 -8

Default value: 8

maxatmportusrate

<maxatmportusrate-val>

Maximum ATM port Upstream Rate
Type: Create — Optional
Modify — Optional
Valid values: 0 -8000
Default value: 4000

enable | disable

Administrative status of the interface.
Type: Create — Optional

Modify — Optional
Valid values: enable, disable

Default value: enable

Example:

$ create abond group intf ifname abond-0 groupid 1 minaggrrateupstrm 5
minaggrratednstrm 5 diffdelaytolupstrm 0 diffdelaytoldnstrm O asmprotocol Disable
sidformat EightBitSID maxrxbitrateratio 2 linkhecthrshld 1 numoflinksupforgrpup
One asmirlthreshold 0 maxatmportusrate 0

Output:

Verbose Mode On

Entry Created
ifname

MinAggrRateUpstrm  : 5
DiffDelayTolUpstrm : 4

AsmProtocol : Disable SidFormat
MaxRxBitRateRatio :2 LinkHecThreshold
CtrlVpi :0 CtrlVci

NoOfLinksUpForGrpUp : One

: abond-0 Groupld

MaxAtmPortUsRate :0

Oper Status

Verbose Mode Off:

- Up Admin Status

MinAggrRateDnstrm
DiffDelayTolDnstrm : 4

AsmlrliThreshold

1
:5

: EightBitSID
1

:0

:0

: Enable
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Output Fields:

Field

Description

ifname This specifies the interface index used for the ATM Based Multi pair Bonding
type of interfaces. Valid Value is abond-X. Modification and deletion is not
possible if interface is enabled

Groupld This specifies the group id configured for this interface. This field is configured

statically when the bonded group is provisioned and must not be changed
while the group is in service. These fields may be used by an operator to help

identify mis-configuration or to assist in management or debugging of the link.

MinAggrRateUpstrm

Minimum Aggregate Data Rate in bits per second in Upstream direction.

MinAggrRateDnstrm

Minimum Aggregate Data Rate in bits per second in Downstream direction.

DiffDelayTolUpstrm

The maximum differential delay among member links in a bonding group in

Upstream direction.

DiffDelayTolDnstrm

The maximum differential delay among member links in a bonding group in

downstream direction.

AsmProtocol

This parameter specifies whether Autonomous Status Messages will be
exchanged between CO and CPE. If it is disabled then the group would be
bonded statically and CO would assume CPE to know all the configuration
parameters like SID format, number of links in the bonded group and the links
participating in bonding. If it is enabled then CO would inform all these

parameters to CPE using Autonomous Status Messages.

SidFormat

SID Format: 8 bit or 12 bit SID. Only 8 bit format is being supported

MaxRxBitRateRatio

The maximum bit rate ratio among member links in a bonding group in

upstream direction.

LinkHecThreshold

HEC Error percentage of the link upstream rate which will act as Threshold for

link to be part of group in Rx direction

CtrlVpi Control Channel VPI: VPI value being used for Sending and Receiving ASM
Messages
CtrlVci Control Channel VCI: VCI value being used for Sending and Receiving ASM

Messages

NoOfLinksUpForGrpUp

This field specifies the number of links required to be up for bonding to start

ASM protocol

AsmlriThreshold

IRL Threshold for ASM messages

MaxAtmPortUsRate

Maximum ATM port Upstream Rate

Oper Status

The actual/current state of the interface. It can be either up or down.
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5.3.2 ABOND group stats Commands

5.3.2.1 Get abond group stats

Description:
Use this command to get.

Command Syntax:
get abond group stats [ifname <interface-name>]

5.3.2.2 Reset abond group stats

Description:
Use this command to reset.

Command Syntax:
reset abond group stats ifname <interface-name>

Parameters:

Name Description
This specifies the interface index used for the ATM based Multi pair Bonding
type of interfaces. Valid value is abond-X

Ifname

Type: Reset — Mandatory
<interface-name>
Get — Optional

Valid values: abond-0-abond-1

Example:
$ get abond group stats ifname abond-0

Output:
ifname : abond-0
AchievedAggrRateUpstrm  : 10 AchievedAggrRateDnstrm 112
CellLossUpstrmCurrent 112 CellLossDnstrmCurrent : 20
CellLossUpstrmPrv15min 112 CellLossDnstrmPrevli5Min  : 20
CellLossUpstrmCurrentDay : 12 CellLossDnstrmCurrentDay  : 20
CellLossUpstrmPrevDay 112 CellLossDnstrmPrevDay : 20
GroupFailureCntCurrent 115 GroupFailureCntPrevl5Min  : 15
GrpFailureCntCurrentDay  : 15 GrpFailureCntPrevDay 115
GrpUnavailableSecCurrent : 15 GrpUnavailableSecPrevi5Min : 15
GrpUnavailblSecCurrentDay : 15 GrpUnavailblSecPrevDay 15
ASMTxCnt - 10 ASMRXxCnt - 10
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GrpFailureReason

: MinRateNotAchievedUpAndDn

AsmRXxCrcErrorCount 10

Output Fields:

Field Description

ifname This specifies the interface index used for the ATM Based

Multi pair Bonding type of interfaces. Valid Value is abond-X

AchievedAggrRateUpstrm

Achieved aggregate data rate in bits per sec in upstream

direction.

AchievedAggrRateDnstrm

Achieved aggregate data rate in bits per sec in downstream

direction.

CellLossUpstrmCurrent

Group cell loss count upstream for current 15 minutes.

CellLossDnstrmCurrent

Group Rx cell loss count downstream for current 15 minutes.

CellLossUpstrmPrv15min

Group cell loss count upstream for Last 15 minutes.

CellLossDnstrmPrev15Min

Group cell loss count downstream for Last 15 minutes.

CellLossUpstrmCurrentDay

Group cell loss count upstream for current Day.

CellLossDnstrmCurrentDay

Group Rx cell loss count downstream for current Day.

CellLossUpstrmPrevDay

Group Rx cell loss count upstream for previous Day.

CellLossDnstrmPrevDay

Group Rx cell loss count downstream for Previous Day.

GroupFailureCntCurrent

Group failure count for current 15 minutes.

GroupFailureCntPrev15Min

Group failure count for previous 15 minutes.

GrpFailureCntCurrentDay

Group failure count for current Day.

GrpFailureCntPrevDay

Group failure count for previous Day.

GrpUnavailableSecCurrent

Group unavailable second current.

GrpUnavailableSecPrev15Min

Group unavailable second previous 15 Min.

GrpUnavailblSecCurrentDay

Group unavailable second current Day.

GrpUnavailblSecPrevDay

Group unavailable second for previous Day.

ASMTxCnt

Group ASM Tx count.

ASMRxCnt

Group ASM Rx count.

GrpFailureReason

Failure reason for the abond Group.

AsmRxCrcErrorCount

group Asm Rx crc error count.
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5.3.3 ABOND link entry Commands

5.3.3.1 Get abond link entry

Description:
Use this command to get.

Command Syntax:
get abond link entry [ifname <interface-name>] [lowif <lowif-val>]

5.3.3.2 Create abond link entry

Description:
Use this command to create.

Command Syntax:

create abond link entry ifname <interface-name> lowif <lowif-val>
[txlinkadminstatus Enable | Disable] [rxlinkadminstatus Enable | Disable]
[asmrxgroupintf <asmrxgroupintf>] [asmrxlinkindex <asmrxlinkindex>]

5.3.3.3 Delete abond link entry

Description:
Use this command to delete.

Command Syntax:
delete abond link entry ifname <interface-name> lowif <lowif-val>

5.3.3.4 Modify abond link entry

Description:
Use this command to modify.

Command Syntax:
modify abond link entry ifname <interface-name> lowif <lowif-val>
[txlinkadminstatus Enable | Disable] [rxlinkadminstatus Enable | Disable]
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Parameters:

Name Description
This specifies the interface index used for the ATM Based Multi
pair Bonding type of interfaces. ValidValue is abond-X. Link
can not be created, deleted or modified if associated abond
group interface is enabled.

Ifname

<interface-name>

Type: Create — Mandatory
Delete — Mandatory
Modify — Mandatory
Get — Optional

Valid values: abond-0-abond-1

lowif <lowif-val>

This specifies the interface index used for the abond link (DSL)
entry. Valid Value is dsl-X ,dsli-X , dslf-X
Type: Create — Mandatory

Delete — Mandatory

Modify —Mandatory

Get — Optional

txlinkadminstatus

Enable | Disable

This specifies the Tx Status for the link in a Group. Type:
Create — Optional
Modify — Optional

Default value: enable

rxlinkadminstatus

Enable | Disable

This specifies the Rx Status for the link in a Group. Type:
Create — Optional
Modify — Optional

Default value: enable

asmrxgroupintf

<asmrxgroupintf>

Abond group Interface Index of proxy link.

Type: Create -- Optional

Valid values: abond-0_ABONDGR_MAX_IFINDEX
Default value: OXxffffffff

asmrxlinkindex

<asmrxlinkindex>

Lower Interface Index of Proxy link.
Type: Create -- Optional
Default value: Oxffffffff

Example:
$ create abond link entry ifname abond-0 lowif dsl-0 txlinkadminstatus enable
rxLinkadminstatus enable asmrxgroupintf abond-0 asmrxlinkindex dsl-0
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Output:

Verbose Mode On

Entry Created
ifname
AsmRxGrouplntf

TxLinkAdminStatus
TxLinkOperStatus
AsmTxLinkStatus
AsmRxLinkStatus
Verbose Mode Off:

Entry Created

Output Fields:

:abond-0  lowif . dsl-0
:abond-0  AsmRxLinkindex : dsl-0
. enable RxLinkAdminStatus : enable
: Disable  RxLinkOperStatus : Disable

: SelectedToCarryBondingTraffic
: SelectedToCarryBondingTraffic

Field

Description

ifname This specifies the interface index used for the ATM Based Multi pair
Bonding type of interfaces. Valid Value is abond-X. Link can not be
created , deleted or modified if associated abond group interface is
enabled.

lowif This specifies the interface index used for the abond link (DSL) entry.

Valid Value is dslI-X ,dsli-X , dslf-X

AsmRxGroupintf

Abond group Interface Index of proxy link.

AsmRxLinkIndex

Lower Interface Index of Proxy link.

TxLinkAdminStatus

This specifies the Tx Status for the link in a Group.

RxLinkAdminStatus

This specifies the Rx Status for the link in a Group.

TxLinkOperStatus

The current operational status of the abond link in Tx direction.

RxLinkOperStatus

This specifies the rx operational Status for the link in a Group.

AsmTxLinkStatus

The current Tx Link status of the abond link as reflected in ASM

Messages.

AsmRxLinkStatus

The current Rx Link status of the abond link as reflected in ASM

Messages.
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5.3.4 ABOND link stats Commands

5.3.4.1 Get abond link stats

Description:
Use this command to get.

Command Syntax:
get abond link stats [ifname <interface-name>] [lowif <lowif-val>]

5.3.4.2 Reset abond link stats

Description:
Use this command to reset.

Command Syntax:
reset abond link stats ifname<interface-name> lowif <lowif-val>

Parameters:
Name Description
ifname This specifies the interface index used for the ATM Based Multi
<interface-name> pair Bonding type of interfaces. Valid Value is abond-X
Type: Reset — Mandatory
Get — Optional
Valid values: 0 — 30
lowif <lowif-val> This specifies the interface index used for the abond link (DSL)
interfaces. Valid Value is dsl-X, dsli-X, dslf-X
Type: Reset — Mandatory
Get — Optional
Example:

$ get abond link stats ifname abond-0 lowif dsl-0

Output
ifname : abond-0 lowif : dsl-0
ASMTxCount - 10 ASMRxCount : 10

TxLinkFailureReason : HecLimitExceeded
RxLinkFailureReason : HecLimitExceeded
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Output Fields:

Field Description

ifname This specifies the interface index used for the ATM Based Multi

pair Bonding type of interfaces. Valid Value is abond-X

lowif This specifies the interface index used for the abond link (DSL)

interfaces. Valid Value is dsl-X, dsli-X, dslf-X

ASMTxCount Per-link ASM Tx count. These are not exact counts and have

been kept for debugging.

ASMRxCount Per-link ASM Rx count. These are not exact counts and have

been kept for debugging.

TxLinkFailureReason Failure reason for the abond link in Tx direction.

RxLinkFailureReason Failure reason for the abond link in Rx direction.

5.4 Aggregation commands

5.4.1 Active Standby aggr info Commands

5.4.1.1 Get actstdby aggr info

Description:
Use this command to get.

Command Syntax:
get actstdby aggr info [ifname <interface-name>]

5.4.1.2 Modify actstdby aggr info

Description:
Use this command to create.

Command Syntax:
modify actstdby aggr info ifname <interface-name> [status Enable | Disable]
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Parameters:

Name

Description

ifname ifname

enabled. Valid Value is aggr-0.
Type: Modify -- Mandatory
Get -- Optional

Valid values: aggr-0

This specifies the aggregator interface index on which active standby is to be

Status

enable | disable

Type: Modify -- Optional

This specifies whether active standby mode is to be enabled or not.

Example:

$ get actstdby aggr info IfName aggr-0

Output:
Interface Index : aggr-0
Status : Enable
Output Fields:
Field Description
Interface Index This specifies the aggregator interface index on which
active standby is to be enabled. Valid Value is aggr-0.
Status This specifies whether active standby mode is to be
enabled or not.
Caution:

® Active Standby mode shall not be enabled, if aggregator interface and
redundancy aggregator are not created, or if LACP aggregator is created for the
aggregator interface.
® [f only Active Standby is desired and no load sharing is expected then bridge
port shall be created over the aggregator only after Active Standby has been
enabled for redundancy aggregator. If the bridge port is created over aggregator
before enabling Active Standby for it, the load sharing shall start and continue till
Active Standby is enabled.

References:

Redundancy commands.
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5.4.2 Aggr info Commands

5.4.2.1 Get aggr intf

Description:
Use this command to get.

Command Syntax:
get aggr intf [ifname <interface-name>]

5.4.2.2 Create aggr intf

Description:
Use this command to create.

Command Syntax:

create aggr intf ifname <interface-name> [ ip <ip-val>] [ mask <mask-val> ]
[ usedhcp False | True ] [ mgmtvlanid <mgmtvlanid-val> ] [ mgmtsvlanid
<mgmtsvlanid-val> ] [ priority <priority-val>] [ enable | disable ]

5.4.2.3 Delete aggr intf

Description:
Use this command to delete.

Command Syntax:
get aggr intf [ifname <interface-name>]

5.4.2.4 Modify aggr intf

Description:
Use this command to create.

Command Syntax:

create aggr intf ifname <interface-name> [ ip <ip-val>] [ mask <mask-val> ]
[ usedhcp False | True ] [ mgmtvlanid <mgmtvlanid-val> ] [ mgmtsvlanid
<mgmtsvlanid-val> ] [ priority <priority-val>] [ enable | disable ]
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Parameters:

Name

Description

ifname <interface-name>

This specifies the interface index used for the Aggregator type
of interfaces. Valid Value is aggr-0 Type: Create —
Mandatory

Delete — Mandatory

Modify — Mandatory

Get — Optional

Valid values: 0

ip <ip-val>

This specifies the IP address configured for the interface.
Type: Create — Optional
Modify — Optional

Default value: 0.0.0.0

mask <mask-val>

This specifies the network mask configured for the interface. If
either of 'IP Address' or 'mask’ is non-null the other must also
be non-null and vice versa. Type: Create — Optional

Modify — Optional

Default value: 0.0.0.0

usedhcp False | True

This specifies whether a DHCP client is to be triggered to
obtain an IP address for this interface from a DHCP server.
Type: Create — Optional

Modify — Optional
Valid values: False, True

Default value: false

mgmtvlanid

<mgmtvlanid-val>

VLAN(C-Vlan) for management traffic on this interface.
Non-zero value of this field is valid only if either 'ip' field is
non-zero or 'usedhcp' field is true. If no Management Vlanid is
specified (in the create operation) or it's value is set to zero
(either in create or modify operation) then the system shall use
the value of 'portvlanid' associated with the bridge port created
on this interface as the Management Vlan Index. In case the
management vlan (i.e. 'mgmtvlanid’ or the associated
'portvlanid’, if 'mgmtvlanid’ is zero) doesn't exist on the system
then IP based management on this management VLAN shall
not happen on the interface till the corresponding VLAN is
created with the Net side port as its member.
Type: Create — Optional

Modify — Optional
Valid values: 0 — 4095

Default value: 0
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mgmtsvlanid

<mgmtsvlanid-val>

Applicable only in stacked vlan mode, this is S-Vlan for
management traffic on this interface. Non-zero value of this
field is valid only if either 'ip’ field is nonzero or 'usedhcp’ field
is true. If no management Svlanid is specified (in the create
operation) or it's value is set to zero (either in create or modify
operation) then the system shall use the value of 'psvlanid'
associated with the bridge port created on this interface as the
management vlan id. In case the management vlan (virtual
vlan mapped to S-VLAN and C-VLAN for the frame) doesn't
exist (ie. Virtual vlan mapped to 'mgmtsvlanid’ or the
associated ' psvlanid ', if 'mgmtsvlanid’ is zero) on the system
then IP based management shall not happen on the interface
till the corresponding virtual-VLAN is created with the Net side
port as its member.
Type: Create — Optional

Modify — Optional
Valid values: 0 — 4095

Default value: 0

priority <priority-val>

Priority to be set in Tagged Ethernet PDUs sent on
Management VLAN over this interface. This field is valid only if
either 'ip' field is non-zero or 'usedhcp’ field is true. In Native
Vlan mode this priority shall be used for C-Vlan tag while in
stacked vlan mode it shall be used for S-Vlan tag.
Type: Create — Optional

Modify — Optional
Valid values: 0 -7

Default value: 7

enable | disable

Administrative status of the interface.
Type: Create -- Optional

Modify -- Optional

Valid values: enable, disable

Default value: enable

Example:

$ create aggr intf IfName aggr-0 ip 172.25.100.100 mask 255.255.0.0 usedhcp

False mgmtvlanid 2 mgmtsvlanid 2 priority 2 enable
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Output:

Verbose Mode On

Entry Created
Interface Index
IP Address
UseDhcp

Mgmt VLAN Index
Mgmt S-VLAN Index

:aggr-0
:172.25.100.100 Mask : 255.255.0.0
: False
12
12

Tagged Mgmt PDU Prio : 2

Oper Status - Up Admin Status : Enable
Verbose Mode Off:

Entry Created

Output Fields:

Field Description

Interface Index

This specifies the interface index used for the Aggregator type of

interfaces. Valid Value is aggr-0

IP Address This specifies the IP address configured for the interface.

Mask This specifies the network mask configured for the interface. If either
of 'IP Address' or 'mask’ is non-null the other must also be non-null
and vice versa.

UseDhcp This specifies whether a DHCP client is to be triggered to obtain an

IP address for this interface from a DHCP server.

Mgmt VLAN Index

VLAN(C-Vlan) for management traffic on this interface. Non-zero
value of this field is valid only if either 'ip' field is non-zero or 'usedhcp'
field is true. If no Management Vlanid is specified (in the create
operation) or it's value is set to zero (either in create or modify
operation) then the system shall use the value of 'portvianid'
associated with the bridge port created on this interface as the
Management Vlan Index. In case the management vlan (i.e.
‘mgmtvlanid' or the associated 'portvlanid’, if 'mgmtvlanid’ is zero)
doesn't exist on the system then IP based management on this
management VLAN shall not happen on the interface till the

corresponding VLAN is created with the Net side port as its member.

Mgmt S-VLAN Index

Applicable only in stacked vlan mode, this is S-Vlan for management
traffic on this interface. Non-zero value of this field is valid only if
either 'ip' field is nonzero or 'usedhcp' field is true. If no management
Svlanid is specified (in the create operation) or it's value is set to zero
(either in create or modify operation) then the system shall use the

value of 'psvlanid' associated with the bridge port created on this
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interface as the management vlan id. In case the management vian
(virtual vlan mapped to S-VLAN and C-VLAN for the frame) doesn't
exist (ie. Virtual vlan mapped to 'mgmtsvlanid’ or the associated '
psvlanid ', if 'mgmtsvlanid’ is zero) on the system then IP based
management shall not happen on the interface till the corresponding

virtual-VLAN is created with the Net side port as its member.

Tagged Mgmt PDU Prio

Priority to be set in Tagged Ethernet PDUs sent on Management
VLAN over this interface. This field is valid only if either 'ip' field is
non-zero or 'usedhcp' field is true. In Native Vlan mode this priority
shall be used for C-Vlan tag while in stacked vlan mode it shall be

used for S-Vlan tag.

Oper Status

The actual/current state of the interface. It can be either up or down.

Admin Status

The desired state of the interface. It may be either Up or Down.

Cautions:

® |f an aggregator interface is being created, all configurations of aggregated

links (layer2 Ethernet interfaces), should be same.

5.4.3 LACP Aggr Commands

5.4.3.1 Get lacp aggr

Description:

Use this command to get.

Command Syntax:

gets lacp aggr [aggrifname <aggrifname-val >]

5.4.3.2 Create lacp aggr

Description:

Use this command to create.

Command Syntax:

create lacp aggr aggrifname <aggrifname-val> [actorsystemprio
<actorsystemprio-val>] [actoradminkey <actoradminkey-val>]
[collectormaxdelay <collectormaxdelay-val>] [aggrtype Static | Lacp]
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5.4.3.3 Delete lacp aggr

Description:

Use this command to delete.

Command Syntax:

delete lacp aggr aggrifname <aggrifname-val>

5.4.3.4 Delete lacp aggr

Description:

Use this command to modify.

Command Syntax:

modify lacp aggr aggrifname <aggrifname-val> [actorsystemprio

<actorsystemprio-val>] [actoradminkey <actoradminkey-val>]

[collectormaxdelay <collectormaxdelay-val>] [aggrtype Static | Lacp]

Parameters:
Name Description
aggrifname The Aggregator interface name.

<aggrifname-val>

Type: Create ---— Mandatory
Delete — Mandatory
Modify — Mandatory
Get — Optional

Valid values: aggr-0

actorsystemprio

<actorsystemprio-val>

A 2-octet read-write value indicating the priority
value associated with the Actor's System ID.
Type: Create — Optional

Modify — Optional
Valid values: 0 - 255

Default value: 10

actoradminkey

<actoradminkey-val>

The current administrative value of the Key for
the Aggregator
Type: Create Optional
Modify Optional
Valid values: 0 - 65535

Default value: 0

collectormaxdelay

<collectormaxdelay-val>

The value of this 16-bit read-write attribute
defines the maximum delay,in tens of

microseconds,that may be imposed by the
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Frame Collector between receiving a frame from
an Aggregator Parser,and either delivering the
frame to its MAC Client or discarding the frame.
Type: Create — Optional

Modify — Optional
Valid values: 0 - 65535

Default value: 0

aggrtype Static | Lacp Aggregation type. It can be either static or lacp
Type: Create — Optional
Modify — Optional

Default value: Static

Example:

$ create lacp aggr aggrifname aggr-0 actorsystemprio 2 actoradminkey 1000

collectormaxdelay 2 aggrtype Static

Output:
Verbose Mode On
Entry Created

Aggr IfName :aggr-0

Mac Address : 23:45:67:89:00:01 Aggregate

Actor Sys Priority : 2 Partner Sys Priority : 2
Actor Sys ID : 23:45:67:89:00:01

Partner Sys ID : 23:45:67:89:00:01

Actor Oper Key : 10 Partner Oper Key
Actor Admin Key : 1000 Collector Max Delay

Aggregation Type : Static
Verbose Mode Off:
Entry Created

Output Fields:

: true

12
12

Field Description
Aggr IfName The Aggregator interface name.
Mac Address A 6-octet read-only value carrying the individual MAC

address assigned to the Aggregator.

Aggregate A read-only Boolean value indicating whether the
Aggregator represents an Aggregate (TRUE) or an
Individual link (FALSE).

Actor Sys Priority A 2-octet read-write value indicating the priority value
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associated with the Actor's System ID.

Partner Sys Priority

associated with the Partners SystemiD.

A 2-octet read-only value that indicates the priority value

Actor Sys ID

A 6-octet read only MAC address value used as a unique

identifier for the System that contains this Aggregator.

Partner Sys ID

Partner.

A 6-octet read-only MAC address value consisting of the
unique identifier for the current protocol Partner of this

Aggregator.A value of zero indicates that there is no known

Actor Oper Key

Aggregator.

The current operational value of the Key for the

Partner Oper Key

is current protocol Partner.

The current operational value of the Key for the Aggregator

Actor Admin Key

Aggregator

The current administrative value of the Key for the

Collector Max Delay

to its MAC Client or discarding the frame.

The value of this 16-bit read-write attribute defines the
maximum delay,in tens of microseconds,that may be
imposed by the Frame Collector between receiving a frame

from an Aggregator Parser,and either delivering the frame

Aggregation Type Aggregation type. It can be either static or lacp

Cautions:

® | ACP aggregator creation shall fail, if aggregator interface is not created.

® LACP aggregator shall not be created, if Redundancy aggregator is created
for an aggregator interface.

References:

® create aggr intf
® getaggr intf
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5.4.4 LACP AGGRPort Info Commands

5.4.4.1 Get aggrport info

Description:
Use this command to get a LACP aggregator port information.

Command Syntax:
get lacp aggrport info [ifname <interface-name>]

5.4.4.2 Modify lacp aggrport info

Description:
Use this command to modify LACP aggregator port information.

Command Syntax:

modify lacp aggrport info ifname <interface-name> [actoradminkey
<actoradminkey-val>] [partadminkey <partadminkey-val>] [actorportprio
<actorportprio-val>] [partadminportprio <partadminportprio-val>] [actorsysprio
<actorsysprio-val>] [partadminsysprio <partadminsysprio-val>] [partadminsysid
<partadminsysid-val>] [partadminport <partadminport-val>] [actoradminstate
activity | timeout | aggr] [partadminstate activity | timeout | aggr] [aggrstatus
enable|disable] [pktpriority <pktpriority-val>]

Parameters:

Name Description
Ifname The IfName of the Ethernet interface for the
<interface-name> aggregator.

Type : Modify — Mandatory

Get — Optional

Valid values : eth-*, eoa-*
actoradminkey The current administrative value of the Key for the
<actoradminkey-val> Aggregator.

Type : Optional

Valid values: 1-2"16 -1
partadminkey The current administrative value of the Key for the
<partadminkey-val> Aggregator's current protocol Partner.

Type : Optional

Valid values: 1-2"16 -1
actorportprio The priority value assigned to this Aggregation
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<actorportprio-val>

Port Type : Optional
Valid values : 0-2"8 -1

partadminportprio
<partadminportprio-val

>

The current administrative value of the port priority,
for the protocol Partner.

Type : Optional
Valid values: 0 — 255

actorsysprio

<actorsysprio-val>

A 2-octet read-write value indicating the priority
value associated with the Actor's System ID.
Type : Optional

Valid values: 0 — 255

partadminsysprio

<partadminsysprio-val>

A 2-octet read-only value that indicates the priority
value associated with the Partner's System ID.
Type : Optional

Valid values: 0 - 255

partadminsysid

<partadminsysid-val>

A 6-octet read-write MACAddress value
representing the administrative value of the
Aggregation Port’s protocol Partner's SystemID
Type : Optional

Valid values: 00:00:00:00:00:00 - ff:ff.ff:ff.ff:ff

partadminport

<partadminport-val>

The current administrative value of the port
number for the protocol Partner.

Type : Optional

Valid values: 0 - 65535

actoradminstate

activity | timeout |

aggr

Administrative state of actor

Type: Optional

partadminstate

activity | timeout |

aggr

Administrative state of Partner.

Type: Optional

aggrstatus

enable|disable

Specifies whether aggregation(bonding) is to be
enabled over this Aggregation Port.
Type : Optional

Valid values: enable|disable

pktpriority
<pktpriority-val>

For LACP PDUSs, this priority shall be used for
choice of traffic class/Queue on outgoing interface.
Type: Modify Optional

Valid values: 0-7

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

143



Example:
$ get lacp aggrport info ifname eth-0

Output:

Interface : eth-0 Port Is Aggregate : true
Actor Oper Key 10 Partner Oper Key 12
Actor Admin Key : 1000 Partner Admin Key 12
Actor Port Priority 01 Partner Admin Port Priority : 1

Actor System Priority 12 Partner Oper Port Priority : 1

Actor System ID : 23:45:67:89:00:01 Partner Admin Sys Priority : 2
Actor Port 2 Partner Oper Sys Priority  : 2
Partner Admin Sys Id : 23:45:67:89:00:01 Partner Admin Port 01
Partner Oper Sys Id : 23:45:67:89:00:01 Partner Oper Port 01

Port Actor Admin State  : distrib
Port Partner Admin State : activity
Port Actor Oper State . default
Port Partner Oper State : default
Attached Agg ID > aggr-0 Selected Agg ID > aggr-0
Aggregation Status : Enable LACP PacketsPrio 2

Output Fields:

Field Description
Interface The IfName of the Ethernet interface for the aggregator.
Port Is Aggregate Boolean value indicating whether the Aggregation Port is able to

Aggregate ('TRUE'), or is only able to operate as an Individual link

('FALSE)).
Actor Oper Key The current operational value of the Key for the Aggregator.
Partner Oper Key The current operational value of the Key for the Aggregator's current

protocol Partner.

Actor Admin Key The current administrative value of the Key for the Aggregator.

Partner Admin Key The current administrative value of the Key for the Aggregator's current

protocol Partner.

Actor Port Priority The priority value assigned to this Aggregation Port.

Partner Admin Port The current administrative value of the port priority for the protocol
Priority Partner.

Actor System Priority A 2-octet, read-write value indicating the priority value associated with

the Actor's System ID.

Partner Oper Port Priority | The current operational value of the port priority for the protocol Partner.

Actor System ID A 6-octet, read-write MAC address value, used as a unique identifier for

the System that contains this Aggregator.
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Partner Admin Sys

Priority

A 2-octet, read-only value that indicates the priority value associated with

the Partner's System ID.

Actor Port

The port number locally assigned to the Aggregation Port.

Partner Oper Sys Priority

A 2-octet read-only value that indicates the priority value associated with

the Partnerls System ID.

Partner Admin Sys Id

A 6-octet read-write MACAddress value representing the administrative

value of the Aggregation Port’s protocol Partner's System ID.

Partner Admin Port

The current administrative value of the port number for the protocol

Partner.

Partner Oper Sys Id

A 6-octet read-write MACAddress value representing the operational

value of the Aggregation Port’s protocol Partner's System ID.

Partner Oper Port

The current operational value of the port number for the protocol Partner.

Port Actor Admin State

Administrative state of Actor.

Port Partner Admin State

Administrative state of Partner.

Port Actor Oper State

Operational state of Actor.

Port Partner Oper State

Operational state of Partner.

Attached Agg ID

The identifier value of the Aggregator that this Aggregation Port has

currently selected.

Selected Agg ID

The identifier value of the Aggregator that this Aggregation Port has

currently selected.

Aggregation Status

Whether or not aggregation(bonding) is to be enabled over this

Aggregation Port..

LACP PacketsPrio

For LACP PDUs, this priority shall be used for choice of traffic

class/Queue on outgoing interface.

References:

® lacp aggrport list
® lacp aggrport stats
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5.45 LACP AGGRPort List Commands

5.4.5.1 Get lacp aggrport list

Description:
Use this command to get a LACP aggregator port list.

Command Syntax:
get lacp aggrport list [aggrifname <aggrifname-val>]

Parameters:
Name Description
Aggrifname The Aggregator interface name.
<aggrifname-val> Type : Optional
Valid values: aggr-*
Mode:

Super-User, User

Example:
$ get lacp aggrport list

Output:
Aggr IfName :  aggr-0
Port List : eth-0eth-1

Output Fields:

Field Description

Aggr IfName The Aggregator interface name.

Port List List of the ports corresponding to given aggregator index.
References:

® lacp aggr
® lacp aggrport info
® |acp aggrport stats.
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5.4.6 LACP AGGRPort Stats Commands
5.4.6.1 Get lacp aggrport stats

Description:
Use this command to get LACP aggregator port statistics.

Command Syntax:
get lacp aggrport stats [ifname <interface-name>]

5.4.6.2 Reset lacp aggrport stats

Description:
Use this command to reset LACP aggregator port statistics.

Command Syntax:
reset lacp aggrport stats ifname <interface-name>

Note:
This command is not supported in this release.

Parameters:
Name Description
Ifname The IfName of the Ethernet interface for the
<interface-name> aggregator.
Type : Modify — Mandatory
Get — Optional
Valid values : eth-*, eoa-*
Example :

$ get lacp aggrport stats ifname eth-0

Output:
Interface . eth-0
LACPDUs Rx 1 LACPDUs Tx 01
MarkerPDUs Rx 1 MarkerPDUs Tx 1
Marker Response PDUs Rx : 1 Marker Response PDUs Tx : 1
Unknown Rx 1 lllegal Rx 01
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Output Fields:

Field Description

Interface The Interface name of the Ethernet interface for the aggregator.
LACPDUs Rx The number of valid LACP PDUs received on this Aggregation Port.
LACPDUs Tx The number of LACP PDUs transmitted on this Aggregation Port.
MarkerPDUs Rx The number of valid Marker PDUs received on this Aggregation Port.
MarkerPDUs Tx The number of Marker PDUs transmitted on this Aggregation Port.

Marker Response The number of valid Marker Response PDUs received on this

PDUs Rx Aggregation Port.

Marker Response The number of Marker Response PDUs transmitted on this

PDUs Tx Aggregation Port.

Unknown Rx The number of frames received, that either carry the Slow Protocols
Ethernet Type value, but contain an unknown PDU, or, are addressed
to the Slow Protocols group MAC Address, but do not carry the Slow

Protocols Ethernet Type.

lllegal Rx The number of frames received, that carry the Slow
Protocols Ethernet Type value, but contain a badly

formed PDU or an illegal value of Protocol Subtype.

References:

® lacp aggr

® lacp aggrport list
® lacp aggrport info.

5.4.7 Redundancy aggr info Commands

5.4.7.1 Get rdncy aggr info

Description:
Use this command to get.

Command Syntax:
get rdncy aggr info [ifname <interface-name]
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5.4.7.2 Create rdncy aggr info

Description:
Use this command to create.

Command Syntax:
create rdncy aggr info ifname ifname [revdistrib Enable | Disable] [fallback
Enable | Disable]

5.4.7.3 Delete rdncy aggr info

Description:
Use this command to delete

Command Syntax:
delete rdncy aggr info ifname <interface-name>

5.4.7.4 Modify rdncy aggr info

Description:
Use this command to modify

Command Syntax:
modify rdncy aggr info ifname <interface-name> [revdistrib Enable | Disabl
[fallback Enable | Disable]

Parameters:
Name Description
ifname This specifies the interface index used for the Redundancy
<interface-name> Aggregator type of interfaces. Valid Value is aggr-0
Type: Create -- Mandatory
Delete -- Mandatory
Modify -- Mandatory
Get -- Optional
Valid values: aggr-0
revdistrib Enable | It denotes whether reverse distribution filtering is to be enforced
Disable for traffic in the receiving direction, when both the links are
active, for this aggregator interface. If duplicate packets are
expected on the redundant links (if uplink aggregating device is
layer2 switch), Reverse distribution filtering may be enabled.

e]
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But if there is no chance of such duplicate packets, or the
duplicate packets need not have a special handling, reverse
distribution filtering may be disabled.
Type: Create -- Optional

Modify -- Optional

Default value: enable

fallback Enable |

Disable

This specifies whether fallback is to happen for aggregator
interface, when a link goes down. As fallback trigger leads to
re-propagation of protocol PDUs to the links based on the state
of the links, this may be enabled if re-propagation of protocol
PDUs is required for immediate restoration of peer protocol
state on uplink devices. If such a treatment is not required and

Protocol time out may only be triggered for re-propagation,

Fallback trigger should be disabled.
Type: Create -- Optional
Modify -- Optional

Default value: enable

Example:

$ create rdncy aggr info IfName aggr-0 revdistrib disable fallback disable

Output:

Verbose Mode On

Entry Created

Interface Index - aggr-0

Reverse Distribution : disable FallBack : disable
Verbose Mode Off:

Entry Created

Output Fields:

Field

Description

Interface Index

type of interfaces. Valid Value is aggr-0

This specifies the interface index used for the Redundancy Aggregator

Reverse Distribution

reverse distribution filtering may be disabled.

It denotes whether reverse distribution filtering is to be enforced for
traffic in the receiving direction, when both the links are active, for this
aggregator interface. If duplicate packets are expected on the redundant
links (if uplink aggregating device is layer2 switch) Reverse distribution
filtering may be enabled. But if there is no chance of such duplicate

packets or the duplicate packets need not have a special handling
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FallBack This specifies whether fallback is to happen for aggregator interface,
when a link goes down. As fallback trigger leads to re-propagation of
protocol PDUs to the links based on the state of the links, this may be
enabled if re-propagation of protocol PDUs is required for immediate
restore of peer protocol state on uplink devices. If such a treatment is

not required and Protocol time out may only be trigger for

re-propagation, Fallback trigger should be disabled.

Caution:
® Redundancy aggregator shall not be created, if aggregator interface is not
created or if LACP aggregator is created for the aggregator interface.

References:
® create aggr intf command
® get aggr intf command
5.4.8 Redundancy aggrport list Commands

5.4.8.1 Get aggrport list

Description:
Use this command to get.

Command Syntax:
get rdncy aggrport list [aggrifname <interface-name>]

Parameters:
Name Description
aggrifname Index of the redundancy aggregator, for which layer2
<interface-name> interfaces are associated. Valid Value is aggr-0
Type: Get -- Optional
Valid values: aggr-0
Example:

$ get rdncy aggrport list aggrifname aggr-0
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Output:

Aggr IfName :aggr-0
PortList . eth-0 eth-1
Port List Interface type : None

Output Fields:

Field Description

Aggr IfName Index of the redundancy aggregator, for which layer2

interfaces are associated. Valid Value is aggr-0

PortList The complete list of active layer2 interfaces associated
with the aggregator interface by virtue of redundancy.
Each bit set represents the Ethernet interface, that is
actively associated with redundancy based
aggregation. An interface is actively associated with
aggregator interface, if data for the aggregator interface

can be transmitted/received over it.

Port List Interface type | It denotes what type of interfaces (Physical ethernet)
are present in Port List. If no interface are present in

port list the value shall be None

5.4.9 Redundancy aggr stats Commands

5.4.9.1 Get rdncy aggr stats

Description:
Use this command to get.

Command Syntax:
get rdncy aggr stats [ifname <interface-name>]

5.4.9.2 Reset rdncy aggr stats

Description:
Use this command to reset.

Command Syntax:
reset rdncy aggr stats ifname <interface-name>
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Parameters:

Name

Description

ifname <interface-name>

This specifies the interface index used for the Aggregator
type of interfaces for which the redundancy stats are
desired. Valid Value is aggr-0
Type: Reset -- Optional

Get -- Optional

Valid values: aggr-0

Example:

$ get rdncy aggr stats IfName aggr-0

Output:

Interface Index - aggr-0
Collapse Count 1
DeCollapse Count 1

Last Collapse Time [MM/DD/YYYY::HH:MM:SS]
Last De-Collapse Time [MM/DD/YYYY::HH:MM:SS] : 04/21/2003:12:23:34

Output Fields:

1 04/21/2003:12:23:34

Field

Description

Interface Index

This specifies the interface index used for the Aggregator
type of interfaces for which the redundancy stats are desired.

Valid Value is aggr-0

Collapse Count

This specifies the number of times one of the redundant
interfaces has gone down and the traffic had to be moved on

to the other redundant interface, which is up.

DeCollapse Count

This specifies the number of times one of the failed
redundant interfaces has come up and the traffic had to be

redistributed among mutually redundant interfaces.

Last Collapse Time

[MM/DD/YYYY::HH:MM: SS]

This specifies time at which the last collapse (one of the
redundant interface has gone down) occurred. The display

format shall be mm/dd/yyyy:hr:min:sec.

Last De-Collapse Time

[MM/DD/YYYY::HH:MM: SS]

This specifies time at which the last de-collapse (one of the
failed redundant interface has come up) occured. The display

format shall be mm/dd/yyyy:hr:min:sec.
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5.5 ATM commands

5.5.1 AAL5 VC Statistics Commands

5.5.1.1 Get atm aal5 stats

Description:

Use this command to get AAL5 VC statistics.

Command Syntax:
get atm aal5 stats [ifname <interface-name>]

Parameters:
Name Description
Ifname This parameter specifies the interface for which
<interface-name> information is desired
Type : Get - Optional
Valid values : aal5-0 -
Example:

$ get atm aal5 stats ifname aal5-0

Output:

Low IfName catm-0  VC IfName : aal5-0
VPI :0 VCI 01

Tx Frames count : 100 Rx Frames count : 85
Tx Bytes count  : 1535 Rx Bytes count  : 1200
CRC Errors count : 0 Oversized SDU :0

Output Fields:

Field Description

VC IfName The name of the aal5 (aal5-0 etc) interface, for which statistics needs to be
retrieved.

Low IfName This specifies the ATM port name. It can be : atm-0

VPI This is the Virtual Port Identifier.

VCI This is the Virtual Circuit Identifier.

Tx Frames count

The number of AAL5 CPCS PDUs transmitted on this AAL5 VCC.

Rx Frames count

The number of AAL5 CPCS PDUs received on this AAL5 VCC.

Tx Bytes count

The number of octets contained in AAL5 CPCS PDUs received on this AAL5 VCC.

Rx Bytes count

The number of octets contained in AAL5 CPCS PDUs received on this AAL5 VCC.
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CRC Errors count This specifies the number of CRC errors encountered.

Oversized SDU This specifies the number of oversized SDUs received.

References:

® atm vc related commands

® atm port and statistics related commands

® atm vc statistics commands.

5.5.2 ATM OAM CC Commands

5.5.2.1 Get oam cc vcC

Description:

Use this command to get.

Command Syntax:

get oam cc vc [ifname <interface-name>]

5.5.2.2 Modify oam cc vc

Description:

Use this command to modify.

Command Syntax:

modify oam cc vc ifname <interface-name> [action act | deact] [dir sink | src |
both] [mode auto | manual]

Parameters:
Name Description
ifname This parameter specifies the interface, for which information is desired.

<interface-name>

In case the field is not specified, then the information for all valid
interfaces should be displayed.
Type: Modify -- Mandatory

Get -- Optional

action act | deact

This field specifies the CC action to be taken. This is used along with
CC direction field.
Type: Modify -- Optional

dir sink | src | both

This field specifies the direction for CC

activation/Deactivation.Direction could be source (src), sink or both.

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

155



Type: Modify -- Optional

mode auto | man

ual This specifies the activation/deactivation capability at a VCC.

Type: Modify -- Optional

Example:

$ get oam cc vc ifname aal5-0

Output:

ifName Mode  SourceOperStatus SinkOperStatus Initiator

anual activated LOC Self

Output Fields:

Field Description

ifName This parameter specifies the interface, for which information is desired. In
case the field is not specified, then the information for all valid interfaces
should be displayed.

Mode This specifies the activation/deactivation capability at a VCC.

SourceOperStatus This field specifies the current operational state of source point of the VCC.

SinkOperStatus

This field specifies the current operational state of sink point of the VCC.

Initiator

This field is valid only in auto mode and it specifies the current initiator of CC

Activation/Deactivation.

References:

® atm vc related commands.

® atm port

and statistics related commands.

® atm oam loopback commands.
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5.5.3 ATM OAM Loopback Commands

5.5.3.1 Get oam Ipbk vc

Description:
Use this command to get.

Command Syntax:
get oam Ipbk vc [ifname <interface-name>]

5.5.3.2 Modify oam Ipbk vc

Description:
Use this command to modify.

Command Syntax:

modify oam Ipbk vc ifname <interface-name> [e2e | seg] [Ibid <lbid-val>]

Parameters:

Name Description

ifname Interface Index of the ATM port, on which this VC is getting

<interface-name> configured.
Type: Modify — Mandatory

Get — Mandatory

e2e | seg This specifies the loop back type used. It may be: e2e or segment.
Type: Modify — Optional

Lbid < Ibid-val> This defines the loopback site, which will loopback the cell.
Type: Modify — Optional

Example:

$ get oam Ipbk vc ifname aal5-0

Output:
I[fName :aal5-0 VPI: 1 VCI:1
LB Type :e2e

OAM Location Id : Oxffffffffrfffrfrfrfrree
OAM LB Result : E2e Succeeded
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Output Fields:

Field Description

IfName Interface Index of the ATM port, on which this VC is getting configured.

VPI This is the Virtual Circuit Identifier.

VClI This is the Virtual Port Identifier.

LB Type This specifies the loop back type used. It may be:e2e or segment.

OAM Location Id This defines the loopback site, which will loopback the cell.

OAM LB Result This specifies the result of the loop back test. It may be Result
Unavailable, Seg Succeeded, Seg Failed, E2e Succeeded, E2e Failed,
Test Aborted, or Test In Progress.

References:
® atm vc related commands.
® atm port and statistics related commands.

5.5.4 ATM Port Commands
5.5.4.1 Get atm port

Description:
Use this command to get.

Command Syntax:
get atm port [ifname <interface-name>]

5.5.4.2 Create atm port

Description:
Use this command to create.

Command Syntax:

create atm port ifname <interface-name> lowif <lowif-val> [ maxvc <maxvc-val> ]
[ maxvpibits <maxvpibits-val> ] [ maxvcibits <maxvcibits-val>] [ oamsrc
<oamsrc-val> ] [ orl <orl-val> ] [ trfclassprofileid <trfclassprofileid-val> ]

[ profilename <profilename-val> ] [ ctlpktinstid <ctlpktinstid-val> ]

[ atmtransporttype cell | packet ] [ mirrormode data | mirror ][ enable |
disable ]
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5.5.4.3 Delete atm port

Description:

Use this command to delete.

Command Syntax:

delete atm port ifname <interface-name>

5.5.4.4 Modify atm port

Description:

Use this command to modify.

Command Syntax:

modify atm port ifname <interface-name>[ maxvc <maxvc-val>] [ maxvpibits
<maxvpibits-val> ] [ maxvcibits <maxvcibits-val> ] [ oamsrc <oamsrc-val> ] [ orl
<orl-val>] [ trfclassprofileid <trfclassprofileid-val> ] [ profilename

<profilename-val> ] [ atmtransporttype cell | packet ] [ enable | disable ]

Parameters:
Name Description
ifname Physical interface index

<interface-name>

Type: Create — Mandatory
Delete — Mandatory
Modify — Mandatory
Get — Optional

lowif <lowif-val>

This is the Iflndex of the low interface on which this ATM port is
configured. Lower interface can be of type dsl-* or dsli-* or dslf-* or
abond-*

Type: Create — Mandatory

maxvc <maxvc-val>

This specifies the maximum number of VCCs (PVCCs), supported at
this ATM interface. This field is not valid if the atmtransporttype has the
value packet
Type: Create — Optional

Modify — Optional
Valid values: 1 -8

Default value: 8

maxvpibits

<maxvpibits-val>

The maximum number of active VPI bits configured for use at the ATM
interface.

Type: Create — Optional
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Modify — Optional
Valid values: 1 -8

Default value: 8

maxvcibits This specifies the maximum number of active VCI bits configured for use
<maxvcibits-val> at this ATM interface.
Type: Create — Optional
Modify — Optional
Valid values: 1 - 16

Default value: 16

oamsrc <oamsrc-val> Loopback source id assigned to the ATM port. The ATM port will
respond to all loopback cells, which carry this OAM id. This field is not
valid if the atmtransporttype has the value packet.
Type: Create — Optional

Modify — Optional

Default value: Oxffffffffffffffffffffrfrrr

orl <orl-val> This parameter specifies the output rate limiting value in KBPS to be
applied on this interface.
Type: Create — Optional
Modify — Optional
Valid values: 64 - 6000
Default value: 54000

trfclassprofileid This specifies the traffic class profile to be associated with the ATM port.
<trfclassprofileid-val> Type: Create — Optional

Modify — Optional
Valid values: 1 -8

Default value: 1

profilename This specifies the scheduling profile to be associated with the ATM port.
<profilename-val> Type: Create — Optional

Modify — Optional
Default value: "SPPROFILE"

ctlpktinstid This specifies the control packet instance identifier associated with this
<ctlpktinstid-val> interface. If the user does not provide any instance identifier while
creating an interface an instance is created internally from the default
profile governed by the macro 1 and associated to the interface. This will
reduce the total number to instances that can be now created by one.
The default instance is governed by macro 0. Type: Create — Optional
Valid values: 1 -146

Default value: 0

atmtransporttype cell | This specifies the transport type of the atm interface. This can be either
|packet Cell which means that actual Atm Cells shall be received over the
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UTOPIA interface, or Packet , which means that Pseudo Cells
corresponding to Packet VDSL shall be received over this ATM
interface. This is not modifiable if any ATM VC is created on top of this
ATM port.
Type: Create — Optional

Modify — Optional

Default value: 1

mirrormode data | This field configures ATM port in data mode or mirror mode. In mirror
mirror mode, only the mirrored packets are allowed to go out of the port and
regular customer data is forbidden. Scheduling profile field is ignored in
mirror mode.

Type: Create — Optional

Default value: data

enable | disable Administrative status of the interface.
Type: Create — Optional

Modify — Optional
Valid values: enable, disable

Default value: enable

Example:

$ create atm port ifname atm-0 lowif dsl-0 maxvc 5 maxvpibits 6 maxvcibits 12S
oamsrc Oxffffffffffffffffefffeeef orl 3000 trfclassprofileid 3 profilename gold
ctlpktinstid 1 atmtransporttype Cell mirrormode mirror enable

Output:
Verbose Mode On
Entry Created

I[fName :atm-0 LowlfName - dsl-0
MaxVccs ' 5

MaxVpiBits 6

MaxVciBits  : 12

OAMSIc MO il
ORL(kbps) : 3000

UnknownVPI : 35 UnknownVCIl :35
ProfileName : gold

Current Output Rate : 64

trfclassprofileid ]

Ctl Pkts Instance Id : 1

ATM Transport Type : Cell

Mirror Mode . mirror

Oper Status - Up Admin Status : Enable
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Verbose Mode Off:
Entry Created

Output Fields:

Field Description
IfName Physical interface index
LowlIfName This is the Ifindex of the low interface on which this ATM port is configured.

Lower interface can be of type 94 or 124 or 125 or Oxfffffff9

MaxVccs This specifies the maximum number of VCCs (PVCCs), supported at this

ATM interface. This field is not valid if the atmtransporttype has the value

packet
MaxConfVccs This specifies the current number of VCCs configured on this port.
MaxVpiBits The maximum number of active VPI bits configured for use at the ATM
interface.
MaxVciBits This specifies the maximum number of active VCI bits configured for use at

this ATM interface.

OAMSrc Loopback source id assigned to the ATM port. The ATM port will respond to
all loopback cells, which carry this OAM id. This field is not valid if the

atmtransporttype has the value packet.

ORL(kbps) This parameter specifies the output rate limiting value in KBPS to be applied

on this interface.

UnknownVPI This parameter specifies the last seen unknown VPI on this ATM interface.

This field is not valid if the atmtransporttype has the value packet.

UnknownVCI This parameter specifies the last seen unknown VCI on this ATM interface.

This field is not valid if the atmtransporttype has the value packet.

ProfileName This specifies the scheduling profile to be associated with the ATM port.

Current Output Rate | This parameter specifies the current output rate value in KBPS that is
available on this interface, based on the minimum of DSL trained rate and

OutPut Rate limit configured for the ATM port.

trfclassprofileid This specifies the traffic class profile to be associated with the ATM port.

Ctl Pkts Instance Id This specifies the control packet instance identifier associated with this
interface. If the user does not provide any instance identifier while creating an
interface an instance is created internally from the default profile governed by
the macro 1 and associated to the interface. This will reduce the total number
to instances that can be now created by one. The default instance is

governed by macro 0.

ATM Transport Type | This specifies the transport type of the atm interface. This can be either Cell
which means that actual Atm Cells shall be received over the UTOPIA

interface, or Packet , which means that Pseudo Cells corresponding to

Packet VDSL shall be received over this ATM interface. This is not modifiable
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if any ATM VC is created on top of this ATM port.

Mirror Mode This field configures ATM port in data mode or mirror mode. In mirror mode,
only the mirrored packets are allowed to go out of the port and regular

customer data is forbidden. Scheduling profile field is ignored in mirror mode.

Oper Status The actual/current state of the interface. It can be either up or down.

Admin Status The desired state of the interface. It may be either Up or Down.

55,5 ATM VC Commands

5.5.5.1 Create atm vc intf

Description:
Use this command to create a new ATM Virtual Circuit (VC).

Command Syntax :

create atm vc intf ifname <interface-name> vpi <vpi-val> vci <vci-val> lowif

<atm-port-interface-name> [enable | disable] [aal5] [a5txsize

<aal5-cpcs-tx-sdu-size>] [abrxsize <aal5-cpcs-rx-sdu-size>] [vemux | llcmux | auto

| ethernet] [pvc] [channel fast|interleaved] [ mgmtmode
datajmgmt|DataAndMgmt| raw] [ maxnumproto <maxnumproto-val> ]

[ autostatus Enable|Disable ] [ autosupportedprot none|{pppoa | eoa | ipoa}+]

[ autovemuxforcedprot None | pppoa | eoa | ipoa] [ autosensetriggertype
dynamic | opstatechange ] [ ctipktgroupid <ctlpktgroupid> | none ]

5.5.5.2 Delete atm vc intf

Description:
Use this command to delete an existing ATM Virtual Circuit (VC).

Command Syntax:
delete atm vc intf ifname <interface-name>

5.5.5.3 Get atm vc intf

Description:

Use this command to display information corresponding to a single VC, or for all

VCs.
Command Syntax: get atm vc intf [ifname <interface-name>]
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5.5.5.4 Modify atm vc intf

Description:
Use this command to modify ATM VC parameters.

Command Syntax:

modify atm vc intf ifname <interface-name> [vpi <vpi-val>] [vci <vci-val>]
{enable | disable} [a5txsize <aal5-cpcs-tx-sdu-size>] [abrxsize
<aal5-cpcs-rx-sdu-size>] [vemux | llcmux | auto | ethernet] [ mgmtmode data |
mgmt | DataAndMgmt | raw] [ autosupportedprot nonel|{pppoa | eoa | ipoa}+]
[ autovemuxforcedprot None | pppoa | eoa | ipoa] [ autosensetriggertype
dynamic | opstatechange ]

Parameters:
Name Description
ifname This specifies name of VC Interface.
<interface-name> Type: Create — Mandatory

Delete — Mandatory

Get — Optional

Modify — Mandatory

Valid values : aal5-0 - *

lowif Interface Index of the ATM port, on which this VC is getting configured.

<atm-port-interfacenam | Type: Mandatory

e> Valid values : atm-0 - *

vpi <vpi-val> Virtual Path Identifier. In order to modify, the VPI value shall be the new
VPI value and the admin status of VC interface shall be disabled. Also,
the VPI and VCI value cannot be modified along with admin status in
one command. If encaptype is Ethernet than value of this field has to be
0.
Type : Create — Mandatory

Modify — Optional
Valid values : 0-28

vCi <vci-val> Virtual Circuit Identifier. In order to modify, the VCI value shall be the
new VCI value and the admin status of VC interface shall be disabled.
Also, the VPI and VCI value cannot be modified along with admin status
in one command. If encaptype is Ethernet than value of this field has to
be 0.
Type: Create — Mandatory

Modify — Optional
Valid values : 1-2716
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mgmtmode Data |
Mgmt | DataAndMgmt

| Raw

It denotes the Management Mode of the ATM VC. If it is Data, then only
data transmission can take place. If it is Mgmt, then management of
remote CPE device can happen on that ATM VC and packets on that
ATM VC shall start coming to Control Plane. In DataAndMgmt mode,
data transmission as well as remote CPE management can happen on
the same ATM VC interface. In DataAndMgmt mode, the acceptable
values for atmVCCAAL5ENncapType are llicmux and auto. In Mgmt
mode, EoA interface cannot be created on the ATM VC and both
Ethernet as well as non-ethernet packets on that ATM VC shall be
received at the Control Plane. In DataAndMgmt mode, if E0A is created,
then only non-ethernet packets on that ATM VC shall be received at the
Control Plane. However, if EOA is not created then all the packets on
that ATM VC shall be received at the Control Plane. However, to
configure ATM VC in DataAndMgmt mode, a good practice is to to
create ATM VC in disable mode till EOA is created on it, to prevent
flooding at Control Plane. In order to run STP, the mode has to be
DataAndMgmt. If the mode is RawATM(4), ATM cells are given to
Control Plane. In this mode, EoA interface cannot be created on the
ATM VC. If EoA interface is already created on the ATM VC, its mode
cannot be changed to either Mgmt(2) or RawATM(4). This field is not
valid if encaptype is Ethernet.

Type: Create — Optional

Default value: Data

enable|disable

This specifies the Admin Status of the VC.
Type: Optional

Default Value: enable

aal5

This specifies the AAL type in use for this VC. The only type of AAL
supported in Columbia Packet is AAL5. This field is not valid for an ATM
VC with encaptype as Ethernet.

Type: Create Optional

Default value: aal5

abtxsize

<aal5-cpcs-txsdu-size >

This specifies the maximum transmit CPCS SDU size to be used.
Type: Optional

Valid values : 1-1536

Default Value: 1536

abrxsize

<aal5-cpcs-rxsdu-size>

This specifies the maximum receive CPCS SDU size to be used
Type: Optional

Valid values : 1-1536

Default Value: 1536

vemux|llcmuxjauto]

ethernet

This specifies the data encapsulation method to be used over the AAL5

SSCS layer. "auto" means autosense the muxType(llc/vc). Auto mode

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

165



is only used to sense the lic/vemux. Atm VC with encaptype as ethernet
can be created only over an ATM port which has value of
atmtransporttype as packet.The VPI/VCI values for this atm vc shall be
0/0. aaltype, mgmtmode and oam related parameters are not valid for
an ATM VC with encaptype as Ethernet.

Type: Optional

Default Value: licmux

Pvc This specifies the type of VC. The only value supported is PVC.
Type: Optional

Default Value: pvc

channel This extension specifies the type of channel on which the ATM VC's
fast|interleaved cells have to be transmitted/ received. This field is deprecated and
currently not in use.

Type: Optional

Default Value: Interleaved

Maxnumproto This field specifies the maximum number of simultaneous active
<maxnumproto-val> protocol stacks supported on this interface. Currently, only one protocol
stack is supported.

Type: Create — Optional

Default value: 1

Autostatus This field specifies whether the Auto mode is to be enabled or not. In
Enable|Disable the Auto mode, the stack above this interface will be determined and
created based on the protocol packets sensed on this interface. For
example, if the protocol packet sensed above this interface is an EoA
packet, then the corresponding EoA stack will be created above this
interface. However, the corresponding EoA interface must have been
created with the config status field set as config mode. This field is not
valid if encaptype is Ethernet.

Type: Create — Optional

Default value: disable

autosupportedprot This field specifies Higher layer protocols which are supported for auto
none|{pppoa | eoa | detection on the given ATM VC. Only the packets if the protocols
ipoa}+ mentioned in this field can lead to Auto detection. This field is

meaningful only when autostatus flag as enable.
Type: Create — Optional
Modify — Optional

Default value: 1

autovemuxforcedprot | This field specifies that if the encap type detected is VCMux, the user

None | pppoa | eoa | can configure to build a specific protocol stack automatically. It can only
ipoa be present with the autostatus flag as enable. In case of a conflict with
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autoSupportedProtocols, its value will override.
Type: Create — Optional
Modify — Optional

Default value: none

autosensetriggertype | This field specifies at what time autodetection of Encapsulation type or
dynamic | higher protocol layers is to be done - all the time or only when
opstatechange Operational Status of ATM VC is changed to UP. If its value is
‘dynamic’, then detection can happen anytime a packet is received. If its
value is 'opstatechange’, then autodetection happens only when
Operational status of ATM VC changes to UP. This field is not valid if
encaptype is Ethernet.
Type: Create — Optional

Modify — Optional

Default value: dynamic

ctlpktgroupid The Control packet instance group associated with this VC. The flows
ctlpktgroupid | none for this interface shall be mapped to control packet instances as
mapped for the flows corresponding to the groupid configured in ctrlpkt
group info command. If this group does not have entries for some of the
flows, then those flows shall be mapped to the ctlpktinstid of ATM port,
for which this VC is being created. If the group id is 0, then all the flows
shall be mapped to ctlpktinstid of ATM port, for which this VC is being
created.

Type: Create — Optional

Valid values: 0 -50

Default value: 0

Example:

$ create atm vc intf ifname aal5-0 lowif atm-0 vpi 10 vci 10 enable aal5 pvc
abtxsize 1536 abrxsize 1536 llcmux mgmtmode data autosupportedprot pppoa
eoa autovcmuxforcedprot pppoa autosensetriggertype dynamic ctlpktgroupid none

Output:
Verbose Mode On
Entry Created

VC IfName - aal5-0 Low IfName :atm-0
VPI 0 VCI : 35
Admin Status :Up Oper Status : Down
Aal5 Tx Size : 1536 Aal5 Rx Size : 1536

AAL Type - AALS AALS5 Encap : llemux
channel . Interleaved Last Change(sec) : 0
MgmtMode : Data Row Status . active
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VC Type : PVC VC Topology : Point to Point
Max simultaneous protocol :1
Auto Status : Disable

Auto Supported Protocol

. pppoa eoa

Auto VC Mux Forced Protocol : None
Auto Sense Trigger Type  : dynamic
Auto Curr Sensed Encaps Typee : none

Ctl Pkts Group Id

. none

Auto Supported Protocol : pppoa eoa

Output Fields:

Field Description

VC IfName VC Interface Name. It can be : aal5-0 - *

Low IfName Interface Index of the ATM port, on which this VC is getting configured.

VPI Virtual Path Identifier. In order to modify, the VPI value shall be the new
VPI value and the admin status of VC interface shall be disabled. Also, the
VPI and VCI value cannot be modified along with admin status in one
command. If encaptype is Ethernet than value of this field has to be 0.

VCI Virtual Circuit Identifier. In order to modify, the VCI value shall be the new

VCI value and the admin status of VC interface shall be disabled. Also, the
VPI and VCI value cannot be modified along with admin status in one

command. If encaptype is Ethernet than value of this field has to be O.

Oper Status

This specifies the actual/current state of the interface. It can be either Up

or Down

Admin Status

This specifies the desired state of the interface. It may be either Up/Down.

Aal5 Tx Size

This specifies the transmit CPCS SDU size to be used.

Aal5 Rx Size

This specifies the receive CPCS SDU size to be used.

Aal Type

This specifies the AAL type in use for this VC. The only type of AAL
supported in Columbia Packet is AALS. This field is not valid for an ATM

VC with encaptype as Ethernet.

Aal5 Encap

This specifies the data encapsulation method to be used over the AAL5
SSCS layer. "auto" means autosense the muxType(llc/vc). Auto mode is
only used to sense the lic/vemux . Atm VC with encaptype as ethernet can
be created only over an ATM port which has value of atmtransporttype as
packet.The VPI/VCI values for this atm vc shall be 0/0. aaltype,
mgmtmode and oam related parameters are not valid for an ATM VC with

encaptype as Ethernet.

channel

This extension specifies the type of channel on which the ATM VC's cells
have to be transmitted/received. This field is deprecated and currently

not in use.
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Last Change

The value of sysUpTime at the time this VC entered its current operational

State.

MgmtMode

It denotes the Management Mode of the ATM VC. If it is Data, then only
data transmission can take place. If it is Mgmt, then management of
remote CPE device can happen on that ATM VC and packets on that ATM
VC shall start coming to Control Plane. In DataAndMgmt mode, data
transmission as well as remote CPE management can happen on the
same ATM VC interface. In DataAndMgmt mode, the only acceptable
value for atmVCCAALS5EncapType is lic. In Mgmt mode, EoA interface
can't be created on the ATM VC and both Ethernet as well as non-Ethernet
packets on that ATM VC shall be received at Control Plane. In
DataAndMgmt mode, if EoA is created then only non-Ethernet packets on
that ATM VC shall be received at Control Plane. However, if EOA is not
created then all the packets on that ATM VC shall be received at Control
Plane. However, to configure ATM VC in DataAndMgmt mode, good
practice is to create ATM VC in disable mode till E0A is created on it, to
prevent flooding at Control Plane. In order to run STP, the mode has to be
DataAndMgmt. If the mode is RawATM(4), ATM cells are given to
Control Plane. In this mode, EoA interface cannot be created on the ATM
VC. If EoA interface is already created on the ATM VC, its mode cannot be
changed to either Mgmt(2) or RawATM(4). This field is not valid if

encaptype is Ethernet.

RowStatus

This defines the row-status of the interface entry

VC Type

This field specifies whether VC type is PVC or SVC.

VC Topology

This field specifies the VC connection topology type.

Max simultaneous

protocol

This field specifies the maximum number of simultaneous active protocol
stacks supported on this interface. Currently, only one protocol stack is

supported.

Auto Status

This field specifies whether the Auto mode is to be enabled or not. In the
Auto mode, the stack above this interface will be determined and created
based on the protocol packets sensed on this interface. For example, if the
protocol packet sensed above this interface is an EoA packet, then the
corresponding EoA stack will be created above this interface. However,
the corresponding EoA interface must have been created with the

gsvEoaConfigMode field's bit corresponding to the 'Auto’ set.

Auto Supported

Protocol

This field specifies Higher layer protocols which are supported for auto
detection on the given ATM VC. Only the packets if the protocols
mentioned in this field can lead to Auto detection. This field is meaningful

only when autostatus flag is enable.

Auto VC Mux Forced

This field specifies if the encap type detected is VCMux, the user can
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Protocol configure to build a specific protocol stack automatically. This field is
meaningful only when autostatus flag as enable. In case of conflict with

autoSupportedProtocols, its value will override.

Auto Sense Trigger This field specifies at what time autodetection of Encapsulation type or
Type higher protocol layers is to be done - all the time or only when Operational
Status of ATM VC is changed to UP. If its value is 'dynamic’, then detection
can happen anytime a packet is received. If its value is 'opstatechange’,
then autodetection happens only when Operational status of ATM VC

changes to UP. This field is not valid if encaptype is Ethernet.

Auto Curr Sensed This field specifies the current sensed Encapsulation type in case the
Encaps Type Encapsulation type is being autodetected. The value of this field will be the
same as the field 'AAL5 Encapsulation Type' if the Encapsulation type is
preconfigured. This is a read only field for all agents, except for the Auto

Sense Agent.

Ctl Pkts Group Id The Control packet instance group associated with this VC. The flows for
this interface shall be mapped to control packet instances as mapped for
the flows corresponding to the groupid configured in ctrlpkt group info

command. If this group does not have entries for some of the flows, then
those flows shall be mapped to the ctlpktinstid of ATM port, for which this

VC is being created. If the group id is 0, then all the flows shall be mapped

to ctlpktinstid of ATM port, for which this VC is being created.

Caution:
The specified lower interface should exist. Please refer to the create atm port
command.

References:

® ATM interface commands

® ATM statistics commands

® ATM OAM commands

® ATM VC statistics commands.
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5.5.6 ATM VC Statistics Commands

5.5.6.1 Get atm vc stats

Description:

Use this command to get statistical information about a specific or all ATM virtual

circuits.
Command Syntax:

get atm vc stats [ifname <interface-name>]

Parameters:
Name Description
ifname This specifies the Virtual Circuit. If this is not specified,

<interface-name>

then information for all VCs is displayed.
Type : Get — Optional

Valid values : aal5-0 - *

Example:

$ get atm vc stats ifname aal5-0

Output:
Low IfName
VPI

Total Tx Cells count : 250
CLPI 0 Rx Cells count : 10

Output Fields:

:atm-0

VC IfName :aal5-0
VCI 1

Total Rx Cells count : 20
Rx Pkts Rejected count :0

Field Description

Lowlf This specifies the ATM port name. It can be : atm-0

VPI It is the Virtual Port Identifier.

VClI It is the Virtual Circuit Identifier.

VC IfName The name of the aal5 (aal5-0 etc) interface, for which statistics

needs to be retrieved.

Total Tx Cells count

The total number of valid ATM cells transmitted by this interface.

Total Rx Cells count

The total number of valid ATM cells received by this interface.

CLPI 0 Rx Cells

The number of valid ATM cells received by this interface with

CLP=0.

Rx Pkts Rejected count

The total number of valid ATM cells discarded by the interface.
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References:

Other atm vc related commands
oam Ipbk command

atm port related commands

atm statistics related commands
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5.6 Bridging Commands

5.6.1 Bridge forwarding Commands

5.6.1.1 Get bridge forwarding

Description:

Use this command to get.

Command Syntax:
get bridge forwarding [vlanid <vlanid-val>] [macaddr <macaddr-val>]

5.6.1.2 Delete bridge forwarding

Description:

Use this command to delete.

Command Syntax:
delete bridge forwarding [vlanid <vlanid-val>] [macaddr <macaddr-val>]

Parameters:

Name

Description

vlanid <vlanid-val>

Vlan Id to uniquely identify the entry for which the bridge has forwarding and/or
filtering information. To delete an individual learnt entry or all learnt entries, the
Fdbld should be set to a valid value in case of IVL. In SVL case, this value is
ignored except when the value is 4097 which is the value of a special Vlan Id
used for managing the traffic for those VLANSs that are neither created nor
learnt in the system. When Vlan transparency feature is supported, the valid
range for this also includes 4097. VLAN here means the 802.1q Vlan in case of
Native Vlan mode and Virtual Vlan in case of Stacked Vlian Mode.
Type: Delete — Optional

Get — Optional
Valid values: 0 - 4095

macaddr

<macaddr-val>

A unicast MAC address for which the bridge has forwarding and/or filtering
information. In the case of "delete all" entries in a given FDB; the MacAddr shall
have INVALID value specified by FF: FF: FF: FF: FF: FF. To delete an
individual entry, valid value of Mac address has to be specified.

Type: Delete — Optional
Get — Optional
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Example:

$ get bridge forwarding vlanid 10 macaddr 02:2e:22:3d:44:56

Output:
MAC Addr Portld Vlanld Status
02:2e:22:3d:44:56 10 10 learned

Output Fields:

Field

Description

MAC Addr

A unicast MAC address for which the bridge has forwarding and/or filtering
information. In the case of "delete all* entries in a given FDB; the MacAddr shall
have INVALID value specified by FF: FF: FF: FF: FF: FF. To delete an individual

entry, valid value of Mac address has to be specified.

Vianld

Vlan Id to uniquely identify the entry for which the bridge has forwarding and/or
filtering information. To delete an individual learnt entry or all learnt entries, the
Fdbld should be set to a valid value in case of IVL. In SVL case, this value is
ignored except when the value is 4097 which is the value of a special Vlan Id used
for managing the traffic for those VLANSs that are neither created nor learnt in the
system. When Vlan transparency feature is supported, the valid range for this also
includes 4097. VLAN here means the 802.1q Vlan in case of Native Vlan mode and

Virtual Vlan in case of Stacked Vlan Mode.

Portld

Port number of the port on which a frame having a source address equal to the
value of the corresponding instance of dotlqTpFdbAddress, has been seen. This
may have a value of "0" if the statically configured address has a dynamic port

binding and the port has not been learnt yet.

Status

The status of this entry. The value learned (3), indicates that the value of the
corresponding instance of dotlgTpFdbPort was learned, and is being used. mgmt
(5) - the value of the corresponding instance of dotlqTpFdbAddress is also the
value of an existing instance of dotlgStaticAddress. The value internal (6) indicates
that the entry is an internal entry and cannot be deleted by the user. This entry gets
created for the IPOE/PPPOE interfaces when the bridge port over those
IPOE/PPOE interfaces gets admin enabled. The mac address in this entry shall be
the one specified in the mac address profile and Vlanld shall be the PortVlanid of
the Bridge Port.The value other (1) indicates that this is associated with a sticky

port.
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References:

® Dbridge port related commands
® Dridge port stats command

® Dridge static related commands
°

bridge mode related commands.

5.6.2 Bridge Mode Commands

5.6.2.1 Get bridge mode

Description:

Use this command to get the current bridging mode.

Command Syntax:
get bridge mode

Parameters:
None

Example:
$ get bridge mode

Output:
Bridging Mode is Enabled

Output Fields:
None

References:

modify bridge mode command
bridge port command

bridge port stats command
bridge static command

bridge forwarding command
DHCP Client commands.
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5.6.3 Bridge Port Cap Commands

5.6.3.1 Get bridge port cap

Description:

Use this command is used to get.

Command Syntax:

get bridge port cap [portid <portid-val>]

Parameters:

Name

Description

portid <portid-val>

The index of base port
Type :Optional
Valid values: 1 - 386

Default value: None

Mode:
Super-User, User

Example:

$get bridge port cap

Output:
Portid : 45

Port Capabilities : Tagging FrameTypes IngressFiltering

Output Fields:

Field

Description

portid

The index of base port.

Port Capabilites

Capabilities that are allowed on a per-port basis.
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5.6.4 Bridge port forwarding Commands

5.6.4.1 Get bridge port forwarding

Description:

Use this command to get.

Command Syntax:
get bridge port forwarding [portid <portid-val>] [vlanid <vlanid-val>] [macaddr

<macaddr-val>]

5.6.4.2 Delete bridge port forwarding

Description:

Use this command to delete.

Command Syntax:
delete bridge port forwarding portid <portid-val> [vlanid <vlanid-val>]
[macaddr <macaddr-val>]

Parameters:

Name

Description

portid <portid-val>

Port number of the port on which a frame having a source address equal to
the value of the corresponding instance of dotlqTpFdbAddress, has been
seen. This may have a value of "0" if the statically configured address has a
dynamic port binding and the port has not been learnt yet.
Type: Delete — Mandatory

Get — Optional
Valid values: 1 - 386

vlanid <vlanid-val>

Vlan Id to uniquely identify the entry for which the bridge has forwarding
and/or filtering information. To delete an individual learned entry or all
learned entries, the Fdbld should be set to a valid value in case of IVL. In
SVL case, this value is ignored except when the value is 4097, which is the
value of a special Vlan Id used for managing the traffic for those VLANSs that
are neither created nor learned in the system. When Vlan transparency
feature is supported, the valid range for this also includes 4097. VLAN here
means the 802.1q Vlan in case of Native Vlan mode and Virtual Vlan in case
of Stacked Vlan Mode.
Type: Delete — Optional

Get — Optional
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Valid values: 0 -4096

macaddr

<macaddr-val>

Type: Delete — Optional

In the case of "delete all" entries corresponding to a port in a given FDB; the
MacAddr shall have INVALID value specified by FF: FF: FF: FF: FF: FF. To

delete an individual entry, valid value of Mac address has to be specified.

Get — Optional

Example:

$ get bridge port forwarding portid 10 vlanid 10 macaddr 02:03: ee: 34:55:66

Output :
Portid :10

vlanid : 10

Mac Addr : 02:03:ee:34:55:66

Status : Mgmt

Output Fields:

Field

Description

Port Id

Port number of the port on which a frame having a source
address equal to the value of the corresponding instance of
dotlqTpFdbAddress, has been seen. This may have a value of
"0" if the statically configured address has a dynamic port

binding and the port has not been learnt yet.

vlan id

Vlan Id to uniquely identify the entry for which the bridge has
forwarding and/or filtering information. To delete an individual
learned entry or all learned entries, the Fdbld should be setto a
valid value in case of IVL. In SVL case, this value is ignored
except when the value is 4097, which is the value of a special
Vlan Id used for managing the traffic for those VLANS that are
neither created nor learned in the system. When Vlan
transparency feature is supported, the valid range for this also
includes 4097. VLAN here means the 802.1q Vlan in case of
Native Vlan mode and Virtual Vlan in case of Stacked Vlan

Mode.

Mac Addr

In the case of "delete all" entries corresponding to a port in a
given FDB; the MacAddr shall have INVALID value specified by
FF: FF: FF: FF: FF: FF. To delete an individual entry, valid

value of Mac address has to be specified.

Status

The status of this entry. The value learned (3), indicates that
the value of the corresponding instance of dotlqTpFdbPort was

learned, and is being used. mgmt (5) - the value of the
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corresponding instance of dotlgTpFdbAddress is also the
value of an existing instance of dotlgStaticAddress. The value
internal (6) indicates that the entry is a internal entry and
cannot be deleted by the user. This entry gets created for the
IPOE/PPPOE interfaces when the bridge port over those
IPOE/PPOE interfaces gets admin enabled. The mac address
in this entry shall be the one specified in the mac address
profile and Vlanld shall be the PortVlanld of the Bridge Port.
The value other (1) indicates that this is associated with a sticky

port.

5.6.5 Bridge Port Map Commands

5.6.5.1 Get bridge port map

Description:
Use this command to get.

Command Syntax:
get bridge port map [portid <portid-val>] [ifname <interface-name>]

5.6.5.2 Create bridge port map

Description:
Use this command to create.

Command Syntax:
create bridge port map portid <portid-val> ifname <interface-name>

5.6.5.3 Delete bridge port map

Description:
Use this command to delete.

Command Syntax:
delete bridge port map portid <portid-val> ifname <interface-name>
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Parameters:

Name Description

portid <portid-val> The bridge port with which a lower interface is being associated in the
autosensing scenario.
Type: Create — Mandatory

Delete — Mandatory

Get — Optional

Valid values: eoa-*, pppoe-*,ipoe-*

ifname 'ifname’ associated with 'portid’. Only the indices of interfaces
<interface-name> belonging the types eoa, pppoe or ipoe, are valid values for this
interface.

Type: Create — Mandatory
Delete — Mandatory

Get — Optional

Values: eoa-*, pppoe-*,ipoe-*

Example:
$ create bridge port map portid 2 ifname eoa-0

Output:
Verbose Mode On
Entry Created
PortId: 2 Interface Index : eoa-0

Verbose Mode Off;
Entry Created

Output Fields:

Field Description

Port Id The bridge port with which a lower interface is being

associated in the autosensing scenario.

Interface Index 'ifname’ associated with 'portid’. Only the indices of interfaces

belonging the types eoa, pppoe or ipoe, are valid values for

this interface..
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5.6.6 Bridge Port Starts Table Commands

5.6.6.1 Get bridge port stats

Description:

Use this command to get the statistics of a single port, or all the ports.

Command Syntax:
get bridge port stats [portid <portid-val>]

5.6.6.2 Reset bridge port stats

Description:

Use this command to reset bridge port statistics.

Command Syntax:

reset bridge port stats portid <portid-val>

Parameters:
Name Description
portid This is the bridge port identifier. If this is not specified in
<portid-val> the get command, then information for all ports is
displayed.
Type : Get — Optional
Reset — Mandatory
Valid values : 1- 578
Example:

$ get bridge port stats portid 1

Output:
Verbose Mode On

Portld i1 Max Info Size
Out Frames 1138 In Frames

In Discards 3

HC In Frames - 300
HC Out Frames : 350
HC In Discards 400

: 1500
129
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Output Fields:

Field Description
Portld This is the bridge port identifier. It can be : 1- 386
Max Info Size The maximum size of the INFO (non-MAC) field that this port will

receive or transmit.

Out Frames The number of frames that have been transmitted by this port to its
segment.

In Frames The number of frames that have been received by this port from its
segment.

In Discards Count of valid frames received, which were discarded (i.e., filtered)

by the Forwarding Process.

HC In Frames Number of frames that have been received by this port from its

segment. This is valid only for Ethernet interfaces.

HC Out Frames Number of frames that have been transmitted by this port to its

segment. This is valid only for Ethernet interfaces.

HC In Discards Count of valid frames received and discarded (i.e filtered) by the

Forwarding Process. This is valid only for Ethernet interfaces.

5.6.7 Bridge Port Table Commands

5.6.7.1 Create bridge port intf

Description:
Use this command to create a new bridge port.

Command Syntax:

create bridge port intf portid <portid-val> ifname <interface-name> [maxucast
<max-ucast-addresses> ] [learning enable|disable][status enable|disable]
[stickystatus enable | disable] [FdbModify enable | disable][ aclglbdenyapply
Enable | Disable ] [ aclglbtrackapply Enable | Disable ] [ proxyarpstatus enable |
disable ] [ arptstatus Enable | Disable | [ darpstatus Enable | Disable ] [ porttype
trusted | untrusted ]

5.6.7.2 Delete bridge port intf

Description:
This command is used to delete an existing bridge port.

Command Syntax:
delete bridge port intf portid <portid-val>
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5.6.7.3 Get bridge port intf

Description:
Use this command to get.

Command Syntax:
get bridge port intf [portid <portid-val>]

5.6.7.4 Modify bridge port intf

Description:
Use this command to modify.

Command Syntax:

modify bridge port intf portid <portid-val> [ maxucast <maxucast-val> |

[ learning enable | disable ] [ status enable | disable ] [ stickystatus enable |
disable ] [ fdbmodify enable | disable ] [ aclglbdenyapply Enable | Disable ]

[ aclglbtrackapply Enable | Disable ] [ proxyarpstatus enable | disable ]

[ arptstatus Enable | Disable | [ darpstatus Enable | Disable ] [ porttype trusted |
untrusted ]

Parameters:

Name Description

portid <portid-val> The bridge port id

Type: Modify —Mandatory
Get — Optional

Valid values: 1 - 578

ifname Interface name associated with the Port,
<interface-name> Type: mandatory,

Values: eth-*, eoa-*, pppoe-*, ipoe-*, vir-*

maxucast This specifies the maximum number of unicast addresses, which can be
<maxucast-val> learnt from this port. This is modifiable when the admin status of bridge
port is disabled. Max of number of unicast entries that can be
learnt/configured on a birdge port on CPE side is 128. The default value
for number of unicast entries that can be learnt or configured on a CPE
side bridge port is 16. Max of number of unicast entries that can be
learnt/configured on a birdge port on NET side is 4096. The default value
for number of unicast entries that can be learnt or configured on a bridge
port is 4096. Max of number of unicast entries that can be

learnt/configured on a birdge port on downlink side is 256. The default

value for number of unicast entries that can be learnt or configured on a
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bridge port is 256. This field is unused if the bridge port is created over an
PPPOE/IPOE interface or PPPOE/ IPOE is sensed. Any value of this field
shall be ignored for a bridge port created over a PPPOE/IPOE interface.

Type: Modify — Optional

learning enable | The State of Learning on this bridge port. The value enable (1) indicates
disable that unicast Mac address learning is enabled and the value disable
indicates that unicast Mac address learning is disabled on this bridge port.
The default value of learning status for CPE/Downlink side bridge ports
shall be enable and for NET side bridge port default value shall be enable.
This field is unused if the bridge port is created over a PPPOE/IPOE
interface or PPPOE/IPOE is sensed. Any value of this field shall be
ignored for a bridge port created over a PPPOE/IPOE interface.

Type: Modify — Optional

status enable | disable | The desired state of the bridge port. On creation the bridge port shall be
created in enabled AdminStatus by default.

Type: Modify — Optional

stickystatus enable Indicates if the port has been set as sticky. The value enable(1) indicates
|disable that the entries learnt on this port won't be aged out. It also indicates that
the entries learnt on this port shall not be learnt on any other port. The
entries learnt on this port can only be removed by management action or
by making the value as disable (2) so that the entries can be aged out.
This field is unused if the bridge port is created over an PPPOE/ IPOE
interface or PPPOE/IPOE is sensed. Any value of this field shall be
ignored for a bridge port created over a PPPOE/IPOE interface.

Type: Modify — Optional

fdbmodify enable | This specifies whether this port can overwrite an existing forwarding
disable database entry. This field is unused if the bridge port is created over an
PPPOE!/ IPOE interface or PPPOE/IPOE is sensed. Any value of this field
shall be ignored for a bridge port created over a PPPOE/IPOE interface.
Type: Modify — Optional

aclglbdenyapply This specifies whether the global acl macentry deny list represented by
Enable |Disable MO AclGlobalMacList is to be applied to this port or not. The default value
of this parameter shall depend on the port type. For Net side ports, the
default value shall be disable and for the cpe side ports the default value
shall be enable. This field is unused if the bridge port is created over an
PPPOE/IPOE interface or PPPOE/IPOE is sensed. Any value of this field
shall be ignored for a bridge port created over a PPPOE/IPOE interface.
Type: Modify — Optional

aclglbtrackapply This specifies whether the global acl macentry track list represented by
Enable |Disable MO AclGlobalMacList is to be applied to this port or not. The default value
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of this parameter shall depend on the port type. For Net side ports, the
default value shall be disable and for the cpe side ports the default value
shall be enable. This field is unused if the bridge port is created over an
PPPOE/IPOE interface or PPPOE/ IPOE is sensed. Any value of this field
shall be ignored for a bridge port created over a PPPOE/IPOE interface.
Type: Modify — Optional

proxyarpstatus enable

|disable

The Proxy Arp Status on this bridge port. The value enable of this field
indicates that Proxy Arp request can be received through this port. This
field can be enabled only on bridge port created over ethernet or
aggregator interface. Before enabling this field user should create a filter
rule with rule action as Copy to Control and rule description as
IPOE_CONTROL and map it to all those interfaces through which user
wants to receive proxy arp requests.

Type: Modify — Optional

arptstatus Enable |

Disable

This specifies whether ARP translation will be done on the ARP packets
received/transmitted on this port. When enabled, ARP source MAC
address of the incoming ARP packets (both request/reply) will be changed
to virtual MAC address (if applicable) and the ARP target MAC address of
the outgoing ARP reply packets will be changed to the original host MAC
address (if applicable).

Type: Modify -- Optional

darpstatus Enable |

Disable

This specifies whether the ARP packets received on this bridge port are to
be directed to a single port using (VLANId, IP address) to bridge port
mapping learnt using DRA. This field can be enabled only on the NET
side bridge port. This attribute is effective in conjunction with the attribute
'gsv dotlqgVlanStaticDirectedARP' of 'DotlqgVlanStatic' MO. ARP
packets are to be directed as mentioned above, only if both the flags are
enabled. If any of the two is disabled, the ARP packets will be forwarded
as per the normal bridging flow.

Type: Modify -- Optional

porttype trusted |

This field specifies whether the port is trusted or not. This information is

untrusted used by some of the control plane applications to send packet on trusted
ports, in case the application fails to uniquely determine a port.
Type: Modify -- Optional
Example:

$ create bridge port intf ifname eth-0 portid 10 maxucast 10 learning enable
stickystatus enable status enable fdbmodify disable aclglbdenyapply Disable
aclglbtrackapply Disable proxyarpstatus enable arptstatus enable darpstatus
enable porttype trusted
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Output:

Port Id : 10

Max Unicast Addresses : 10 Learning Status . enable
Port Oper Status : Disable Port Admin Status  : Disable
Sticky Status : enable FDB Modify : Disable

Acl Global Deny Apply : Disable
Acl Global Track Apply : Disable

ProxyArpStatus : enable Sensed IfIndex  eoa-1
ArpTStatus : enable Directed ARP status : enable
Port Type . trusted

Output Fields:

Field Description

Port Id The bridge port id

If Name The interface name associated with the given port.

Max Unicast Addresses This specifies the maximum number of unicast addresses, which can

be learnt from this port. This is modifiable when the admin status of
bridge port is disabled. Max of number of unicast entries that can be
learnt/configured on a birdge port on CPE side is 4096. The default
value for number of unicast entries that can be learnt or configured on
a CPE side bridge port is 4096. Max of number of unicast entries that
can be learnt/configured on a birdge port on NET side is 4096. The
default value for number of unicast entries that can be learnt or
configured on a bridge port is 4096. Max of number of unicast entries
that can be learnt/configured on a birdge port on downlink side is 256.
The default value for number of unicast entries that can be learnt or
configured on a bridge port is 256. This field is unused if the bridge
port is created over an PPPOE/IPOE interface or PPPOE/ IPOE is
sensed. Any value of this field shall be ignored for a bridge port

created over a PPPOE/IPOE interface.

Learning Status The State of Learning on this bridge port. The value enable (1)
indicates that unicast Mac address learning is enabled and the value
disable indicates that unicast Mac address learning is disabled on this
bridge port. The default value of learning status for CPE/Downlink side
bridge ports shall be enable and for NET side bridge port default value
shall be disable. This field is unused if the bridge port is created over
an PPPOE/IPOE interface or PPPOE/IPOE is sensed. Any value of
this field shall be ignored for a bridge port created over a PPPOE/IPOE

interface.

Port Oper Status The current operational state of the bridge port. If AdminStatus of the
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bridge port is disable (2), then OperStatus of the port should be disable
(2). If AdminStatus of the bridge port is changed to enable(1), then
OperStatus of the port should change to enable(1) if the bridge port is
ready to transmit and receive network traffic. The bridge port will have
the OperStatus value as dormant (5) if the 'configstatus' of the bridge
port is ‘config' and it is waiting for a packet to be sensed, on its lower

interface index, to get activated.

Port Admin Status

The desired state of the bridge port. On creation the bridge port shall

be created in enabled AdminStatus by default.

Sticky Status

Indicates if the port has been set as sticky. The value enable(1)
indicates that the entries learnt on this port won't be aged out. It also
indicates that the entries learnt on this port shall not be learnt on any
other port. The entries learnt on this port can only be removed by
management action or by making the value as disable (2) so that the
entries can be aged out. This field is unused if the bridge port is
created over an PPPOE/ IPOE interface or PPPOE/IPOE is sensed.
Any value of this field shall be ignored for a bridge port created over a

PPPOE/IPOE interface.

FDB Modify

This specifies whether this port can overwrite an existing forwarding
database entry. This field is unused if the bridge port is created over an
PPPOE!/ IPOE interface or PPPOE/IPOE is sensed. Any value of this
field shall be ignored for a bridge port created over a PPPOE/IPOE

interface.

Acl Global Deny Apply

This specifies whether the global acl macentry deny list represented by
MO AclGlobalMacList is to be applied to this port or not. The default
value of this parameter shall depend on the port type. For Net side
ports, the default value shall be disable and for the cpe side ports the
default value shall be enable. This field is unused if the bridge port is
created over an PPPOE/IPOE interface or PPPOE/IPOE is sensed.
Any value of this field shall be ignored for a bridge port created over a

PPPOE/IPOE interface.

Acl Global Track Apply

This specifies whether the global acl macentry track list represented by
MO AclGlobalMacList is to be applied to this port or not. The default
value of this parameter shall depend on the port type. For Net side
ports, the default value shall be disable and for the cpe side ports the
default value shall be enable. This field is unused if the bridge port is
created over an PPPOE/IPOE interface or PPPOE/ IPOE is sensed.
Any value of this field shall be ignored for a bridge port created over a

PPPOE/IPOE interface.

ProxyArpStatus

The Proxy Arp Status on this bridge port. The value enable of this field
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indicates that Proxy Arp request can be received through this port.
This field can be enabled only on bridge port created over ethernet or
aggregator interface. Before enabling this field user should create a
filter rule with rule action as Copy to Control and rule description as
IPOE_CONTROL and map it to all those interfaces through which user

wants to receive proxy arp requests.

Sensed IfIndex This specifies the sensed interface index corresponding to the bridge
port. This field is used to determine the stack sensed for this bridge
port in the auto sensing scenario. This field cannot be modified. If the
oper status of the bridge port is 'enable’ or 'disable’ then the value of
this field gives the interface index on which the bridge port is currently
stacked. If the oper status is 'dormant' and the value of this field is
other than '-', then it represents the last interface index on which the

bridge port had been stacked.

ArpTStatus This specifies whether ARP translation will be done on the ARP
packets received/transmitted on this port. When enabled, ARP
source MAC address of the incoming ARP packets (both
request/reply) will be changed to virtual MAC address (if applicable)
and the ARP target MAC address of the outgoing ARP reply packets
will be changed to the original host MAC address (if applicable).

Directed ARP status This specifies whether the ARP packets received on this bridge port
are to be directed to a single port using (VLANId, IP address) to
bridge port mapping learnt using DRA. This field can be enabled only
on the NET side bridge port. This attribute is effective in conjunction
with the attribute 'gsv dotlqVlanStaticDirectedARP' of
'DotlgVlanStatic' MO. ARP packets are to be directed as mentioned
above, only if both the flags are enabled. If any of the two is disabled,

the ARP packets will be forwarded as per the normal bridging flow.

Port Type This field specifies whether the port is trusted or not. This information

is used by some of the control plane applications to send packet on

trusted ports, in case the application fails to uniquely determine a port.
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5.6.8 Bridge static mcast Commands

5.6.8.1 Get bridge static mcast

Description:
Use this command to get.

Command Syntax:
get bridge static mcast [vlanid <vlanid-val>] [mcastaddr <mcastaddr-val>]

5.6.8.2 Create bridge static mcast

Description:
Use this command to create.

Command Syntax:

create bridge static mcast vlanid <vlanid-val> mcastaddr <mcastaddr-val>
[egressports egressports | none] [forbidegressports <forbidegressports-val> |
nonej

5.6.8.3 Delete bridge static mcast

Description:
Use this command to delete.

Command Syntax:
delete bridge static mcast vlanid <vlanid-val> mcastaddr <mcastaddr-val>

5.6.8.4 Modify bridge static mcast

Description:
Use this command to modify.

Command Syntax:

modify bridge static mcast vlanid <vlanid-val> mcastaddr <mcastaddr-val>
[egressports <egressports-val> | none | none] [forbidegressports
<forbidegressports-val>> | none]
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Parameters:

Name Description

vlanid <vlanid-val> The VLAN id for this VLAN. In devices supporting "Shared Vlan for multicast”
capability, the information for a multicast MAC address is shared across VLANS.
Hence, vlanid is optional and can be passed as zero or a valid vlanid value. In
devices supporting "Independent Vlan for multicast" capability, each vlan can
have its own information for a multicast MAC address. Hence, VLAN id is a
mandatory parameter and a valid value of vlanid must be passed. For the case
when the attribute "McastDeviceCapabilities” of MO "sysSizingTable" has value
"none”, VLAN id is not required. This feature is not supported for VLAN with
vlanid as 4097.VLAN here means the 802.1qg Vlan in case of Native Vlan mode
and Virtual Vlan in case of Stacked Vlan Mode.
Type: Create — Mandatory

Delete — Mandatory

Modify — Mandatory

Get — Optional
Valid values: 0 - 4095

mcastaddr The destination multicast MAC address in a frame, to which the filtering
<mcastaddr-val> information of this entry applies.
Type: Create — Mandatory

Delete — Mandatory

Modify — Mandatory

Get — Optional

egressports The set of ports, to which frames received from a specific port and destined for a
<egressports-val> specific Multicast MAC address must be forwarded. A port may not be added in
|[none this set if it is already a member of the set of ports in ForbiddenEgressPorts.

Type: Create — Optional
Modify — Optional
Valid values: 0

Default value: 0

Forbidegressports The set of ports, to which frames received from a specific port and destined for a
<forbidegressports-val> | specific Multicast MAC address must not be forwarded, regardless of any
| none dynamic information. A port may not be added in this set if it is already a member
of the set of ports in EgressPorts.
Type: Create — Optional

Modify — Optional
Valid values: 0

Default value: 0
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Example:

$ create bridge static mcast vlanid 7 mcastaddr 00:30:4F:00:00:01 recvport O

egressports 10 forbidegressports 20 SKIP 1

Output:

Verbose Mode On

Entry Created
VLan Index

Egress ports

17 Mcast Address : 00:30:4F:00:00:01

110

Forbidden Egress ports : 20

Verbose Mode Off:
Entry Created

Output Fields:

Field

Description

VLan Index

The VLAN id for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address is
shared across VLANS. Hence, vlanid is optional and can be passed
as zero or a valid vlanid value. In devices supporting "Independent
Vlan for multicast" capability, each vlan can have its own information
for a multicast MAC address. Hence, VLAN id is a mandatory
parameter and a valid value of vlanid must be passed. For the case
when the attribute "McastDeviceCapabilities" of MO "sysSizingTable"
has value "none", VLAN id is not required. This feature is not
supported for VLAN with vlanid as
GS_UNREGISTERED_VLANID.VLAN here means the 802.1q Vlan
in case of Native Vlan mode and Virtual Vlan in case of Stacked Vlan

Mode.

Mcast Address

The destination multicast MAC address in a frame, to which the

filtering information of this entry applies.

Egress ports

The set of ports, to which frames received from a specific port and
destined for a specific Multicast MAC address must be forwarded. A
port may not be added in this set if it is already a member of the set of

ports in ForbiddenEgressPorts.

Forbidden Egress ports

The set of ports, to which frames received from a specific port and
destined for a specific Multicast MAC address must not be forwarded,
regardless of any dynamic information. A port may not be added in

this set if it is already a member of the set of ports in EgressPorts.
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Cautions:
® An entry in this table shall not be applicable for a bridge port created over
PPPOE/IPOE interface.

References:
® Bridge Commands

5.6.9 Bridge static ucast Commands

5.6.9.1 Get bridge static ucast

Description:
Use this command to get.

Command Syntax:
get bridge static ucast [vlanid <vlanid-val>] [ucastaddr <ucastaddr-val>]

5.6.9.2 Create bridge static ucast

Description:
Use this command to create.

Command Syntax:
create bridge static ucast vlanid <vlanid-val> ucastaddr <ucastaddr-val>
[portid <portid-val>]

5.6.9.3 Delete bridge static ucast

Description:
Use this command to delete.

Command Syntax:
delete bridge static ucast vlanid <vlanid-val> ucastaddr <ucastaddr-val>
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5.6.9.4 Modify bridge static ucast

Description:
Use this command to modify.

Command Syntax:
modify bridge static ucast vlanid <vlanid-val> ucastaddr <ucastaddr-val>
[portid <portid-val>]

Parameters:
Name Description
vlanid <vlanid-val> The VLAN index referring to this VLAN. In case of device
capability not supporting vians, vlan id "0" is a valid value.
VLAN here means the 802.1q Vlan in case of Native Vlan mode
and Virtual Vlan in case of Stacked Vlan Mode.
Type: Create — Mandatory
Delete — Mandatory
Modify — Mandatory
Get — Optional
Valid values: 0 - 4095
ucastaddr The destination unicast MacAddr to which filtering info applies.
<ucastaddr-val> Type: Create — Mandatory
Delete — Mandatory
Modify — Mandatory
Get — Optional
portid <portid-val> The set of ports, for which a frame with a specific unicast
address will be flooded in the event that it has not been
learned. It also specifies the set of ports a specific unicast
address may be dynamically learnt on. This list shall have only
the CPE side ports. Currently only one port can be set in this
list. Type: Create — Optional
Modify — Optional
Valid values:1-386
Example:

$create bridge static ucast vlanid 1 ucastaddr 1:1:1:1:1:1 recvport O portid 2 status
1 cfgmode Config
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Output:
Verbose Mode On
Entry Created

Vlan Index : 1

Port Id 12
Verbose Mode Off:
Entry Created

Output Fields:

Ucast Address : 1:1:1:1:1:1

Field

Description

Vlan Index

The VLAN index referring to this VLAN. In case of
device capability not supporting vlans, vlan id "0" is
a valid value. VLAN here means the 802.1q Vlan in
case of Native Vlan mode and Virtual Vlan in case

of Stacked Vlan Mode.

Ucast Address

The destination unicast MacAddr to which filtering

info applies.

Port Id

The set of ports, for which a frame with a specific
unicast address will be flooded in the event that it
has not been learned. It also specifies the set of
ports a specific unicast address may be
dynamically learnt on. This list shall have only the
CPE side ports. Currently only one port can be set

in this list. Type - optional, Valid values:1-386

Cautions:
An entry in this table shall not be applicable for a bridge port created over
PPPOE/IPOE interface.

References:

Bridge Commands.

194

Download from Www.Somanuals.com. All Manuals Search And Download.

IDL series User Guide



5.6.10 Bridge tbg traps Commands

5.6.10.1 Get bridge tbg traps

Description:
Use this command to get.

Command Syntax:
get bridge tbg traps

5.6.10.2 Modify bridge tbg traps

Description:
Use this command to modify.

Command Syntax:
modify bridge tbg traps [bindingstatus enable | disable] [fdbtrapstatus enable |

disable] [vmactrapstatus enable | disable] [traploss Ok | Notok]

Parameters:

Name Description

bindingstatus enable This parameter allows the user to enable or disable the generation of 'binding
|disable status changed' trap. This trap is sent when the port binding of a unicast entry
changes, i.e. the same address is learnt on a different port in the same
Forwarding Database.

Type: Modify — Optional

fdbtrapstatus enable This parameter allows the user to enable or disable the generation of
|disable forwarding table trap. This trap is sent when an entry in the forwarding table is
learnt/ created/modified/deleted or aged out. These traps shall be given by
the packet filter module to the applications registered for these traps.

Type: Modify — Optional

vmactrapstatus This parameter allows the user to enable or disable the generation of trap
enable |disable when MAC to Virtual MAC mapping for the MAC address is not found in the
M2VMac database associated with the corresponding interface. These traps
shall be given by the packet filter module to the applications registered for
these traps.

Type: Modify — Optional

traploss Ok | Notok This parameter tells whether the loss of binding status and forwarding table
trap is acceptable or not. Such a trap can be lost because of the unavailability
of resources. ‘OK’ means trap loss is acceptable. In this case, when the trap

is lost an indication shall be given to the application, which can then
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synchronize its database with the forwarding table. ‘NotOK’ means trap loss is
not acceptable. In this case, if it is not possible to raise the trap for any
forwarding table entry getting learnt/modified/deleted, that entry shall not get
learnt/modified/delete.

Type: Modify — Optional

Example:

$ get bridge tbhg traps

Output:

Binding Status Changed Trap : enable Forwarding Table Trap : enable
Virtual Mac Trap : enable

Forwarding Table Trap Loss : OK

Output Fields:

Field Description
Binding Status This parameter allows the user to enable or disable the generation of 'binding
Changed Trap status changed' trap. This trap is sent when the port binding of a unicast entry

changes, i.e. the same address is learnt on a different port in the same Forwarding

Database.

Forwarding Table | This parameter allows the user to enable or disable the generation of forwarding
Trap table trap. This trap is sent when an entry in the forwarding table is learnt/
created/modified/deleted or aged out. These traps shall be given by the packet

filter module to the applications registered for these traps.

Virtual Mac Trap This parameter allows the user to enable or disable the generation of trap when
MAC to Virtual MAC mapping for the MAC address is not found in the M2VMac
database associated with the corresponding interface. These traps shall be given

by the packet filter module to the applications registered for these traps.

Forwarding Table | This parameter tells whether the loss of binding status and forwarding table trap is
Trap Loss acceptable or not. Such a trap can be lost because of the unavailability of
resources. OK means trap loss is acceptable. In this case, when the trap is lost an
indication shall be given to the application, which can then synchronize its
database with the forwarding table. NotOK means trap loss is not acceptable. In
this case, if it is not possible to raise the trap for any forwarding table entry getting

learnt/modified/deleted, that entry shall not get learnt/modified/delete.

References:
[ Bridge Commands
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5.6.11 GARP Port Info Commands

5.6.11.1 Get garp port info

Description:
Use this command to get.

Command Syntax:
get garp port info [portid <portid-val>]

5.6.11.2 Modify garp port info

Description:
Use this command to modify.

Command Syntax:
modify garp port info portid <portid-val> [jointimer <jointimer-val>] [leavetimer
<leavetimer-val>] [leavealltimer <leavealltimer-val>]

Parameters:
Name Description
portid <portid-val> Index of the Bridge Port
Type : Get - Optional
Modify - Mandatory
Valid values: 1 - 386
jointimer The GARP Join time, in centiseconds. Join time value should be
<jointimer-val> less than half the Leave time value
Type :Optional
Valid values: 10-255
leavetimer The GARP Leave time, in centiseconds. Leave time value should
<leavetimer-val> be greater than 2 times Join time value.
Type : Optional
Valid values: 10-255
leavealltimer The GARP LeaveAll time, in centiseconds. LeaveAll time value
<leavealltimer-val> should be large (more than 15 times) relative to Leave time value.
Type : Optional
Valid values: 10-65535
Example:

$ get garp port info
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5.6.12 STP Group Commands

Output:

Portld Join Timer Leave Timer LeaveAll Timer

Output Fields:

Field Description
Portld Index of the Bridge Port.
Join Timer The GARP Join time, in centiseconds. Join time value should be

less than half the Leave time value.

Leave Timer

The GARP Leave time, in centiseconds. Leave time value

should be greater than 2 times Join time value.

LeaveAll Timer

The GARP LeaveAll time, in centiseconds. LeaveAll time value
should be large (more than 15 times) relative to Leave time

value.

References:

® GVRP Commands

5.6.12.1 Get stp info

Description:

Use this command to display the current status of the Spanning Tree Protocol

Group.

Command Syntax:

get stp info

5.6.12.2 Modify stp info

Description:

Use this command to alter the configuration for the spanning tree protocol group.

Command Syntax:
modify stp info [priority <priority-val>] [maxage <maximum-age>] [htime

<hello-time>] [fdelay <forward-delay>] [enable|disable]
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5.6.12.3 Reset stp stats

Description:

Use this command to reset STP global statistics.

Command Syntax:
reset stp stats

Parameters:

Name

Description

Priority <priority-val>

The value of the write-able portion of the Bridge ID,i.e.,the
first two octets of the (8 octet long) Bridge ID. The other
(last) 6 octets of the Bridge ID are given by the value of
dotldBaseBridgeAddress.

Type : Optional

Valid values: 0 - 65535.

Maxage

<maximum-age>

The maximum age of Spanning Tree Protocol information
learned from the network on any port before it is discarded,
in units of seconds. This is the actual value that this bridge
is currently using.

Type : Optional

Valid values: 6 - 40.

htime <hello-time>

The amount of time between the transmission of
Configuration bridge PDUs by this node on any port when it
is the root of the spanning tree or trying to become so, in
units of second. This is the actual value that this bridge is
currently using.

Type : Optional

Valid values: 1 - 10

Fdelay <forward-delay>

This is the actual time value, measured in units of seconds,
controls how fast a port changes its spanning state when
moving towards the Forwarding state. The value
determines how long the port stays in each of the Listening
and Learning states, which precede the Forwarding state.
This value is also used, when a topology change has been
detected and is underway, to age all dynamic entries in the
Forwarding Database.

Type : Optional

Valid values: 4 - 30

Enable|disable

Spanning Tree Protocol to be enabled on the Bridge or not.

Spanning Tree Protocol can not be enabled in Stacked Vlan
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mode.
Type : Optional

Valid values: disable | enable

Example:
$ modify stp info priority 0x20 maxage 25 htime 5 fdelay 20 enable

Output:

Protocol Spec. : IEEE 8021D Priority : 0x20

Top. Changes :1 Curr Top. Age(sec) : 35.0
Desig Root : 00:30:4F:10:5A:6C:DB:20 Root Cost : 0

Root Port : None Hold Time (sec) : 1.0

Br Max Age(sec) : 25 Curr Max Age (sec) : 20.0
Br Hello Time(sec) : 5 Curr Hello Time(sec) :2.0
Br Fwd Delay(sec) : 20 Curr Fwd Delay (sec) :15.0
STP status : enable

Verbose Mode Off

Set Done

Output Fields:

Field Description

Protocol Spec An indication of what version of the Spanning Tree Protocol is
being run.

Priority The value of the write-able portion of the Bridge ID,i.e.,the first

two octets of the (8 octet long) Bridge ID. The other (last) 6
octets of the Bridge ID are given by the value of

dotldBaseBridgeAddress.

Top. Changes The total number of topology changes detected by this bridge

since the management entity was last reset or initialized.

Curr Top. Age(Sec) The time (in second) since the last time a topology change was

detected by the bridge entity.

Desig Root The bridge identifier of the root of the spanning tree as
determined by the Spanning Tree Protocol as executed by this
node. This value is used as the Root Identifier parameter in all

Configuration Bridge PDUs originated by this node.

Root Cost The cost of the path to the root as seen from this bridge.

Root Port The port number of the port which offers the lowest cost path from

this bridge to the root bridge.

Hold Time (Sec) This time value determines the interval length during which no

more than two Configuration bridge PDUs shall be transmitted by
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this node, in units of seconds.

Br Max Age(Sec)

The maximum age of Spanning Tree Protocol information learned
from the network on any port before it is discarded, in units of
seconds, when this bridge is the root of the spanning tree. Note
that IEEE-802.1D specifies that the range for this parameter is

related to the value of dot1dStpBridgeHelloTime.

Curr Max Age (Sec)

The maximum age of Spanning Tree Protocol information learned
from the network on any port before it is discarded, in units of
seconds. This is the actual value that this bridge is currently

using.

Br Hello Time(Sec)

The value that all bridges use for HelloTime when this bridge is

acting as the root.

Curr Hello Time(Sec)

The amount of time between the transmission of Configuration
bridge PDUs by this node on any port when it is the root of the
spanning tree or trying to become so, in units of second. This is

the actual value that this bridge is currently using.

Br Fwd Delay(Sec)

The value that all bridges use for ForwardDelay when this bridge
is acting as the root. Note that IEEE-802.1D specifies that the
range for this parameter is related to the value of

dot1ldStpBridgeMaxAge.

Curr Fwd Delay (Sec)

This is the actual time value, measured in units of seconds,
controls how fast a port changes its spanning state when moving
towards the Forwarding state. The value determines how long the
port stays in each of the Listening and Learning states, which
precede the Forwarding state. This value is also used, when a
topology change has been detected and is underway, to age all

dynamic entries in the Forwarding Database.

STP status Spanning Tree Protocol to be enabled on the Bridge or not.
Spanning Tree Protocol can not be enabled in Stacked Vlan
mode.

References:

® et stp info command
®  stp port related commands.
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5.6.13 STP Port Commands

5.6.13.1 Get stp port

Description:
Use this command to display port specific information for the Spanning Tree
Protocol, for all ports, or for the specified port.

Command Syntax:
get stp port info portid <portid-val>

5.6.13.2 Modify stp port

Description:
Use this command to alter the configuration for the spanning tree protocol.

Command Syntax:
modify stp port info portid <portid-val> [enable|disable] [pcost <pcost-val>]
[priority <priority-val>] [pktpriority <pktpriority-val>]

5.6.13.3 Reset stp port stats

Description:
Use this command to reset the STP port stats for a specific interface.

Command Syntax:
reset stp port stats portid <portid-val>

Parameters:

Name Description

portid <portid-val> The port number of the port for which this entry contains Spanning
Tree Protocol management information.
Type : Mandatory
Valid values: 1 to 386;

enable|disable Spanning Tree Protocol to be enabled on the Port or not
Type: Optional
Valid values: enable, disable

pcost <pcost-val> The contribution of this port to the path cost of paths towards the
spanning tree root, which include this port.
Type : Optional
Valid values: 1 - 65535

priority <priority-val> The value of the priority field which is contained in the most
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significant 6 bits of the more significant octet of the (2 octet long)
Port ID. The least significant 2 bits of the more significant octet
and the less significant octet (total 10 bits) of the Port ID is given
by the value of dot1dStpPort.

Type: Optional

Valid values: 0 -255.

pktpriority For STP PDUSs, this priority shall be used for choice of traffic
<pktpriority-val> class/ Queue on outjgoing interface. In case the bridge port is
over an Aggregated ATM VC, this will also be used to identify the
VC, on which the packet is to be sent.

Type: Modify — Optional

Valid values: 0-7

Example:
$ modify stp port portid 1 disable pcost 1000 priority 0x10

Output:

Verbose Mode On

PortID: 1 Priority : Ox0

State : Forwarding PortStatus : Enable

Path Cost : 100 Desig Cost : 0

Desig Root:00:30:4F0:10:5A:6C Desig Bridge:00:30:4F:10:5A:6C
Desig Port : 0x8000 Fwd Transitions : 1

STP Status : Enable

Set Done

PortID: 1 Priority  : 0x0

State : Forwarding PortStatus : Enable

Path Cost : 100 Desig Cost : 0

Desig Root:00:30:4F:10:5A:6C Desig Bridge:00:30:4F:10:5A:6C
Desig Port : 0x8000 Fwd Transitions : 1

STP Status : Enable STP PacketsPrio : 2

Verbose Mode Off

Set Done
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Output Fields:

Field

Description

Port Id

The port number of the port for which this entry contains Spanning

Tree Protocol management information.

Priority

The value of the priority field which is contained in the most
significant 6 bits of the more significant octet of the (2 octet long)
Port ID. The least significant 2 bits of the more significant octet
and the less significant octet (total 10 bits) of the Port ID is given

by the value of dot1ldStpPort.

State

The port's current state as defined by application of the Spanning
Tree Protocol. This state controls what action a port takes on

reception of a frame.

Port Status

The enabled/disabled status of the port.

Path Cost The contribution of this port to the path cost of paths towards the
spanning tree root which include this port.

Desig Cost The path cost of the Designated Port of the segment connected to
this port. This value is compared to the Root Path Cost field in
received bridge PDUs.

Desig Root The unique Bridge Identifier of the Bridge recorded as the Root in
the Configuration BPDUs transmitted by the Designated Bridge
for the segment to which the port is attached.

Desig Bridge The Bridge Identifier of the bridge which this port considers to be
the Designated Bridge for this port's segment.

Desig Port The Port Identifier of the port on the Designated Bridge for this

port's segment.

Fwd Transitions

The number of times this port has transitioned from the Learning

state to the Forwarding state.

STP status

Spanning Tree Protocol to be enabled on the Bridge or not.

STP PacketsPrio

For STP PDUs, this priority shall be used for choice of traffic
class/ Queue on outjgoing interface. In case the bridge port is
over an Aggregated ATM VC, this will also be used to identify the

VC, on which the packet is to be sent

Caution:

® The specified interface should be an existing bridge interface.

References:

® bridge port intf command.
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5.6.14 Transparent Bridging Table Commands

5.6.14.1 Modify bridge tbg info

Description:
Use this command to modify.

Command Syntac:

modify bridge tbg info [aging <aging-timeout> ] [slaveaging <aging-timeout> ]
[netaging <aging-timeout> | [ floodsupport enable | disable ] [ bcastsupport
enable | disable] [ mcastsupport enable | disable ] [ mcastdrop enable | disable ]
[ dropiffdbfull <dropiffdbfull-val> ] [ resnetlearning <resnetlearning-val> ]
[resvmacprofileid <resvmacprofileid-val> ]

5.6.14.2 Get Bridge tbg info

Description:
Use this command to get bridging related global information.

Command Syntax:
get bridge tbg info

Parameters:

Name Description

Aging <aging-timeout> | The timeout period, in seconds, for aging out dynamically learned
forwarding information from CPEs. The value 0 can be configured
when aging is to be stopped.

Type: Modify Optional

Valid values: 10 -1000000

slaveaging The timeout period, in seconds, for aging out dynamically learned
<aging-timeout> forwarding information learned from the slave device. The
recommended value for this is more than or equal to the value for
dot1dTpAgingTimeOut. The value 0 can be configured when aging is to
be stopped.

Valid values: 10 -1000000

netaging <aging — The timeout period, in seconds, for aging out dynamically learned
timeout> forwarding information from NET side port. This is used only for full
bridge configuration. The recommended value of net aging timeout
should be greater than that of the iAgingT parameter. The value 0 can
be configured when aging is to be stopped.

Valid values: 10 -1000000
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floodsupport enable | This is used to specify whether the unknown unicast packets are to be
disable flooded or not. The value for this is used along with per vian
configuration for flood support to determine if flooding has to be done
for unknown unicast packet.

Type : Optional

Valid Values: enable | disable

bcastsupport This is used to specify whether the broadcasting is supported or not.
enable|disable The value for this is used along with per vlan configuration broadcast

support, to determine if broadcasting has to be done for the broadcast

packet.
mcastsupport Used to specify whether the multicast is supported or not.
enable|disable Type : Optional

Valid Values: enable| disable

mcastdrop Used to specify whether the multicast packets are to be dropped, or to
enable|disable be forwarded, if multicast is not supported. This is only valid if
dotldTpMcastSupport is false.

Type : Optional

Valid Values: enable|disable

dropiffdbfull enable | This specifies if the frame for which learning could not be done

disable because of forwarding table limit being reached, is to be dropped. If this
is enabled the frame for which learning could not be done because of
limit exceeded shall be dropped, else forwarded based on bridge
forwarding logic.This being enabled shall reduce flooding, as when a
response to such a frame from which learning could not be done shall
come the frame shall be flooded, as the entry for that unicast address,
shall not be found in forwarding table.

Type : Optional

Valid Values: enable or disable

Default value: enable

resnetlearning enable | This specifies if learning can be done over net side port for residential

| disable bridging. Learning shall be done on Net port in case of vlan with
residential bridging if 'dotldPortGsLearningStatus' and
'dotldTpGsResidentialNetLearning'is enabled. In case of vlan with
‘unrestricted' or 'restricted’ bridging the learning is governed only by per
port configuration i.e. ‘dotldBasePortTable'. Currently the modification
of this parameter is not supported.

Type : Optional

Valid Values: enable or disable

Default value: enable

resvmacprofileid The Profile is used to determine the behavior for Reserved Mac
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<resvmacprofileid-val> | destined frames on the bridge. Reserved Mac addresses are the
multicast addresses defined as reserved in IEEE 802.1Q and IEEE
802.1ad. If it does not contain any valid value then the behavior for
Reserved Mac destined frames is determined based on Resvd Mac
profile associated with the VLAN in which the frame belongs to.VLAN
here means the 802.1q Vlan in case of Native Vlan mode and Virtual
Vlan in case of Stacked Vlan Mode.

Type: Modify — Optional

Valid values: 1 -4

Example:
$ modify bridge tbg info aging 20 slaveaging 100

Output:

Verbose Mode On

MacAddress : 00:BB:CC:DD:EE:FF

No. of Ports :0

Base Type : Transparent

Aging Timeout(sec) : 300 Slaveaging TimeOut(sec) : 600
Netaging TimeOut(sec) : 600 Flood Support : Disable
BroadCast Support : Enable MultiCast Support : Enable
MultiCast Drop : Disable Full Bridging Status

Unrestricted

Drop If FDB full status: Enable ResidentialNetLearning : Enable

Reserved Mac Profile Id: 1

Set Done

MacAddress : 00:BB:CC:DD:EE:FF

No. of Ports :0

Base Type : Transparent

Aging Timeout(sec) : 20 Slaveaging TimeOut(sec) : 100
Netaging TimeOut(sec) :600 Flood Support : Disable
BroadCast Support : Enable MultiCast Support : Enable
MultiCast Drop : Disable Full Bridging Status

Unrestricted

Drop If FDB full status: Enable ResidentialNetLearning : Enable

Reserved Mac Profile Id: 1
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Output Fields:

Field Description

MacAddress The MAC address used by this bridge, when it must be
referred to, in a unique fashion. It is the address of one of the
Ethernet ports.

No. of Ports The maximum number of ports that can be controlled by this
bridge.

Base Type Indicates what type of bridging this bridge can perform. It is

always Transparent Bridging or STP.

Aging TimeOut

The timeout period, in seconds, for aging out dynamically
learned forwarding information from CPEs. The value 0 can

be configured when aging is to be stopped.

Slaveaging TimeOut

The timeout period, in seconds, for aging out dynamically
learned forwarding information learned from the slave device.
The recommended value for this is more than or equal to the
value for dotldTpAgingTimeOut. The value 0 can be

configured when aging is to be stopped.

Floodsupport

This is used to specify whether the unknown unicast packets
are to be flooded or not. The value for this is used along with
per vlan configuration for flood support to determine if

flooding has to be done for unknown unicast packet.

Bcastsupport This is used to specify whether the broadcasting is supported
or not. The value for this is used along with per vlan
configuration broadcast support, to determine if broadcasting
has to be done for the broadcast packet.

Mcastsupport Used to specify whether the multicast is supported or not.

Mcastdrop Used to specify whether the multicast packets are to be

dropped, or to be forwarded, if multicast is not supported.

This is only valid if dotldTpMcastSupport is false.

NetAgingTimeout

The timeout period, in seconds, for aging out dynamically
learned forwarding information from NET side port. This is
used only for full bridge configuration. The recommended
value of net aging timeout should be greater than that of

dot1dTpAgingTimeOut.

Full Bridging Status

This specifies the current state of full bridging on the bridge.
Thebridge can be set to residential bridging, restricted full
bridging or unrestricted full bridging. In residential bridging, all
packets from a CPE side port are sent to Net side port without
doing a lookup in the forwarding table. In restricted full

bridging, there is a lookup and a packet coming from a CPE
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port destined for another CPE port is dropped. Hence,
CPE-CPE switching is not permitted. In unrestricted full

bridging, all traffic is forwarded based on lookup.

Drop If FDB full status

This specifies if the frame for which learning could not be
done because of forwarding table limit being reached, is to be
dropped. If this is enabled the frame for which learning could
not be done because of limit exceeded shall be dropped, else
forwarded based on bridge forwarding logic.This being
enabled shall reduce flooding, as when a response to such a
frame from which learning could not be done shall come the
frame shall be flooded, as the entry for that unicast address,

shall not be found in forwarding table.

ResidentialNetLearning

This specifies if learning can be done over net side port for
residential bridging. Learning shall be done on Net port in
case of vlan with residential bridging if
‘dotldPortGsLearningStatus' and
'dotldTpGsResidentialNetLearning'is enabled. In case of
vlan with 'unrestricted' or 'restricted' bridging the learning is
governed only by per port configuration i.e.
‘'dotldBasePortTable'. Currently the modification of this

parameter is not supported.

Reserved Mac Profile Id

The Profile is used to determine the behavior for Reserved
Mac destined frames on the bridge. Reserved Mac addresses
are the multicast addresses defined as reserved in IEEE
802.1Q and IEEE 802.1ad. If it does not contain any valid
value then the behavior for Reserved Mac destined frames is
determined based on Resvd Mac profile associated with the
VLAN in which the frame belongs to.VLAN here means the
802.1q Vlan in case of Native Vlan mode and Virtual Vlan in

case of Stacked Vlan Mode.

Bridge Port stats commands

References:

® Bridge Port commands
[

® Ethernet commands
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5.7 Bridge Multicast Commands

5.7.1 Bridge mcast forwarding Commands

5.7.1.1 Get bridge mcast forwarding

Description:

Use this command to get.

Command Syntax:

get bridge mcast fwdall [vlanid <vlanid-val>]

5.7.1.2 Modify bridge mcast fwdall

Description:

Use this command to modify.

Command Syntax:

modify bridge mcast fwdall [vlanid <vlanid-val>] [egressports

<egressports-val> | none] [forbidegressports <forbidegressports-val> | none]

Parameters:

Name

Description

vlanid <vlanid-val>

The VLAN id for this VLAN. In devices supporting "Shared Vlan
for multicast" capability, the information for a multicast MAC
address is shared across vlans. Hence vlan id is an optional
parameter. In devices supporting "Independent Vlan for
multicast" capability, each vlan can have its own information for
a multicast MAC address. Hence vlanid is a mandatory
parameter in all the commands other than - get. For No Vlan
case, vlan id is not required. VLAN here means the 802.1q Vlan
in case of Native Vlan mode and Virtual Vlan in case of Stacked
Vlan Mode.

Type: Get — Optional

Valid values: 0 - 4095

egressports

<egressports-val> | none

The set of ports, configured by management in this VLAN, to
which all multicast group-addressed frames are to be
forwarded. More than one value can be given, separated by
spaces.

Type: Modify -- Optional

Valid values: 0

forbidegressports

The set of ports configured by management in this VLAN, for
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<forbidegressports-val> | | which the Service Requirement attributes Forward All Multicast
none Groups, may not be dynamically registered by GMRP. More
than one value can be given, separated by spaces.
Type: Modify -- Optional
Valid values: 0
Example:

$ get bridge mcast fwdall vlanid 1

Output:
VLAN Index
Forward All Ports

01
134

Forward All Static Ports 11235
Forward All Forbidden Ports : 49 10 11

Output Fields:

Field

Description

Vlan Index

The VLAN id for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address
is shared across vlans. Hence vlan id is an optional parameter. In
devices supporting "Independent Vlan for multicast" capability,
each vlan can have its own information for a multicast MAC
address. Hence vlanid is a mandatory parameter in all the
commands other than - get. For No Vlan case, vlan id is not
required. VLAN here means the 802.1q Vlan in case of Native

Vlan mode and Virtual Vlan in case of Stacked Vlan Mode.

Forward All Ports

The complete set of ports in this VLAN, to which all multicast
group-addressed frames are to be forwarded. This includes ports
for which this need has been determined dynamically by GMRP,

or configured statically by management.

Forward All Static Ports

The set of ports, configured by management in this VLAN, to
which all multicast group-addressed frames are to be forwarded.

More than one value can be given, separated by spaces.

Forward All Forbidden

Ports

The set of ports configured by management in this VLAN, for
which the Service Requirement attribute Forward All Multicast
Groups, may not be dynamically registered by GMRP. More than

one value can be given, separated by spaces.
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Cautions:
® An entry in this table shall not be applicable for a bridge port created over
PPPOE/IPOE interface.

References:
® Dridge static multicast

5.7.2 Bridge mcast forwarding Commands

5.7.2.1 Get bridge mcast forwarding

Description:
Use this command to get.

Command Syntax:
get bridge mcast forwarding [vlanid <vlanid-val>] [macaddr <macaddr-val>]

Parameters:

Name Description

vlanid <vlanid-val> The VLAN id for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address is
shared across VLANS. Hence, vlanid is not required and is passed as
zero. In devices supporting "Independent Vlan for multicast" capability.
Each vlan can have its own information for a multicast MAC address.
Hence, VLAN id is a mandatory parameter and a valid value of vlanid
must be passed. For No Vlan case VLAN id is not required. When Vlan
transparency feature is supported, the valid range for vlanid also
includes 4097. In case of "Shared Vlan Multicast also there shall always
be a seperate entry for 4097 if the VLAN with that VLAN Id is created.
VLAN here means the 802.1q Vlan in case of Native Vlan mode and
Virtual Vlan in case of Stacked Vlan Mode.
Type: Modify — Optional

Get — Optional
Valid values: 0 - 4095

macaddr The destination Group MAC address in a frame, to which this entry's
<macaddr-val> filtering information applies

Type: Get -- Optional
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Example:

$ get bridge mcast forwarding vlanid 1 macaddr 00:30:4F:00:08:01

Output:

Vlan Index :1
Egress ports : 1 2
Group Learnt : 1

Output Fields:

Mac Address : 00:30:4F:00:08:01

Field

Description

VLAN Index

The VLAN id for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address is
shared across VLANS. Hence, vlanid is not required and is passed
as zero. In devices supporting "Independent Vlan for multicast”
capability. Each vlan can have its own information for a multicast
MAC address. Hence, VLAN id is a mandatory parameter and a
valid value of vlanid must be passed. For No Vlan case VLAN id is
not required. When Vlan transparency feature is supported, the
valid range for vlanid also includes 4097. In case of "Shared Vlan
Multicast also there shall always be a seperate entry for 4097 if the
VLAN with that VLAN Id is created. VLAN here means the 802.1q
Vlan in case of Native Vlan mode and Virtual Vlan in case of

Stacked Vlan Mode.

Mac Address

The destination Group MAC address in a frame, to which this

entry's filtering information applies

Egress ports

The complete set of bridge ports, in this VLAN, to which frames
destined for this Group MAC address are currently being explicitly
forwarded. This does not include ports for which this address is

only implicitly forwarded, in the dotlgForwardAllPorts list.

Group Learnt

The subset of bridge ports in EgressPorts, which were learned by
GMRP or some other dynamic mechanism, in this Filtering

database.

References:

® bridge static multicast

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

213



5.7.3 Bridge mcast fwdunreg Commands

5.7.3.1 Get bridge mcast fwdunreg

Description:

Use this command to get.

Command Syntax:

get bridge mcast fwdunreg [vlanid <vlanid-val>]

5.7.3.2 Modify bridge mcast fwdunreg

Description Syntax:

Use this command to modify.

Command Syntax:

modify bridge mcast fwdunreg [vlanid <vlanid-val>] [egressports

<egressports-val> | none] [forbidegressports <forbidegressports-val> | none]

Parameters:

Name

Description

vlanid <vlanid-val>

The VLAN id for this VLAN. In devices supporting "Shared Vlan
for multicast" capability, the information for a multicast MAC
address is shared across VLANS. Hence, vlanid is not required
and is passed as zero. In devices supporting "Independent Vian
for multicast" capability. Each vlan can have its own information
for a multicast MAC address. Hence, VLAN id is a mandatory
parameter and a valid value of vlanid must be passed. For No
Vlan case VLAN id is not required. When Vlan transparency
feature is supported, the valid range for vlanid also includes
4097. In case of "Shared Vlan Multicast also there shall always
be a seperate entry for 4097 if the VLAN with that VLAN Id is
created. VLAN here means the 802.1q Vlan in case of Native
Vlan mode and Virtual Vlan in case of Stacked Vlan Mode.
Type: Modify — Optional

Get — Optional
Valid values: 0 - 4095

egressports

<egressports-val> | none

The set of ports, configured by management, in this VLAN, to
which multicast group-addressed frames for which there is no
more specific forwarding information, are to be forwarded. More

than one value can be given, separated by spaces.
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Type: Modify — Optional

Valid values: 0

forbidegressports

<forbidegressports-val> | | which the Service Requirement attribute Forward Unregistered

The set of ports, configured by management in this VLAN, for

none Multicast Groups, may not be dynamically registered by GMRP.
More than one value can be given, separated by spaces.
Type: Modify — Optional
Valid values: 0
Example:

$ get bridge mcast fwdunreg vianid 1

Output:

VLAN Index 1
Forward Unregistered Ports 45
Forward Unregistered Static Ports 11236

Forward Unregistered Forbidden Ports : 4 9 10

Output Fields:

Field

Description

VLAN Index

The VLAN id for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address is
shared across VLANS. Hence, vlanid is not required and is passed as
zero. In devices supporting "Independent Vlan for multicast"
capability. Each vlan can have its own information for a multicast MAC
address. Hence, VLAN id is a mandatory parameter and a valid value
of vlanid must be passed. For No Vlan case VLAN id is not required.
When Vlan transparency feature is supported, the valid range for
vlanid also includes 4097. In case of "Shared Vlan Multicast also there
shall always be a seperate entry for 4097 if the VLAN with that VLAN
Id is created. VLAN here means the 802.1q Vlan in case of Native

Vlan mode and Virtual Vlan in case of Stacked Vlan Mode.

Forward Unregistered

Ports

The complete set of ports in this VLAN, to which multicast
group-addressed frames for which there is no more specific
forwarding information, will be forwarded. This includes ports, for
which this need has been determined dynamically by GMRP, or

configured statically by management.

Forward Unregistered

Static Ports

The set of ports, configured by management, in this VLAN, to which
multicast group-addressed frames for which there is no more specific

forwarding information, are to be forwarded. More than one value can
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be given, separated by spaces.

Forward Unregistered The set of ports, configured by management in this VLAN, for which
Forbidden Ports the Service Requirement attribute Forward Unregistered Multicast

Groups, may not be dynamically registered by GMRP. More than one

value can be given, separated by spaces.

Cautions:
® An entry in this table shall not be applicable for a bridge port created over
PPPOE/IPOE interface.

References:
® Bridge commands.

5.7.4 Bridge Static Multicast Commands

5.7.4.1 Create bridge static mcast

Description:
Use this command is used to create.

Command Syntax:
create bridge static mcast [vlanid <vlanid-val>] mcastaddr <mcastaddr-val>
[egressports <egressports-val>] [forbidegressports <forbidegressports-val>]

5.7.4.2 Delete bridge static mcast

Description:
Use this command is used to delete.

Command Syntax:
delete bridge static mcast [vlanid <vlanid-val>] mcastaddr <mcastaddr-val>

5.7.4.3 Get bridge static mcast

Description:
Use this command is used to get.

Command Syntax:
get bridge static mcast [vlanid <vlanid-val>] [mcastaddr <mcastaddr-val>]
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5.7.4.4 Modify bridge static mcast

Description:

Use this command is used to modify

Command Syntax:

modify bridge static mcast [vlanid <vlanid-val>] mcastaddr <mcastaddr-val>
[egressports <egressports-val>] [forbidegressports <forbidegressports-val>]

Parameters:

Name

Description

Vlanid <vlanid-val>

The VLAN ID for this VLAN. In devices supporting "Shared Vlan
for multicast" capability, the information for a multicast MAC
address is shared across VLANs. Hence vlan id is an optional
parameter. In devices supporting "Independent Vlan for
multicast" capability, each vlan can have its own information for
a multicast MAC address. Hence vlanid is a mandatory
parameter in all the commands other than - get. For No Vlan
case, vlan id is not required. This feature is not supported for
VLAN with vlanid as 4097.

Type: Optional for all commands

Valid values: 0 - 4095

Default value:

mcastaddr

<mcastaddr-val>

The destination multicast MAC address in a frame, to which this
entry's filtering information applies. Bit O of the first octet of the
MAC address indicates a group (multicast) MAC address, if the
bit is SET. For example, 01:00:00:00:00:00,03:FF:FF:FF:FF.
Addresses in the range 01:80:C2:00:00:00 -01:80:C2:00:00:0f
and 01:80:C2:00:00:20 -01:80:C2:00:00:2f have been blocked
as value of this index, as these are reserved GARP addresses.
Type : Create — Mandatory

Modify — Mandatory

Delete — Mandatory

Get — Optional

Default value:

egressports

<egressports-val>|none

The set of ports, to which frames received from a specific port
and destined for a specific Multicast MAC address must be
forwarded. A port may not be added in this set, if it is already a
member of the set of ports in ForbidEgressPorts. More than
one value can be given, separated by spaces.

Type :Optional for all commands
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Valid values: 1 — 386

Default value: none

forbidegressports The set of ports, to which frames received from a specific port
<forbidegressports-val> | and destined for a specific Multicast MAC address must not be
|[none forwarded, regardless of any dynamic information. A port may
not be added in this set if it is already a member of the set of
ports in EgressPorts. Type :Optional for all commands
Valid values : 1 — 386

Default value: none

Example:
$ create bridge static mcast vlanid 7 mcastaddr 00:30:4F:00:00:01 egressports 10
forbidegressports 20

Output:
Verbose Mode On:
Entry Created
VLan Index 7 Mcast Address : 00:30:4F:00:00:01
Egress ports - 10
Forbidden Egress ports : 20
Verbose Mode Off:
Entry Created

Output Fields:

Field Description

VLan Index The VLAN ID for this VLAN. In devices supporting "Shared Vlan for
multicast" capability, the information for a multicast MAC address
is shared across vlans. Hence vlan id is an optional parameter. In
devices supporting "Independent Vlan for multicast" capability,
each vlan can have its own information for a multicast MAC
address. Hence vlanid is a mandatory parameter in all the
commands other than - get. For No Vlan case, vlan id is not
required. This feature is not supported for VLAN with vlanid as

4097

Mcast Address The destination multicast MAC address in a frame, to which the

filtering information of this entry applies.

Egress ports The set of ports, to which frames received from a specific port and
destined for a specific Multicast MAC address must be forwarded.
A port may not be added in this set if it is already a member of the

set of ports in ForbiddenEgressPorts.
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Forbidden Egress ports The set of ports, to which frames received from a specific port and
destined for a specific Multicast MAC address must not be
forwarded, regardless of any dynamic information. A port may not
be added in this set if it is already a member of the set of ports in

EgressPorts.

Cautions:

® An entry in this table shall not be applicable for a bridge port created over
PPPOE/IPOE interface.

References:
® Bridge commands.
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5.8 DHCP Commands

5.8.1 DHCP Client Commands

5.8.1.1 Get dhcp client info

Description:
Use this command to get DHCP client information for clients, on the specified

interface, or for all the interfaces.

Command Syntax:
get dhcp client info [ifname <interface-name>]

Parameters:
Name Description
This specifies the interface name on which DHCP is running. If this
is not specified, then information for clients on all such interfaces will
Ifname

be displayed.
<interface-namef>
Type : Optional

Valid values : eth-*, aggr-*

Mode:
Super-User, User

Example:
$get dhcp client info ifname eth-0

Output:
If-name Server Status Lease Start Date Lease Time (sec)

eth-0 1.1.1.1 Bound Thu Jan 01 00:00:38 1970 500

Output Fields:

FIELD Description
This is an interface on which DHCP is running: It can be :
If-Name
eth-*, aggr-*
This specifies the address of the DHCP server with whom
Server the client has obtained the IP address and other
configuratio.s
Status This specifies the current state of the client. It may be:Init,
220 IDL series User Guide

Download from Www.Somanuals.com. All Manuals Search And Download.



Selecting, Bound, Requesting, Renew or Bind.

This signifies the date on which the DHCP server leased
Lease Start Date
out the IP address to the client.

This specifies the time period, (in seconds), for which an IP
address was leased out by the server.

Lease Time
The client is expected to renew the lease before the expiry

of this timer or release the IP Address.

References:
® dhcp client stats related commands

5.8.1.2 Get dhcp client stats

Description:
Use this command to get DHCP client statistics on an interface on which the DHCP
client is running, or on all such interfaces.

Command Syntax:
get dhcp client stats [ifname <interface-name>]

Parameters:

FIELD Description

Ifname <interface-name> | This specifies the interface name on which DHCP is running. If this is
not specified then information for clients on all such interfaces will be
displayed.

Type: Optional

Valid values : eth-0- *

Mode:
Super-User, User

Example:
$get dhcp client stats ifname eth-0

Output:

If-name : eth-0

Msgs Sent 4 Msgs Rcvd :0
Decline Sent :0 Offer Msgs Rcvd  : 0
Discover Msgs Sent  : 4

Req Sent :0 Acks Rcevd :0
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Rel Sent :0 Nacks Rcvd :0
Inform Sent :0 Invalid Rcvd :0
Output Fields:
FIELD Description
If-Name This is an interface on which DHCP is running: It can be : eth-0
This specifies number of DHCP messages received sent on this
Msgs Sent
interface.
This specifies number of DHCP messages sent received on this
Msgs Rcvd
interface.
Decline Sent This specifies number of DHCP decline messages sent on this interface.

Offer Msgs Rcvd

This specifies number of DHCP offer messages received on this

interface.

Discover Msgs Sent

This specifies number of DHCP discover messages sent on this

interface.
Req Sent This specifies number of DHCP request messages sent on this interface.
Acks Rcvd This specifies number of DHCP acks received on this interface.
Rel Sent This specifies number of DHCP release messages sent on this interface.
Nacks Rcvd This specifies number of DHCP nacks received on this interface.
Inform Sent This specifies number of DHCP inform messages sent on this interface.
This specifies number of invalid dhcp messages received on this
Invalid Rcvd
interface.
References:

® dhcp client info related commands
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5.9 DSL Commands

5.9.1 ADSL Alarm Profile Commands

5.9.1.1 Get adsl alarm profile

Description:
Use this command to get.

Command Syntax:
get adsl alarm profile [ifname <interface-name>]

5.9.1.2 Modify adsl alarm profile

Description:
Use this command to modify.

Command Syntax:

modify adsl alarm profile ifname <interface-name> [ atucthresh15minlofs
<atucthreshl5minlofs-val> ] [ atucthresh15minloss <atucthreshl5minloss-val> ]
[ atucthresh15minlols <atucthreshl5minlols-val> | [ atucthresh15minlprs
<atucthresh15minlprs-val> ] [ atucthresh15miness <atucthreshl5miness-val> ]

[ atucthreshfastrateup <atucthreshfastrateup-val> ] [ atucthreshintlrateup
<atucthreshintlrateup-val> | [ atucthreshfastratedn <atucthreshfastratedn-val> ]

[ atucthreshintlratedn <atucthreshintlratedn-val> ] [ atucinitfailtrap False | True ]
[ atucoptrapenable False | True ] [ aturthresh15minlofs
<aturthreshl5minlofs-val> | [ aturthresh15minloss <aturthresh15minloss-val> ]

[ aturthresh15minlprs <aturthreshl15minlprs-val> ] [ aturthresh15miness
<aturthreshl15miness-val> | [ aturthreshfastrateup <aturthreshfastrateup-val> ]

[ aturthreshintlrateup <aturthreshintlrateup-val> ] [ aturthreshfastratedn
<aturthreshfastratedn-val> ] [ aturthreshintlratedn <aturthreshintlratedn-val> ]

[ atucgspmstatetrapenable False | True ] [ linealarmgscntrsreset False | True ]

Parameters:
Name Description
ifname <fname-val> The ADSL alarm interface name, whose profile is to be modified or
viewed
Type: Modify — Mandatory
Get — Optional
atucthresh15minlofs The number of Loss of Frame Seconds encountered by an ADSL
<atucthresh15minlofs-val> interface, within any given 15 minutes performance data collection
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period, which causes the SNMP agent to send an
‘adslAtucPerfLofsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

atucthresh15minloss

<atucthresh15minloss-val>

The number of Loss of Signal Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLossThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

atucthresh15minlols

<atucthresh15minlols-val>

The number of Loss of Link Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLolsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

atucthresh15minlprs

<atucthresh15minlprs-val>

The number of Loss of Power Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an
‘adslAtucPerfLprsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

atucthresh15miness

<atucthresh15miness-val>

The number of Errored Seconds encountered by an ADSL interface
within any given 15 minute performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfESsThreshTrap'.

Type: Modify -- Optional

Valid values: 0 - 900

atucthreshfastrateup

<atucthreshfastrateup-val>

Applies to 'Fast' channels only. Configured change in rate causing
an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate >= ChanPrevTxRate plus the value of this object.

Type: Modify -- Optional

atucthreshintlrateup

<atucthreshintlrateup-val>

Applies to 'Interleave’ channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate >= ChanPrevTxRate plus the value of this object.

Type: Modify -- Optional

atucthreshfastratedn

<atucthreshfastratedn-val>

Applies to 'Fast' channels only. Configured change in rate causing
an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate <= ChanPrevTxRate minus the value of this

object.
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Type: Modify -- Optional

atucthreshintlratedn

<atucthreshintlratedn-val>

Applies to 'Interleave’ channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate <= ChanPrevTxRate minus the value of this
object.

Type: Modify -- Optional

atucinitfailtrap False | True

Enables and disables the InitFailureTrap. This object is defaulted
disable.
Type: Modify -- Optional

Valid values: False, True

atucoptrapenable False |

True

Enables/disables the OpStateChangeTrap
Type: Modify -- Optional

Valid values: False, True

aturthresh15minlofs

<aturthresh15minlofs-val>

The number of Loss of Frame Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLofsThreshTrap'

Type: Modify -- Optional

Valid values: 0 - 900

aturthreshl15minloss

<aturthresh15minloss-val>

The number of Loss of Signal Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLossThreshTrap'

Type: Modify -- Optional

Valid values: 0 - 900

aturthresh15minlprs

<aturthresh15minlprs-val>

The number of Loss of Power Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an
‘adslAturPerfLprsThreshTrap'

Type: Modify -- Optional

Valid values: 0 - 900

aturthresh15miness

<aturthreshl15miness-val>

The number of Errored Seconds encountered by an ADSL interface
within any given 15 minutes performance data collection period,
which causes the SNMP agent to send an
‘adslAturPerfESsThreshTrap'

Type: Modify -- Optional

Valid values: 0 - 900

aturthreshfastrateup

<aturthreshfastrateup-val>

Applies to 'Fast' channels only. Configured change in rate causing
an adslAturRateChangeTrap A trap is produced when:

ChanCurrTxRate > ChanPrevTxRate plus the value of this object.
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Type: Modify -- Optional

aturthreshintlrateup Applies to 'Interleave’ channels only. Configured change in rate
<aturthreshintlrateup-val> causing an adslAturRateChangeTrap A trap is produced when:
ChanCurrTxRate > ChanPrevTxRate plus the value of this object.

Type: Modify -- Optional

aturthreshfastratedn Applies to 'Fast' channels only. Configured change in rate causing
<aturthreshfastratedn-val> an adslAturRateChangeTrap A trap is produced when:
ChanCurrTxRate < ChanPrevTxRate minus the value of this object.

Type: Modify -- Optional

aturthreshintlratedn Applies to 'Interleave’ channels only. Configured change in rate
<aturthreshintlratedn-val> causing an adslAturRateChangeTrap A trap is produced when:
ChanCurrTxRate < ChanPrevTxRate minus the value of this object.

Type: Modify -- Optional

atucgspmstatetrapenable This indicates change in power mangement state
False | True Type: Modify -- Optional

Valid values: False, True

linealarmgscntrsreset False | This parameter resets performance counters at runtime
| True Type: Modify -- Optional

Valid values: False, True

Example:
$ get adsl alarm profile ifname dsl-0

Output:
IfName - dsl-0
ADSL ATUC Configuration :

Thresh 15Min Lofs(sec) :10  Thresh 15Min Loss(sec) : 20
Thresh 15Min Lols(sec) : 30 Thresh 15Min Lprs(sec) : 50
Thresh 15Min Ess(sec) : 40  Thresh Fast Rate Up(bps): 70
Thresh Intl Rate Up(bps) :30 Thresh Fast Rate Down(bps):10
Thresh Intl Rate Down(bps) : 30 Init Fail Trap . true
OpStateTrapEnable : false PowerMgmtTrapEnable : True

ADSL ATUR Configuration :

Thresh 15Min Lofs(sec) 10
Thresh 15Min Loss(sec) - 10 Thresh 15Min Lprs(sec) : 10
Thresh 15Min Ess(sec) 10 Thresh Fast Rate Up(bps: 10

Thresh Intl Rate Up(bps) :10 Thresh Fast Rate Down(bps):10
Thresh Intl Rate Down(bps) : 10
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Output Fields:

FIELD

Description

IfName

The ADSL alarm interface name, whose profile is to be modified

or viewed

Thresh 15Min Lofs(sec)

The number of Loss of Frame Seconds encountered by an ADSL
interface, within any given 15 minutes performance data
collection period, which causes the SNMP agent to send an

‘adslAtucPerfLofsThreshTrap'.

Thresh 15Min Loss(sec)

The number of Loss of Signal Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an

‘adslAtucPerfLossThreshTrap'.

Thresh 15Min Lols(sec)

The number of Loss of Link Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an

‘adslAtucPerfLolsThreshTrap'.

Thresh 15Min Lprs(sec)

The number of Loss of Power Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an

‘adslAtucPerfLprsThreshTrap'.

Thresh 15Min Ess(sec)

The number of Errored Seconds encountered by an ADSL
interface within any given 15 minute performance data collection
period, which causes the SNMP agent to send an

‘adslAtucPerfESsThreshTrap'.

Thresh Fast Rate Up(bps)

Applies to 'Fast' channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate >= ChanPrevTxRate plus the value of this

object.

Thresh Intl Rate Up(bps)

Applies to 'Interleave’ channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate >= ChanPrevTxRate plus the value of this

object.

Thresh Fast Rate

Down(bps)

Applies to 'Fast' channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate <= ChanPrevTxRate minus the value of this

object.

Thresh Intl Rate

Down(bps)

Applies to 'Interleave’ channels only. Configured change in rate
causing an adslAtucRateChangeTrap. A trap is produced when:
ChanCurrTxRate <= ChanPrevTxRate minus the value of this

object.
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Init Fail Trap

Enables and disables the InitFailureTrap. This object is defaulted

disable.

OpStateTrapEnable

Enables/disables the OpStateChangeTrap

PowerMgmtTrapEnable

This indicates change in power mangement state

Thresh 15Min Lofs(sec)

The number of Loss of Frame Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an

‘adslAturPerfLofsThreshTrap'

Thresh 15Min Loss(sec)

The number of Loss of Signal Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an

‘adslAturPerfLossThreshTrap'

Thresh 15Min Lprs(sec)

The number of Loss of Power Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an

‘adslAturPerfLprsThreshTrap'

Thresh 15Min Ess(sec)

The number of Errored Seconds encountered by an ADSL
interface within any given 15 minutes performance data collection
period, which causes the SNMP agent to send an

‘adslAturPerfESsThreshTrap'

Thresh Fast Rate Up(bps)

Applies to 'Fast' channels only. Configured change in rate
causing an adslAturRateChangeTrap A trap is produced when:

ChanCurrTxRate > ChanPrevTxRate plus the value of this object.

Thresh Intl Rate Up(bps)

Applies to 'Interleave’ channels only. Configured change in rate
causing an adslAturRateChangeTrap A trap is produced when:

ChanCurrTxRate > ChanPrevTxRate plus the value of this object.

Thresh Fast Rate

Down(bps)

Applies to 'Fast' channels only. Configured change in rate
causing an adslAturRateChangeTrap A trap is produced when:
ChanCurrTxRate < ChanPrevTxRate minus the value of this

object.

Thresh Intl Rate

Applies to 'Interleave’ channels only. Configured change in rate

Down(bps) causing an adslAturRateChangeTrap A trap is produced when:
ChanCurrTxRate < ChanPrevTxRate minus the value of this
object.
References:
® ADSL Commands
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5.9.2 ADSL Alarm Profilext Commands

5.9.2.1 Get adsl alarm profilext

Description:
Use this command to get.

Command Syntax:
get adsl alarm profilext [ifname <interface-name>]

5.9.2.2 Modify adsl alarm profilext

Description:
Use this command to modify.

Command Syntax:

modify adsl alarm profilext ifname <interface-name> [ atucthresh15minffstr
<atucthresh15minffstr-val> | [ atucthresh15minsesl <atucthresh15minsesl-val> |
[atucthresh15minuasl <atucthreshl5minuasl-val> ] [atucthresh15minfecsl
<atucthresh15minfecsl-val>] [ atucthreshldaylofs <atucthreshldaylofs-val> ]
[atucthreshldayloss <atucthreshldayloss-val> | [ atucthreshldaylols
<atucthreshldaylols-val> ][ atucthreshldaylprs <atucthreshldaylprs-val> ]

[ atucthreshldayess <atucthreshldayess-val> ][ atucthreshldaysesl
<atucthreshldaysesl-val> | [ atucthreshldayuasl <atucthreshldayuasl-val>]
[atucthreshldayfecsl <atucthreshldayfecsl-val> | [ aturthresh15minsesl
<aturthreshl5minsesl-val> ] [ aturthresh15minuasl

<aturthreshl15minuasl-val> J[aturthresh15minfecsl| <aturthresh15minfecsl-val>]
[ aturthreshldaylofs <aturthreshldaylofs-val> ] [ aturthreshldayloss
<aturthreshldayloss-val> ] [aturthreshldaylprs <aturthreshldaylprs-val> ]

[ aturthreshldayess <aturthreshldayess-val> ] [aturthreshldaysesl
<aturthreshldaysesl-val> ] [ aturthreshldayuasl

<aturthreshldayuasl-val> J[aturthreshldayfecsl <aturthreshldayfecsl-val>]

Parameters:
Name Description
ifname <fname-val> The ADSL alarm interface name, whose profile is to be modified or
viewed
Type: Modify — Mandatory
Get — Optional
atucthresh15minffstr The number of failed retrains encountered by an ADSL interface within
<atucthresh15minffstr-val> any giving 15 minute performance data collection period, which cause the
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SNMP agent to send an adslAtucFailedFastRTrap.
Type: Modify — Optional
Valid values: 0 - 900

atucthresh15minsesl

<atucthresh15minsesl-val>

The number of Severe errored seconds encountered by an ADSL
interface within any giving 15 minute performance data collection period,
which cause the SNMP to send an adslAtucSesLTrap.

Type: Modify — Optional

Valid values: 0 - 900

atucthresh15minuasl

<atucthreshl15minuasl-val>

The number of unavailable errored seconds encountered by an ADSL
interface within any giving 15 minutes performance data collection period,
which cause the SNMP agent to send an adslAtucUasLThreshTrap
Type: Modify — Optional

Valid values: 0 - 900

atucthresh15minfecsl

<atucthreshl15minfecsl-val>

The number of Forward error correction seconds encountered by an
ADSL interface within any giving 15 Minutes performance data collection
period, which causes adslAtucPerfFecsLThreshTrap.

Type: Modify — Optional

Valid values: 0 - 900

atucthreshldaylofs

<atucthreshldaylofs-val>

The number of Loss of Frame Seconds encountered by an ADSL
interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfLofsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldayloss

<atucthreshldayloss-val>

The number of Loss of Signal Seconds encountered by an ADSL
interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfLossThreshl1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldaylols

<atucthreshldaylols-val>

The number of Loss of Link Seconds encountered by an ADSL interface,
within any given 1 day performance data collection period, which causes
the SNMP agent to send an 'adslAtucPerfLolsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldaylprs

<atucthreshldaylprs-val>

The number of Loss of Power Seconds encountered by an ADSL
interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfLprsThresh1DayTrap'.

Type: Modify — Optional
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Valid values: 0 - 86400

atucthreshldayess

<atucthreshldayess-val>

The number of Errored Seconds encountered by an ADSL interface,
within any given 1 day performance data collection period, which causes
the SNMP agent to send an 'adslAtucPerfESsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldaysesl

<atucthreshldaysesl-val>

The number of Severe errored Seconds encountered by an ADSL
interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAtucPerfSesLThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldayuasl

<atucthreshldayuasl-val>

The number of unavailable errored seconds encountered by an ADSL
interface within any giving 1 day performance data collection period,
which cause the SNMP agent to send an
adslAtucPerfUasLThresh1DayTrap

Type: Modify — Optional

Valid values: 0 - 86400

atucthreshldayfecsl

<atucthreshldayfecsl-val>

The number of Forward error correction seconds encountered by an
ADSL interface within any giving 1 day performance data collection
period, which causes atucPerfFecsLThresh1DayTrap.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshl15minsesl

<aturthresh15minsesl>

The number of Severe errored seconds encountered by an ADSL
interface within any giving 15 minute performance data collection period,
which cause the SNMP to send an adslAturPerfSesLThresh15MInTrap.
Type: Modify — Optional

Valid values: 0 - 900

aturthreshl15minuasl

<aturthreshl5minuasl>

The number of unavailable errored seconds encountered by an ADSL
interface within any giving 15 Minutes performance data collection period,
which cause the SNMP agent to send an
adslAturPerfUasLThresh1DayTrap

Type: Modify — Optional

Valid values: 0 - 900

aturthresh15minfecsl

<aturthresh15minfecs-val>

The number of Forward error correction seconds encountered by an
ADSL interface within any giving 15 Minutes performance data collection
period, which causes adslAturPerfFecsLThreshTrap.

Type: Modify — Optional

Valid values: 0 - 900

aturthreshldaylofs

The number of Loss of Frame Seconds encountered by an ADSL

IP DSLAM

Download from Www.Somanuals.com. All Manuals Search And Download.

231



<aturthreshldaylofs-val> interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAturPerfLofsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldayloss The number of Loss of Signal Seconds encountered by an ADSL
<aturthreshldayloss-val> interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAturPerfLossThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldaylprs The number of Loss of Power Seconds encountered by an ADSL
<aturthreshldaylprs-val> interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adsl|AturPerfLprsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldayess The number of Errored Seconds encountered by an ADSL interface,
<aturthreshldayess-val> within any given 1 day performance data collection period, which causes
the SNMP agent to send an 'adslAturPerfESsThresh1DayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldaysesl The number of Severe errored Seconds encountered by an ADSL
<aturthreshldaysesl-val> interface, within any given 1 day performance data collection period,
which causes the SNMP agent to send an
‘adslAturPerfSesLThreshlDayTrap'.

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldayuasl The number of unavailable errored seconds encountered by an ADSL
<aturthreshldayuasl-val> interface within any giving 1 day performance data collection period,
which cause the SNMP agent to send an
adslAturPerfUasLThresh1DayTrap

Type: Modify — Optional

Valid values: 0 - 86400

aturthreshldayfecsl The number of Forward error correction seconds encountered by an
<aturthreshldayfecsl-val> ADSL interface within any given 1 day performance data collection period,
which causes aturPerfFecsLThreshlDayTrap.

Type: Modify — Optional

Valid values: 0 - 86400
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Example:

$ get adsl alarm profilext ifname dsl-0
Output:

IfName - dsl-0
Atuc Thresh 15Min Fail FastR(sec) : 10
Atuc Thresh 15Min SesL(sec) 114
Atuc Thresh 15Min UasL(sec) 10
Atuc Thresh 15Min FecsL(sec) . 10
Atuc Thresh 1 Day Lofs(sec) : 10
Atuc Thresh 1 Day Loss(sec) : 10
Atuc Thresh 1 Day Lols(sec) 10
Atuc Thresh 1 Day Lprs(sec) 10
Atuc Thresh 1 Day ESs(sec) 10
Atuc Thresh 1 Day SesL(sec) .10
Atuc Thresh 1 Day UasL(sec) 10
Atuc Thresh 1 Day FecsL(sec) 10
Atur Thresh 15Min Sesl(sec) 10
Atur Thresh 15Min UasL(sec) 10
Atur Thresh 15Min FecsL(sec) 10
Atur Thresh 1 Day Lofs(sec) 10
Atur Thresh 1 Day Loss(sec) 10
Atur Thresh 1 Day Lprs(sec) 10
Atur Thresh 1 Day ESs(sec) : 10
Atur Thresh 1 Day SesL(sec) : 10
Atur Thresh 1 Day UasL(sec) 10
Atur Thresh 1 Day FecsL(sec) . 10
Output Fields:

FIELD Description
IfName The ADSL alarm interface name, whose profile is to be

modified or viewed

Atuc Thresh 15Min Fail FastR(sec)

The number of failed retrains encountered by an ADSL
interface within any given 15 minute performance data

collection period, which causes adslAtucFailedFastRTrap.

Atuc Thresh 15Min SesL(sec)

The number of Severe errored seconds encountered by an
ADSL interface within any given 15 minute performance

data collection period, which causes adslAtucSesLTrap.

Atuc Thresh 15Min UasL(sec)

The number of unavailable errored seconds encountered

by an ADSL interface within any given 15 Minute
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performance data collection period, which causes

adslAtucUasLThreshTrap.

Atuc Thresh 15Min FecsL(sec) The number of Forward error correction seconds
encountered by an ADSL interface within any given 15
Minute performance data collection period, which causes

adslAtucPerfFecsLThreshTrap.

Atuc Thresh 1 Day Lofs(sec) The number of Loss of Frame Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAtucPerfLofsThresh1DayTrap.

Atuc Thresh 1 Day Loss(sec) The number of Loss of Signal Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAtucPerfLossThresh1DayTrap.

Atuc Thresh 1 Day Lols(sec) The number of Loss of Link Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAtucPerfLolsThresh1DayTrap.

Atuc Thresh 1 Day Lprs(sec) The number of Loss of Power Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAtucPerfLprsThreshlDayTrap.

Atuc Thresh 1 Day SesL(sec) The number of Severe errored Seconds encountered by
an ADSL interface, within any given 1 day performance
data collection period, which causes

adslAtucPerfSesLThresh1DayTrap.

Atuc Thresh 1 Day UasL(sec) The number of unavailable errored seconds encountered
by an ADSL interface within any given 1 day performance
data collection period, which causes

adslAtucPerfUasLThresh1DayTrap.

Atuc Thresh 1 Day FecsL(sec) The number of Forward error correction seconds
encountered by an ADSL interface within any given 1 day
performance data collection period, which causes

atucPerfFecsLThresh1DayTrap.

Atur Thresh 15Min Sesl(sec) The number of Severe errored seconds encountered by an
ADSL interface within any given 15 minute performance
data collection period, which causes

adslAturPerfSesLThresh15MInTrap.

Atur Thresh 15Min UasL(sec) The number of unavailable errored seconds encountered

by an ADSL interface within any given 15 Minute
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performance data collection period, which causes

adslAturPerfUasLThresh1DayTrap.

Atur Thresh 15Min FecsL(sec)

The number of Forward error correction seconds
encountered by an ADSL interface within any given 15
Minute performance data collection period, which causes

adslAturPerfFecsLThreshTrap.

Atur Thresh 1 Day Lofs(sec)

The number of Loss of Frame Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAturPerfLofsThresh1DayTrap.

Atur Thresh 1 Day Loss(sec)

The number of Loss of Signal Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAturPerfLossThreshlDayTrap.

Atur Thresh 1 Day Lprs(sec)

The number of Loss of Power Seconds encountered by an
ADSL interface, within any given 1 day performance data
collection period, which causes

adslAturPerfLprsThresh1DayTrap.

Atur Thresh 1 Day ESs(sec)

The number of Errored Seconds encountered by an ADSL
interface, within any given 1 day performance data
collection period, which causes

adslAturPerfESsThresh1DayTrap.

Atur Thresh 1 Day SesL(sec)

The number of Severe errored Seconds encountered by
an ADSL interface, within any given 1 day performance
data collection period, which causes

adslAturPerfSesLThresh1DayTrap.

Atur Thresh 1 Day UasL(sec)

The number of unavailable errored seconds encountered
by an ADSL interface within any given 1 day performance
data collection period, which causes

adslAturPerfUasLThresh1DayTrap.

Atur Thresh 1 Day FecsL(sec)

The number of Forward error correction seconds
encountered by an ADSL interface within any given 1 day
performance data collection period, which causes

aturPerfFecsLThresh1DayTrap.

References:
® ADSL Commands
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5.9.3 ADSL ATUC Channel Commands

5.9.3.1 Get adsl atuc channel

Description:
Use this command to get.

Command Syntax:
get adsl atuc channel [ifname <interface-name>]

Parameters:

Name Description

ifname <fname-val> The ADSL ATUC channel interface name.
Type: Get — Optional
Valid values: dsli-0 - dsli-23

Example:
$ get adsl atuc channel ifname dsli-0

Output:

Ifname : dsli-0

Interleave Delay(ms) : 20 Curr Tx Rate(bps) : 80

Prev Tx Rate(bps) 40 Crc Block Length(byte) : 90

Gs Curr Atm Status  : NoAtmDefect GsSymbolsPerRsWord : 10
GsRsDepth : 20 GsRedundantBytesPerRsCode: 100
AtucChanPerfAtmCD 10 AtucChanPerfAtmCU 10
AtucChanGsINPdn 10 AtucChanGsL0dn 10
AtucChanGsMO0dn 10 AtucChanGsTO0dn 10
AtucChanGsB0dn 10

Output Fields:

FIELD Description

Ifname The ADSL ATUC channel interface name.

Interleave Delay(ms) Interleave delay for this channel.

Curr Tx Rate(bps) Actual transmit rate on this channel.

Prev Tx Rate(bps) The rate at the time of the last adslAtucRateChangeTrap
event.

Crc Block Length(byte) | Indicates the length of the channel data-block, on which

the CRC operates.

Gs Curr Atm Status Indicates the current ATM Status.
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GsSymbolsPerRsWord

Indicates the number of DMT symbols per

Reed-Solomon code word (S), in the downstream

direction.

GsRsDepth Indicates interleaving depth (D), in the downstream
direction.

GsRedundantBytesPer Indicates the number of redundant bytes (R), per

RsCode Reed-Solomon code in the downstream direction.

AtucChanPerfAtmCD Provides a count of the total number of cells passed
through the cell delineation and HEC function process
operating on the ATM Data Path while in the SYNC
state.(length = 4 bytes).

AtucChanPerfAtmCU Provides a count of the total number of cells in the ATM

Data Path delivered at the logical interface between the
ATU-C and a digital network element, such as one or

more switching systems.

AtucChanGsINPdn

The actual number of Impulse Noise Protection(INP)
symbols for the downstream interleaved channel. One
symbol equals 250 ps, so an INP of 1 correlates to a

correction time of 250 ps.

AtucChanGsL0dn

The number of bits from the upstream latency path
function #0 included per DMT symbol.(length = 4 bytes).
It is not available for ADSL.

AtucChanGsMO0dn

The number of Mux Data Frames per FEC Data Frame in
upstream latency path function #0.(length = 4 bytes). It is

not available for ADSL.

AtucChanGsTO0dn

The ratio of the number of Mux Data Frames to the
number of sync octets in the upstream latency path
function #0.(length = 4 bytes). It is not available for

ADSL.

AtucChanGsBO0dn

The nominal number of octets from frame bearer #0 per
Mux Data Frame at Reference Point A in upstream
latency path function #0.(length = 4 bytes). It is not
available for ADSL.
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5.9.4 ADSL ATUC Chanperf Commands

5.9.4.1 Get adsl atuc chanperf

Description:
Use this command to get.

Command Syntax:
get adsl atuc chanperf [ifname <interface-name>]

Parameters:

Name Description

ifname <fname-val> The ADSL ATUC channel interface name, for which
performance is to be viewed.

Type : Get — Optional

Valid values : dsli-0 - *, dslf-0 - *

Example:
$ get adsl atuc chanperf ifname dsli-0

Output:

Ifname : dsli-0

Perf Valid Intervals : 20

Perf Invalid Intervals : 30

Perf Valid 1Day Intvl : 20

Perf Invalid 1Day Intvl : 20

PerfData Currl5Min CurrlDay PrevlDay

Time Elapsed

/Monitored(sec) 15 10 20 45

Rx Blocks 10 45 30 89

Tx Blocks 20 65 70 48

Corrected Blocks 25 35 35 25

Uncorrected Blocks 30 95 80 30

NCD Count 90 86 35 20

OCD Count 60 4